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ROZDZIAL 1

General information

1.1 About documentation

The target audience of this document are system administrators and operators, responsible for
managing Fudo’s configuration and supervising remote access.

Documentation Structure

1. General information

This chapter contains information on documentation.
2. System overview

This chapter provides information on Wheel Fudo PAM modules, describes data model, covers
deployment scenarios as well as connections models and user authentication methods.

3. System deployment

This chapter covers system deployment procedure along with the system initiation.
4. Quick start

This chapter contains typical configuration examples.
5. Users

This chapter covers users management topics.

6. Servers

This chapter covers servers management topics.

7. Accounts

This chapter covers accounts management topics.

8. Safes

This chapter covers safes management topics.
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9. Listeners

This chapter covers listeners management topics.

10. Password changers

This chapter contains information on automated password changing feature.
11. Policies

This chapter contains information on Fudo’s proactive monitoring features.
12. Sessions

This chapter contains information on stored access sessions.

13. Reports

This chapter contains topics related to generating reports.

14. Efficiency analyzer

This chapter describes Wheel Fudo PAM’s efficiency analyzer module.

15. Administration

This chapter contains administration procedures.

16. Reference information

This chapter contains reference information which supplement Wheel Fudo PAM administration
topics.

17. AAPM (Application to Application Password Manager)

This chapter contains information on password management in third party applications.
18. Service Now

This chapter covers integration with Service Now ticketing system.

19. Client applications

This chapter contains client applications configuration instructions for selected protocols.
20. 4-FEyes authentication proxy service

This chapter describes proxy service configuration for 4-Eyes authentication scenarios using
mobile application.

21. Troubleshooting

This chapter contains solutions for potential problems which may occur when using Wheel Fudo
PAM.

22. Frequently asked questions

This chapter contains frequently requested information about Wheel Fudo PAM.
23. Glossary

This chapter contains list of terms used throughout this documentation.
Conventions and symbols

This section covers conventions used throughout this documentation.

1.1. About documentation 2
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italic
Uster interface elements.
example

Example value of a parameter, API method name or code example.

Note: Note. Additional information closely reletad with described topic, e.g. suggestion
concerning given procedure step; additional conditions which have to be met.

Warning: Warning. Essential information concerning system’s operation. Not adhering to
this information may have irreversible consequences.

Disclaimer

All trademarks, product names, and company names or logos cited in this document are the
property of their respective owners and are used for information purpose only.

1.1. About documentation 3
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System overview

Wheel Fudo PAM is a complete solution for managing remote privileged access.

2.1 PSM

PSM module enables facilitating constant monitoring of remote access sessions to I'T infrastruc-
ture. Wheel Fudo PAM acts as a proxy between users and monitored servers and it registers
users’ actions, including mouse pointer moves, keystrokes and transferred files.

Fudo

QEONnrE

SSH/RDP /VNC/HTTPS
Oracle,/MySQL/ Telnet

TT

The PSM module records complete network traffic along with meta data, enabling precise session
playback and full-text content search.

Wheel Fudo PAM enables viewing current connections and intervening in a monitored session
in case the administrator notices a potential misuse of access rights.

The PSM module supports following system configurations:
e Linux,
e FreeBSD,
e Mac OS X
e Microsoft Windows Server,
e Microsoft Windows,
e TightVNC,
e Solaris.

Related topics:
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Supported protocols
o Requirements

Data model

Security measures

2.2 AAPM (Application to Application Password Manager)

AAPM module enables secure passwords exchange between applications.
AAPM supported operating systems:

e Microsoft Windows operating systems,

e Linux family operating systems,

e BSD family operating systems.
Related topics:

e Requirements

e Data model

e Security measures

2.3 Secret manager

Wheel Fudo PAM can be also set up to automatically manage login credentials on monitored
servers and periodically change passwords at specified time intervals (e.g. 1 hour).

Secret manager module supports password changing on following systems:
e Unix
e MySQL
e Cisco
e (Cisco Enable Password
e MS Windows

It also enables configuring a custom password changer as a set of commands executed on remote
a host.

Related topics:
o Requirements
e Data model

e Security measures

2.2. AAPM (Application to Application Password Manager) 5
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2.4 Efficiency Analyzer

Efficiency Analyzer module tracks users’ actions and provides precise information on their acti-
vity and idle times.

Related topics:
o Requirements
e Data model

o Security measures

2.5 User portal

User portal enables browsing available resources and initiating connections with monitored se-
rvers using selected listener.

=
Fudo

& ACCOUNTS
o= AUTHENTICATION & LIST OF ACCOUNTS
NAME  TYPE SERVER NAME LISTENER HOST PROTOCOL SAFE
ROP regular ROP 10.0.40.203:3389
- Show account password ROP 10.0.8.61:2222 rdp RDP
58H regular 55H 127.0.0.0:22

@ Show passwords history §5H 10.0.8.61:24 ssh 85H

Connect to server using selected listener

Related topics:

e Requirements
e Data model

e Security measures

2.4. Efficiency Analyzer 6
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2.6 Supported protocols

2.6.1 Citrix StoreFront (HTTP)

Supported connection modes:
o Gateway,
e Proxy,
o Transparent.
Notes:
e Session joining is not supported.
e Session player displays raw text without graphical rendering.

e Lack of bastion mode support results from protocol’s limitations. Citrix StoreFront itself
provides access to a bastion of hosts. When logging to Citrix StoreFront, user can select
desired host to connect to over ICA protocol.

e Initiating connections with ICA servers over Citrix StoreFront interface requires anony-
mous or forward accounts assigned to those servers.

2.6.2 HTTP

Supported connection modes:
o Gateway,
e Proxy,
o Transparent.

Notes:

e Session joining is not supported.

Session player displays raw text without graphical rendering.

Bastion mode is not supported due to limitations of the protocol.

Access to external resources is not monitored.

Following redirections is not supported.

Credentials forwarding is not supported.

2.6.3 ICA

Supported connection modes:
e Bastion (option to enter account or target server in the ICA file),
o Gateway,
e Proxy,

e Transparent.

2.6. Supported protocols 7
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Supported client applications:
e Citrix Receiver.
Supported encryption algorithms:
¢ Basic,
e TLS.
Notes:
e Session joining is not supported.

e ICA connections over Citriz StoreFront interface requires using anonymous or forward
type accounts.

e Direct connections to ICA servers (not mediated by Citriz StoreFront) requires preparation
of an .ica configuration file. For more information refer to the IC'A configuration file topic.

2.6.4 Modbus

Supported connection modes:
o Gateway,
e Proxy,
e Transparent.
Notes:
e Session joining is not supported.

e Bastion mode is not supported due to limitations of the protocol.

2.6.5 MS SQL (TDS)

Supported connection modes:
e Bastion,
o Gateway,
e Proxy,
e Transparent.
Supported client applications:
e SQL Server Management Studio,
e sqsh.
Notes:

e Session joining is not supported.

2.6. Supported protocols 8
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2.6.6 MySQL

Supported connection modes:
o Gateway,
e Proxy,
o Transparent.
Supported client applications:
e Official MySQL client,
e PyMySQL libraries for Python.
Notes:
e Session joining is not supported.
e Bastion mode is not supported due to limitations of the protocol.

e Active Directory and other external authentication sources are not supported.

Warning;: Please note that the MySQL server caching sha2_password plu-
gin isn’t supported by Fudo PAM. Supportable MySQL plugins by Fudo PAM are
mysql_native_password and mysql_old_password. Server plugin should be set to
mysql_native_password in /etc/mysql/mysql.conf.d/mysqld.cnf and a User object is
created with mysql_native_password plugin.

2.6.7 Oracle
Oracle is a proprietary protocol and its implementation requires reverse engineering. This results
in a limited support in development of new features as well as addressing potential issues.
Supported connection modes:

o Gateway,

e Proxy,

e Transparent.
Supported client applications:

e SQLDeveloper 4.1.3.20.78,

e SQL*Plus: Release 11.2.0.4.0 Production.
Notes:

e Session joining is not supported.

e Active Directory and other external authentication sources are not supported.

Session player only displays clients querries (server’s responses are not included).

Oracle 10 and 11 are supported.

Bastion mode is not supported due to limitations of the protocol.

2.6. Supported protocols 9
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2.6.8 RDP

Supported connection modes:
e Bastion,
o Gateway,
e Proxy,
e Transparent.
Supported client applications:
e All official Microsoft clients for Windows and macOS,
e FreeRDP 2.0 and newer.
Supported OCR languages:
e English
e German
e Norwegian
e Polish
e Russian
Notes:

e When authenticating Fudo users against AD (or other external source) the TLS+NLA
(Network Level Authentication) is not supported; TLS mode is used instead. NLA mode
on server side is supported.

e In case of Enhanced RDP Security (TLS) + NLA, Wheel Fudo PAM requires NTLM
protocol version 2 or newer. To properly handle NLA authentication connections, enable
option to only send NTLMv2 reponse both on client and server side.

1. Click Start > All Programs > Accessories > Run.
2. Type secpol.msc in the Open input field and click OK.

3. Select Local Policies > Security Options and double-click Network Security: LAN
Manager authentication level.

4. Select Send NTLMuv2 response only. Refuse LM & NTLM from the drop-down list.
5. Click Apply.

e Wheel Fudo PAM verifies input language settings when negotiation connection and does
not support dynamic language change on the login screen.

RemoteApp

Fudo natively supports RemoteApp connections over RDP protocol. Application windows are
recorded the same way as RDP connections, enforcing all Wheel Fudo PAM security restrictions.

To monitor RemoteApp sessions, the connection must be launched through a *.rdp configuration
file with the Wheel Fudo PAM IP address and the port number defined.

2.6. Supported protocols 10



Fudo PAM 3.10 - System Documentation, Release is not supported

Connections initiated over Remote Desktop Web Access can be monitored by Fudo only in
Transparent /Gateway mode as the Remote Desktop Web Access can not provide Fudo IP address
instead of original destination server.

2.6.9 SSH

Supported connection modes:
e Bastion,
o (Gateway,
e Proxy,
e Transparent.
Supported features:

e Connections multiplexing (video export, session termination, pause, join, playback, raw
data),

e SCP (raw data, session termination, extracting separate files),
e SFTP,

e Port redirection (video export, session termination, pause, session join, playback, raw
data),

e SSH Agent forwarding (transparent, not recorded),

e X11 - within SSH protocol (video export, session termination, pause, session join, playback,
raw data),

e Shell (video export, session termination, pause, session join, playback, raw data),

e Terminal (video export, session termination, pause, session join, playback, raw data).
Supported encryption algorithms: - Server: RSA, DSA - Listener: RSA, DSA
Supported hashing algorithms: - MD5 - SHA1
Notes:

e SSH keys forwarding is not supported.

2.6.10 Telnet 3270

Supported connection modes:
e Bastion,
o (Gateway,
e Proxy,
e Transparent.
Supported client applications:
e IBM Personal Communications,

e c3270.

2.6. Supported protocols 11
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Notes:
e Session joining is not supported.

e User must authenticate twice - first against Fudo and then against the target host.

2.6.11 Telnet 5250

Supported connection modes:
e Bastion,
o Gateway,
e Proxy,
o Transparent.
Supported client applications:
e IBM Personal Communications,
e tn5250.
Notes:
e Session joining is not supported.

e User must authenticate twice - first against Fudo and then against the target host.

2.6.12 Telnet

Supported connection modes:
e Bastion,
o Gateway,
e Proxy,
e Transparent.
Notes:

e User must authenticate twice - first against Fudo and then against the target host.

2.6.13 VNC

Supported connection modes:
e Bastion,
o Gateway,
e Proxy,
e Transparent.

Supported client applications:
e TightVNC,

2.6. Supported protocols 12
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e RealVNC.
Supported OCR languages:
e English,
e German,
e Norwegian,
e Polish,
e Russian.
Connection specifics - VNC server requires authentication
e Anonymous type account: requires entering VNC server password (login string is ignored).

e Regular type account: requires user login and password (authentication against Fudo);
login substitution string defined in the account is ignored upon establishing connection.

e Forward type account: requires that users inputs password defined on the VNC server
(login string is ignored).

Connection specifics - server does not require authentication

e Anonymous type account: does not require any login information input (hit the enter key
on the logon screen).

e Regular type account: requires user login and password information (authentication aga-
inst Fudo); password substitution string can be left empty as it is not forwarded to the
target host.

e Forward type account: requires user login and password (authentication against Fudo).

2.6.14 X11

X11 protocol is supported within the SSH protocol.

Note: Session joining feature is not supported in X11 protocol connections.

Supported servers:
o Xorg,
e Xming,
e XQuartz.
Notes:

e Session joining is not supported.

2.6.15 TCP

TCP is a generic protocol used for monitoring non-encrypted connections.

Supported connection modes:

2.6. Supported protocols 13
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o Gateway,
e Proxy,
o Transparent.
Notes:
e Session joining is not supported.

e Session player displays raw text without graphical rendering.

2.7 Data model

Wheel Fudo PAM defines five base object types: user, server, account, safe and listener.

User defines a subject entitled to connect to servers within monitored I'T infrastructure. Detailed
object definition (i.e. unique login and domain combination, full name, email address etc.)
enables precise accountability of user actions when login and password are substituted with a
shared account login credentials.

Server is a definition of the IT infrastructure resource, which can be accessed over one of the
specified protocols.

Account defines the privileged account existing on the monitored server. It specifies the actual
login credentials, user authentication mode: anonymous (without user authentication), regular
(with login credentials substitution) or forward (with login and password forwarding); password
changing policy as well as the password changer itself.

Safe directly regulates user access to monitored servers. It specifies available protocols’ features,
policies and other details concerning users and servers relations.

Listener determines server connection mode (proxy, gateway, transparent, bastion) as well as its
specifics.

Proper system operation requires configuration of servers, users, listeners, accounts and safes.

Warning: Data model objects: safes, users, servers, accounts and listeners are replicated
within the cluster and object instances must not be added on each node. In case the replica-
tion mechanism fails to copy objects to other nodes, contact technical support department.

Objects relations chart

2.7. Data model 14
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4

v
- _ & . 8

Related topics:
e System overview
o User authorization methods and modes

o Quick start

2.8 Deployment scenarios

Note: It is advised to deploy the Wheel Fudo PAM within the IT infrastructure, so it only
mediates administrative connections. It will allow for lowering system load, network traffic
optimization as well as maintaining access to hosted services in case of hardware malfunction.

Bridge

In bridge mode Wheel Fudo PAM mediates communication between users and servers regardless
whether the traffic is being monitored (i.e. it uses any of supported protocols) or not.

O EEmEn EEmEn

4 net2
l}- L3 switch /router/VPN switch/ router -
IT administrator | Source: 10.0.2.17 Source: 10.0.2.17 i
Target: 10.0.2.50 Target: 10.0.2.50 ik

IT infrastructure

Mediating packages transfer, Wheel Fudo PAM preserves source [P address when forwarding
requests to destination servers.

Such solution allows keeping existing rules on firewalls which control access to internal resources.
For more information on configuring bridge refer to the Network configuration topic.
Forced routing

Forced routing mode requires using a properly configured router. Such solution allows control-
ling network traffic in third ISO/OSI network layer, so only administrative requests are routed

2.8. Deployment scenarios 15
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through Wheel Fudo PAM and the rest of the traffic is forwarded directly to the destination
server.

monitored
= P answ
T

Fouter

IT administrator

IT infrastructure

User

This mode does not require changes in existing network topology and enables network traffic
optimization due to separating requests from system administrators and regular users.

Related topics:
o (Connection modes
e Managing servers

User authentication methods and modes

System overview

o Quick start - SSH connection configuration

Quick start - RDP connection configuration

Initial boot up

2.9 Connection modes

Transparent

In transparent mode, users connect to destination server using given server’s [P address.

10.0.2.50

ssh user@10.0.2.50 -p 22
> enm b >

router

<

10.0.2.22

Gateway

2.9. Connection modes 16
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In gateway mode, users connect to destination server using the server’s actual IP address. Wheel
Fudo PAM mediates connection with the server using own IP address. This ensures that the
traffic from the server to the user goes through Wheel Fudo PAM.

Source: 10.0.2.22
Target: 10.0.2.50

10.0.2.22

router

10.0.2.50

10.0.2.7
Source: 10.0.2.7
Target: 10.0.2.50

Proxy

In proxy mode, administrator connects to destination server using combination of Wheel Fudo
PAM IP address and unique port number assigned to given server. Uniqueness of this combina-
tion enables establishing connection with a particular resource.

10.0.2.22:50 => 10.0.2.50
10.0.2.22:51 -> 10.0.2.51
10.0.2.22:52 => 10.0.2.52

s

10.0.2.22 10.0.2.50

ssh user@l0.0.2.22 -p 50
”O b'----
. e

router

-

10.0.2.51

Such approach enables concealing actual IP addressing and allows configuring servers to only
accept requests sent from Wheel Fudo PAM.

Bastion

In bastion mode, the account on the target host, or the host itself, is specified within the string
identifying the user, e.g. ssh john_smith#admin@10.0.2.22. This enables facilitating access
to a group of monitored servers through the same IP address and port number combination.

2.9. Connection modes 17
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admin www

ww
63 ssh user#admin@10.0.2.22
L) B > LA RN ] adn'lln
A o sshuser#mail@10.0.2.22
[ * ssh user#win95@10.0.2.22 router

10.0.2.22

mail
hostname: win95

admin_svn

Note:

e The bastion mode is supported when connecting over SSH, RDP, VNC, Telnet, Telnet
3270, Telnet 5250, MS SQL and ICA protocols.

e In case the specified account is not found, Wheel Fudo PAM will try to match the name
with a server object. If a matching server is not found, system tries to match the string
to a host’s DNS name.

e The string specifying the target object must unambiguously identify an account or a server.

Related topics:
o Deployment scenarios
e Managing servers
o User authentication methods and modes
e System overview
o Quick start - SSH connection configuration
o Quick start - RDP connection configuration

e [nitial boot up

2.10 User authentication methods and modes

User authentication methods

Before establishing connections with server, Fudo authorizes user using one of the following
authorization method:

e Static password,
o Public key,

e CERB,

e RADIUS,

e LDAP,

o Active Directory.

2.10. User authentication methods and modes 18
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Note: External authentication servers CERB, RADIUS, LDAP and Active Directory require
configuration. For more information, refer to the Fxternal authentication topic.

Authentication modes

After authenticating the user, Fudo proceeds with establishing connection with the target system
using original user credentials or substituting them with values stored locally or fetched from a
password vault.

Note: Due to specifics of VNC protocol, which authenticates the user using password only,
the login entered on the logon screen is ignored when establishing a VNC connection.

Authentication with original login and password

In this authentication mode, Fudo uses login and password provided by the user upon logon to
authenticate the user on the target system.

) 3

Authentication with login and password substitution

In this authentication mode, Fudo substitutes user login and password with previously defined
ones.

Authentication with login and password substitution enables precise identification of the person
who connected to the server, in case a number of users use the same credentials to access the

- SDE

e The password to the target system can be either explicitly defined in the account or can
be obtained from internal or external password vault upon each access request. For more
information, refer to the Password changers and Faternal passwords repositories topics.

server.

Note:

2.10. User authentication methods and modes 19
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e Due to specifics of VNC protocol, which authenticates the user using password only, the
login entered as the substitution string is ignored when establishing a VNC connection.

Note: In case of Oracle database, the user password and the privileged account password must
be both either shorter than 16 characters or 16-32 characters long.

Two-fold authentication

In two-fold authentication mode user is asked for login and password twice. Once for authenti-
cating against Fudo and once again to access the target system.

Authentication with password substitution

In this authentication mode, Fudo forwards login provided by user and substitutes the password
when establishing connection with the target system.

s -SDE

e The password to the target system can be either explicitly defined in the connection or can
be obtained from the external passwords repository upon each access request. For more
information, refer to the Ezternal passwords repositories topic.

Note:

e Due to specifics of VNC protocol, which authenticates the user using password only, the
login entered on the logon screen is ignored when establishing a VNC connection.

Authentication by target server

In this mode, Wheel Fudo PAM forwards login credentials to the target host, which verifies
whether the user is authorized to access it. Verification status is returned to Wheel Fudo PAM,
which establishes monitored connection. Authentication by the target server is available only
when monitoring SSH connections or RDP with TLS + NLA security option enabled.

Administrator approved access

Wheel Fudo PAM can be configured so each connection to a monitored server will require appro-
val from the administrator using the Fudo Mobile application or the administration interface.

e Adding a mobile device
e Removing paired mobile device
e Proxy servers configuration

e (Creating a safe

2.10. User authentication methods and modes 20
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o Approving pending connections
e Declining pending connections
Related topics:
e System overview
e Fuxternal authentication servers configuration

e Security measures

2.11 Security measures

2.11.1 Data encryption

Data stored on Wheel Fudo PAM is encrypted with AES-XTS algorithm using 256 bit encryption
keys. AES-XTS algorithm is most effective hard drive encryption solution.

Appliance

Encryption keys are stored on two USB flash drives. Flash drives delivered with Wheel Fudo
PAM are uninitialized. Keys initialization takes place during initial system boot-up, during
which both flash drives have to be connected (initiation procedure is described in chapter System
initiation).

After encryption keys have been initiated and Wheel Fudo PAM has booted up, both USB flash
drives can be removed and placed somewhere safe. During daily operation, encryption key is
required only for system boot up. If safety procedures allow, one USB flash drive can stay
connected to Wheel Fudo PAM, which will allow Wheel Fudo PAM to boot up automatically in
case of a power outage or system reboot after software update.

Virtual machine distribution

Wheel Fudo PAM’s file system, running in virtual environment is encrypted using an encryption
phrase, which is set up during system initiation and has to be entered each time the system
boots up.

2.11.2 Backups

User sessions data can be backed up on external servers running rsync service.

2.11.3 Permissions

Each data model entity, has a list of users defined, who are allowed to manage given object,
according to assigned user role.

For more information on user roles refer to Roles topic.
2.11.4 Sandboxing

Wheel Fudo PAM takes advantage of CAPSICUM sandboxing mechanism, which separates each
connection on Wheel Fudo PAM operating system level. Precise control over assigned system

2.11. Security measures 21
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resources and limiting access to information on the operating system itself, increase security and
greatly influence system’s stability and availability.

2.11.5 Reliability

System hardware configuration is optimized to deliver high performance and high availability.

2.11.6 Cluster configuration

Wheel Fudo PAM supports cluster configuration in multimaster mode where system configu-
ration (connections, servers, sessions, etc.) is synchronized on each cluster node and in case a
given node crashes, remaining nodes will immediately take over user connection requests ensuring
service continuity.

Warning: Cluster configuration does not facilitate data backup. If session data is deleted
on one of the cluster nodes, it is also deleted from other nodes.

Virtual IP addresses are aggregated in redundancy groups which enable facilitating static load
balancing while preserving cluster’s high availability nature.

10.0.0.1
10.0.0.2

10.0.0.1
10.0.0.2

10.0.0.100 10.0.0.100 MASTER

10.0.0.101 10.0.0.101 L
10.0.0.2 10.0.0.100

10.0.0.1 10.0.0.1

10.0.0.2 10.0.0.2

10.0.0.100 MaSTER 10.0.0.100 -

10.0.0.101 ass 10.0.0.101 SLAVE

| 10.0.0.2

10.0.0.100

Related topics:
o User authorization methods and modes
e System overview
o Quick start - SSH connection configuration

o Quick start - RDP connection configuration

System initiation
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2.12 Dashboard

Fudo PAM dashboard page enables quick access to essential status information.

Minimize menu pane

Management Fudao® &sdmin - | P
@il Dashboard User options menu
Dashboard - ) T
sshbos Connections distribution in time Active user
Tive sessions Lo p
o
i I -
Dxek activity Disk usage [Deeks status
oa:al a2 om43 o844 -
(_\"O L L] . L
(% D - - &
a2 D @& ) @
Free: 3
- -
@read  @write y,
Memory and CPU usage — Storage status information
-
Memory and CPU Cluster status
o841 0842 0243 0844 0000 o200 04:00 DE:00 0800
asd .
N
A\ ®memory  @prmcessor Sl @0 @net]  @retz @netd @retd @netd @viand
Events log Recent system log events
Uiser admin ch;
Uiser admin TGS
User admin changed snmp_enabled from ** to “false
Utser admin ch
2 4 in Liser admin rer v,

— System information

Note: Disk usage figures include space taken up by the filesystem’s redundancy mechanism.
The filesystem reserves a portion of available storage, which results in some of the storage space
being reported as used on a newly initiated system.

Note: Place the cursor over status indicator for details on data replication between cluster
nodes.
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Replication status: from n2 to asd
Network
Session data: 2017-12-14 06:57:49
ik Objects: 2017-12-14 04:56:27 = .

. N

\_W/W'\-f

®laggl @nstl @

e Session data - the timestamp of the session data replicated from the given node.

e Objects - the timestamp of the replicated data model objects.

System information
2018-03-20 14:38:15 admin

2018-03-20 14:36:15 admin
Sernal number

. 2018-03-20 14:36:15 admin
System uptime

2018-03-20 14:36:15 admin

2018-03-20 14:36:15  admin

System revision

Cluster status

Hard drives status information

Hard drive operates properly.

® Data on the hard drive is being synchronized.

Data read/write errors - the hard drive does not operate properly and it is likely to fail
- contact the technical support to discuss hard drive replacement.

®  Hard drive failure - the hard drive must be replaced - contact the technical support to
discuss hard drive replacement.

Related topics:
e [nitial boot up
o Quick start - SSH connection configuration

o Quick start - RDP connection configuration
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System deployment

This topic describes Wheel Fudo PAM appliance and the system initiation procedure.

3.1 Requirements

Administration panel

System is managed in administration panel available through web browser. Recommended
browsers are Google Chrome and Mozilla Firefox.

Network requirements
Correct operation requires:

e ability to establish connections to Wheel Fudo PAM on port 443, for administration pur-
poses,

e ability for users to connect to Wheel Fudo PAM and for Wheel Fudo PAM to connect to
target systems.

Hardware requirements (not applicable to virtual appliance distributions)

Wheel Fudo PAM is a complete solution combining both hardware and software. Installing sys-
tem requires 2U (F100x model) or 3U (F300x model) of space in 19” rack cabinet and connection
to network infrastructure.

VNC software client requirements

VNC connections require 24-bit (true color) mode.

3.2 Hardware overview

Fudo PAM is delivered in a 2U (F1001) or 3U (F3000) 19” rack server case.
Wheel Fudo PAM F1001

25
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Chassis: 19”7 2U

Dimensions: 89 mm (height), 437 mm (width), 647 mm (depth)
PSU: 2x 500W

Internal storage: 12x 2TB

_‘-=="'-_- Y - .

Power button
Front bezel release latch

— Reset button —

LED status lights Front panel lock

r A hard drive in a hot-swap tray

‘ m_ | 1 2 -

- Hot-swap tray lever release button -

Hard drive’s state LED ligths

A hot-swap tray release lever

Wheel Fudo PAM F3001
e Chassis: 19”7 3U
e Dimensions: 132 mm (height), 437 mm (width), 647 mm (depth)
e PSU: 2x 920W

Internal storage: 16x 6TB
e External storage controller: 2x Qlogic HBA FC QLE2560 8Gb
Additional network interfaces: 2x Intel I350AM4 4x RJ45 1GbE

3.2. Hardware overview
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Ahard drive in a hot-swap tray

Hot-swap tray lever release button

| Hot-swap tray release lever

—

Related topics:
e Initial boot up
o Quick start - SSH connection configuration

o Quick start - RDP connection configuration

3.3 System initiation

Appliance

Wheel Fudo PAM is delivered with two uninitiated USB flash drives. During initial boot up,
Wheel Fudo PAM generates encryption keys, which are stored on enclosed USB flash drives.
More information on encryption keys can be found in the Security measures chapter.

1. Install device in 19” rack cabinet.

2. Connect both power supply units to 230V /110V power outlets.

Note: Connecting both power supplies is necessary to start the system.

3. Connect network cable to one of the RJ-45 ports.
4. Connect both of the USB flash drives delivered with Wheel Fudo PAM.

Note: Initial boot up requires conecting both USB flash drives. More information on encryption
keys can be found in Security measures chapter.

5. Press the power button on the front panel.
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Power button

6. After keys have been initiated, disconnect USB flash drives.

Warning;:
e One of the USB flash drives containing encryption key must be disconnected and placed

in a secure location, accessible only to authorized personnel.

e If the USB flash drives with encryption keys are lost, device will not be able to boot up
and stored sessions will not be accessible. Manufacturer does not store any encryption
keys.

Note:

e In daily operation, one encryption key is required to start the system after which it can
be disconnected.

e It is advised to make a backup copy of the encryption key.

Setting IP address using system console
1. Connect monitor and keyboard to the device.

2. Enter administrator account login and press Enter.
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FUDD, S5~-N 12345678, firmware 2.1-23500.

o reset FUDD to factory defaults, login as "reset”.
o fix admin account and change network settings,
login as “"admin" with an appropriate password.

FUDOD (fudo.wheelsystems.com) (ttyvd)

3. Enter administrator account password and press Enter.

FUDO, S-N 12345678, firmware Z2.1-23500.
o reset FUDD to factory defaults, login as "reset”.
o fix admin account and change network settings,

login as "admin" with an appropriate password.

FUDOD (fudo.wheelsystems.com) (ttyvd)

4. Enter 2 and press Enter to change network configuration.
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FUDD, S5~-N 12345678, firmware 2.1-23500.

o reset FUDD to factory defaults, login as "reset”.
o fix admin account and change network settings,
login as “"admin" with an appropriate password.

FUDOD (fudo.wheelsystems.com) (ttyvd)

login: admin

Password :

ast login: Wed Jun 22 10:50:38 on ttyvo

=% FUDD confiquration utility sse=

ogged into FUDO, S~-N 12345678, firmware Z2.1-23500.
Show status
Reset network settings

Exit

hoose an option (@): ]

5. Enter y and press Enter to proceed with resetting network configuration.

FUDD, S~N 12345678, firmware 2.1-23500.

o reset FUDD to factory defaults, login as "reset".
o fix admin account and change network settings,
login as "admin" with an appropriate password.

FUDD (fudo.wheelsystems.com) (ttyvd)

Show status
Reset network settings
Exit

hoose an option (©): 2
re you sure you want to continue? [ysHN]l (n):

6. Enter the name of the new management interface (Wheel Fudo PAM web interface is
accessible through the management interface).
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FUDD, S~/N 12345678, firmware 2.1-23500.

o reset FUDD to factory defaults, login as "reset”.
o fix admin account and change network settings,
login as "admin" with an appropriate password.

FUDOD (fudo.wheelsystems.com) (ttyvd)

Show status
Reset network settings
Exit

hoose an option (B): 2
fire you sure you want to continuwe? [ysNl (nd: y
hooze new management interface (netl wet@):

7. Enter IP address along with the network subnet mask separated with / (e.g. 10.0.0.8/24)
and press FEnter.

FUDO, S-N 12345678, firmware Z.1-23500,

o reset FUDD to factory defaults, login as “reset".
o fix admin account and change network settings,
login as "admin" with an appropriate password.

FUDOD (fudo.wheelsystems.com) (ttyvd)

Show status
Reset network settings
Exit

hoose an option (@): 2

re you sure you want to continue? [ysN1 (nd: y

hoose new management interface (netl net®): net®

Enter new net® address (10.0.150.150-16): 10.0.150.150-16

8. Enter network gate and press Enter.
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FUDD, S5~-N 12345678, firmware 2.1-23500.

o reset FUDD to factory defaults, login as "reset”.
o fix admin account and change network settings,
login as “"admin" with an appropriate password.

FUDOD (fudo.wheelsystems.com) (ttyvd)

login: admin
Password :
ast login: Wed Jun 22 10:56:52 on ttyvo

=% FUDD confiquration utility sse=
ogged into FUDO, S~-N 12345678, firmware Z2.1-23500.

Show status
Reset network settings
Exit

hoose an option (@): Z

re you sure you want to continue? [yrsH1 (nd): y

hoose new management interface (netl net@): netd

Enter new net® address (10.0.150.1560-16): 10.0.150.150-16
Enter new default gateway IP address (10.0.0.1):

Related topics:

o Requirements

Quick start - SSH connection configuration

Quick start - RDP connection configuration

System overview

e Security measures

3.3. System initiation 32



rROZDZIAL 4

Quick start

4.1 SSH

This chapter contains an example of a basic Wheel Fudo PAM configuration, to monitor SSH
access to a remote server. In this scenario, the user connects to the remote server over the
SSH protocol and logs in to the Wheel Fudo PAM using an individual login and password
combination (john_smith/john). When establishing the connection with the remote server,
Wheel Fudo PAM substitutes the login and the password with the previously defined values:
root /password (authentication modes are described in the User authentication modes section).

4.1.1 Prerequisites

Description below assumes that the system has been already initiated. The initiation procedure
is described in the System wnitiation topic.

4.1.2 Configuration

Adding a server
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Server is a definition of the IT infrastructure resource, which can be accessed over one of the
specified protocols.

1. Select Management > Servers.
2. Click + Add.

3. Provide essential configuration parameters:

Parameter Value
General

Name ssh_server
Blocked x
Protocol SSH
Description x
Permissions

Granted users x

Destination host
Address 10.0.150.150
Port 22

4. Download or enter target server’s public key.
Destination host

Addrass T0.0.150.950 Port 22

aw

Bind address Arry

Sarver public key ssh-rsa LW:D
wmmzamw%wmmmmmmmmwm

MmHIxCIquTSlvnEE-'-".IGLISthWwE-BHE-DNcAkEaC+:-BTn5TrrrGu1I
BGHDeQEMOrOFhkZ2GOgHES TCEHWIDWIA Ypdw+ pU0UrbsgqiDEdRLs
KEM2sbEPpam 3 TO0hgH+pSaKaa0y BrimhdlyvdeCTPaagF

Destination server's fingerprint

c8:b8e8: 1405 5a:dDBlcE b5 02296877211 c:6a:M0:ceoB4:36 H'H.'IJ

5. Click Save.
Adding a user

User defines a subject entitled to connect to servers within monitored IT infrastructure. Detailed
object definition (i.e. unique login and domain combination, full name, email address etc.)
enables precise accountability of user actions when login and password are substituted with a
shared account login credentials.

1. Select Management > Users.

2. Click + Add.
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3. Provide essential user information:

Parameter Value
General
Login john_smith
-
Fudo domain ~
o
Blocked ™
Account validity Indefinite
Role user
Preferred language English
o
Safes ~
Full name John Smith
Email john@smith.com
s
Organization ~
o
Phone ~
o
AD Domain ~
-
LDAP Base ™
Permissions
o
Granted users ~
Authentication
-
Authentication failures ~
B
Enforce static password #%
complexity
Type Password
Password john
Repeat password john

4. Click Save.

Adding a listener

Listener determines server connection mode (proxy, gateway, transparent, bastion) as well as its
specifics.

1. Select Management > Listeners.

2. Click + Add.

3. Provide essential configuration parameters:

4.1.

SSH
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Parameter Value

General

Name ssh_listener
Blocked x

Protocol SSH
Permissions

Granted users x
Connection

Mode proxy

Local address 10.0.150.151
Port 1022

4. Generate or upload proxy server’s private key.

Connection
Mode proxy s
Local address | 10.0.150.151 $| Pot | 1022
Fudo public: key

A5ShIEDIBG cwiowlg+Unda XSt ZFAAAAF QDA 1 dIxg| BamfYLEokDS
2Mckz|ReQAAAIEAGC TOHIPyd SERsLwwnl owno-+VeHJitviea@aF
KH3cWBESITVIMeFx5aC0 1 tkRcS0RAT Yw1 gnEYETHOLMdULImakMH
FOWIhMoDY TNGOgGOCwo CrETLMrul + 0T83ADN Y SKgvalild DA TSLM

_— I A GG Y B AACM HESTWESND Y TaSHAX|
FUDO's fingerprint [erm:tar s i

BHA1

Bb:ba:1 1:04:e5:00:96:06:a0:c4:c2: 11280 bi:aa:bd:Bh: 1eced: 15

Note: For security reasons the form displays server’s public key derived from the generated or
uploaded private key.

5. Click Save.
Adding an account

Account defines the privileged account existing on the monitored server. It specifies the actual
login credentials, user authentication mode: anonymous (without user authentication), regular
(with login credentials substitution) or forward (with login and password forwarding); password
changing policy as well as the password changer itself.

1. Select Management > Accounts.
2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value
General
Name admin_ssh_server
Account type regular
Session recording complete

o
OCR sessions ~
Delete session data after 61 days
Permissions

B
Granted users ~
Server
Server ssh_server
Credentials

o
Domain ~
Login root
Replace secret with with password
Password password
Repeat password password

Password change policy

Static, without restrictionms

Replace secret L

Password changer

Password changer None
B

Privileged user ~
=
e

Privileged user password

4. Generate or upload proxy server’s private key.

Note:

For security reasons the form displays server’s public key derived from the generated or
uploaded private key.

5. Click Save.

Defining a safe

1. Select Management > Safes.
2. Click + Add.

3. Provide essential configuration parameters:

Safe directly regulates user access to monitored servers. It specifies available protocols’ features,
policies and other details concerning users and servers relations.

4.1. SSH
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Parameter Value
General

Name ssh_safe
Notifications H

Ask for login reason H

Policies H

Users john_smith

Protocol functionality

RDP ~

]

SSH

VNC ~

Accounts
admin_ssh_server ssh_listener

4. Click Save.

4.1.3 Establishing connection

At this point john_smith can connect to the target host over the SSH protocol.

Example:

[ NoN | &1 zmroezkowski — ssh john_smith@10.0.150.151 -p 1022 — 122x31
Zbigniews-MacBook-Pro:~ zmroczkowskis ssh john_smith@l®.@.158.151 -p 1822

Password:

Last login: Mon Oct 17 22:02:5@ 2016 from 18.0.150.151
root@fudo:~ # I

Note: Note that the fingerprint displayed when connecting to the target host for the first time
is the same as was generated during server configuration.
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After accepting the connection, user will be asked for the password. After successful authenti-
cation Wheel Fudo PAM starts recording user’s activities.

4.1.4 Viewing user session

—_

. Open a web browser and go to the 10.0.150.151 web address.

2. Enter the login and password to login to the Wheel Fudo PAM administration panel.
3. Select Management > Sessions.

4. Find John Smith’s session and click the playback icon.

Managemsant

£l Sessions

B john_smith S5H ssh_sarver admin_ssh_server ssh_safe 2016-10-17 13:45

John's active connection with test_server

Related topics:
o PuTTY
e Requirements
e Data model
o Quick start - RDP connection configuration
o Quick start - HT'TP connection configuration
o Quick start - MySQL connection configuration

o Quick start - Telnet connection configuration

4.2 SSH in bastion mode

This chapter contains an example of a basic Wheel Fudo PAM configuration, to monitor SSH
access in bastion mode. In this scenario, the user connects to the remote server over the SSH
protocol and logs in to the Wheel Fudo PAM using an individual login and password combi-
nation (john_smith/john). The user specifies account on a target server in the login string
(john_smith#admin_ssh_server) and connects to it over default SSH port number. Upon
establishing connection, login credentials are substituted with the previously defined values:
root /password (authentication modes are described in the User authentication modes section).

User: John Smith 5H john_smith#admin_ssh_server e
Login: john_smith ©10.0.150.151 U U Logi
Password: john aEoOn» T T Password: or
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4.2.1 Prerequisites

Description below assumes that the system has been already initiated. The initiation procedure

is described in the System initiation topic.

4.2.2 Configuration

Adding a server

Server is a definition of the IT infrastructure resource, which can be accessed over one of the

specified protocols.
1. Select Management > Servers.
2. Click + Add.

3. Provide essential configuration parameters:

Parameter Value
General

Name ssh_server
Blocked x
Protocol SSH
Description x
Permissions

Granted users x

Destination host
Address 10.0.150.1
Port 22

4. Download or enter target server’s public key.

4.2. SSH in bastion mode
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Destination host

IP address 10.0.150.1 ! Porl | 22

Bind address 10U0.150.151

Am

Server public key

TBEhh'Eﬁ.H]quW IDLN-JSIU%HHBI*!’ZEFH;NWF'l.'.l'luI'IGFgﬂ To
N-+utuaDDCmVItLgauEtHL GXrzPtrcklscDMV+aFind22cXD8rcZ2u
BRVAWIBINEZAHFIHR1 FOSZHNDET REYQpWVEZrL3ZEDDEmibdGg 5

alJHKRCVP

Destination server's fingerprint

!I al:5hed:ad:31:b0ar 14 087 2 d0 05 eecdd-Da cT o 5420057 | SHAT

5. Click Save.
Adding a user

User defines a subject entitled to connect to servers within monitored IT infrastructure. Detailed
object definition (i.e. unique login and domain combination, full name, email address etc.)
enables precise accountability of user actions when login and password are substituted with a
shared account login credentials.

1. Select Management > Users.
2. Click + Add.

3. Provide essential user information:
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Parameter Value
General
Login john_smith
o
Fudo domain N
o
Blocked ~
Account validity Indefinite
Role user
Preferred language English
o
Safes ™
Full name John Smith
Email john@smith.com
=
Organization ~
o
Phone ™~
o
AD Domain L
B
LDAP Base ~
Permaissions
o
Granted users ™~
Authentication
B
Authentication failures ~
=
Enforce static password #%
complexity
Type Password
Password john
Repeat password john

4. Click Save.

Adding a listener

Listener determines server connection mode (proxy, gateway, transparent, bastion) as well as its

specifics.

1. Select Management > Listeners.

2. Click + Add.

3. Provide essential configuration parameters:

4.2. SSH in bastion mode
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Parameter Value

General

Name ssh_listener
Blocked g

Protocol SSH
Permissions

Granted users x
Connection

Mode bastion
Local address 10.0.150.151
Port 22

4. Generate or upload proxy server’s private key.

Connection

il

Mode bastion

Local address 10U 150,152 ¥ Pont 22

AABLAUSICHT1gkiDOUSSFw phi2waxTB4vH +|2doaWurCZyEiSEy el
MRjCy1 2aDvat0n NOxbLIE Lipd Oak m OBy sQipg@WBEomZ mivy XEHHW
ZSbE| M+ ftFIkgDNMySC RenBD4CaMNpw THgwiSvETIahADTI+2W
Al4VdFkcHZsbyyh TCBearRiyaS 1 +gohgWHMETUKET INEIOG L

FUDO's fingerprint

S3eadB:bicdabicd 486010 15603295 c2 BheeT 380003 BHAT

Note: For security reasons the form displays server’s public key derived from the generated or

uploaded private key.

5. Click Save.

Adding an account

Account defines the privileged account existing on the monitored server. It specifies the actual
login credentials, user authentication mode: anonymous (without user authentication), regular
(with login credentials substitution) or forward (with login and password forwarding); password

changing policy as well as the password changer itself.
1. Select Management > Accounts.
2. Click + Add.

3. Provide essential configuration parameters:

4.2. SSH in bastion mode
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Parameter Value
General
Name admin_ssh_server
Account type regular
Session recording complete

o
OCR sessions ~
Delete session data after 61 days
Permissions

B
Granted users ~
Server
Server ssh_server
Credentials

o
Domain ~
Login root
Replace secret with with password
Password password
Repeat password password

Password change policy

Static, without restrictionms

Replace secret L

Password changer

Password changer None
B

Privileged user ~
=
e

Privileged user password

4. Generate or upload proxy server’s private key.

Note:

For security reasons the form displays server’s public key derived from the generated or
uploaded private key.

5. Click Save.

Defining a safe

1. Select Management > Safes.
2. Click + Add.

3. Provide essential configuration parameters:

Safe directly regulates user access to monitored servers. It specifies available protocols’ features,
policies and other details concerning users and servers relations.

4.2. SSH in bastion mode
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Parameter Value
General
Name ssh_safe
o
Notifications ~
o
Ask for login reason ~
o
Policies ™~
Users john_smith

Protocol functionality

T
RDP ™
SSH -
T
VNC
Accounts
admin_ssh_server ssh_listener

4. Click Save.

4.2.3 Establishing connection

PuTTY - SSH client for Microsoft Windows
1. Download and launch PuTTY.
2. In the Host Name (or IP address) field, enter 10.0.150.151.

3. Select the SSH connection type and leave the default port number unchanged.
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ﬁ PuTTY Configuration @
Category:
=- Sgssinn Basic options for your PuTTY session
- Logging Specify the destination you want to connect to
=)~ Teminal
- Keyboard Host Mame {or IP address) Port
- Bell 10.0.150.151 22
- Features Connection type:
= Window T Raw () Telnet ) Rlogin @ 55H ) Seral
ﬁppea@nce Load, save or delete a stored session
- Behaviour
- Translation Saved Sessions
- Selection
- Colours -
Default Settings
[=)- Connection Load
- Prosy
- Rlogin
- S5H
- Senal Close window on exdt:
() AMways () Mever @ Only on clean exit
About ] [ Help Open ] [ Cancel

4. Click Open.

5. Enter user name along with the account name on the target host.

4.2. SSH in bastion mode
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Note: Alternatively, instead of the account name, you can specify the server by its name
john_smit#ssh_server.

6. Enter password.
Command line interface

Launch terminal and run ssh command:

ssh john_smith#admin_ssh_server@10.0.150.151

Note: Due to special interpretation of the \ character by different system shells (e.g. bash),
user login and domain combination require specific formatting:

e “domain\user”#bsd01@10.0.60.138
e ‘domain'\user’#bsd01@10.0.60.138

e domain'\user#bsd01@10.0.60.138

4.2.4 Viewing user session

1. Open a web browser and go to the 10.0.150.150 web address.

2. Enter the login and password to login to the Wheel Fudo PAM administration panel.
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3. Select Management > Sessions.

4. Find John Smith’s session and click the playback icon.
Related topics:

e Requirements

Data model

Quick start - RDP connection configuration

Quick start - HT'TP connection configuration

Quick start - MySQL connection configuration

Quick start - Telnet connection configuration

4.3 RDP

This chapter contains an example of a basic Wheel Fudo PAM configuration, to monitor RDP
access to a remote server. In this scenario, the user connects to the remote server over the
RDP protocol and logs in to the Wheel Fudo PAM using an individual login and password
combination (john_smith/john). When establishing the connection with the remote server,
Wheel Fudo PAM substitutes the login with specified in Account and the password with the
password managed by a password changer (authentication modes are described in the User
authentication modes section).

4.3.1 Prerequisites

Description below assumes that the system has been already initiated. The initiation procedure
is described in the System initiation topic.

4.3.2 Configuration

Adding a server

Server is a definition of the IT infrastructure resource, which can be accessed over one of the
specified protocols.

1. Select Management > Servers.
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2. Click + Add.

3. Provide essential configuration parameters:

Parameter Value
Name rdp_server
Blocked g
Protocol RDP
Description x
Permissions

Granted users g

Destination host

Address 10.0.35.54
Port 3389
Bind address 10.0.150.151

4. Download or enter target server’s public key.

Destination host

Server certificate ™ - BEGIN PUBLIC KEY----
MPww DO Y Ko ZIhveNAGEBBOADSwAwEAJBANADDSE+ TWF 13
e G Wt
BIWIZERALTCpVE
VFUCAWEAA ==
----- END PUBLIC KEY-=---

clidc: 1ocdc:ab2acitd 3 106001 2:4a: 1 4:bas 0a: 0a: 00:58; 38200 SHAT

5. Click Save.
Adding a user

User defines a subject entitled to connect to servers within monitored I'T infrastructure. Detailed
object definition (i.e. unique login and domain combination, full name, email address etc.)
enables precise accountability of user actions when login and password are substituted with a
shared account login credentials.

1. Select Management > Users.
2. Click + Add.

3. Provide essential user information:
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Parameter Value
General
Login john_smith
o
Fudo domain N
o
Blocked ~
Account validity Indefinite
Role user
Preferred language English
o
Safes ™
Full name John Smith
Email john@smith.com
=
Organization ~
o
Phone ™~
o
AD Domain L
B
LDAP Base ~
Permaissions
o
Granted users ™~
Authentication
B
Authentication failures ~
=
Enforce static password #%
complexity
Type Password
Password john
Repeat password john

4. Click Save.

Adding a listener

Listener determines server connection mode (proxy, gateway, transparent, bastion) as well as its

specifics.

1. Select Management > Listeners.

2. Click + Add.

3. Provide essential configuration parameters:

4.3. RDP
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Parameter Value

General

Name rdp_listener
Blocked g

Protocol RDP

Security Standard RDP Security
Announcement x
Permissions

Granted users g
Connection

Mode proxy

Local address 10.0.150.151
Port 3389

4. Generate or upload proxy server’s private key.

Connection
Meode proxy 5
Local address 100,150,151 % Port | 3388
Sarver public key

FUDO's fingerprint

o502 b3:d3: 95758 14:24: 20:14:07:43:29: 0aced: 58: 3380006 SHA1

Note: For security reasons the form displays server’s public key derived from the generated or
uploaded private key.

5. Click Save.
Adding an account

Account defines the privileged account existing on the monitored server. It specifies the actual
login credentials, user authentication mode: anonymous (without user authentication), regular
(with login credentials substitution) or forward (with login and password forwarding); password
changing policy as well as the password changer itself.

1. Select Management > Accounts.
2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value

General

Name admin_rdp_server
Blocked ~

Type regular
Session recording all

OCR sessions v

OCR Language English

Delete session data after 61 days
Permassions

Granted users ~

Server

Server rdp_server
Credentials

Domain ~

Login administrator
Replace secret with with password
Password password
Repeat password password

Password change policy

Static, without restrictions

Password changer

Password changer None
Privileged user ~
e

Privileged user password

4. Click Sawve.

Defining a safe

Safe directly regulates user access to monitored servers. It specifies available protocols’ features,
policies and other details concerning users and servers relations.

1. Select Management > Safes.
2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value
General
Name rdp_safe
o
Blocked ~
o
Login reason ~
o
Notifications
-
Policies ™
Users john_smith

Protocol functionality

RDP -
T
SSH
]
VNC ~
Accounts
admin_rdp_server rdp_listener

4. Click Save.

4.3.3 Establishing an RDP connection with a remote host

1. Launch RDP client of your choice.

2. Enter destination host IP address and RDP service port number.
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O] Edit Remote Desktops - 10.0.150.151
A D B
| ‘ Session Redirection

General

Connection name |10.0.150.151

PC name 10.0.150.151

Gateway = No gateway configured [ <]
Credentials
User name |Domain\user

Password |Password

Resolution | Native

Colors  True Color (24 bit)

Full screen mode = OS ¥ native

(of ol o

Start session in full screen
Scale content
Use all monitors

3. Enter user login and password and press the [Enter| keyboard key.

‘soe® 10.0.150.151

Fudo

Note: Wheel Fudo PAM enables using custom login, no access and session termination screens
for RDP and VNC connections. For more information on user defined images for graphical
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remote sessions, refer to the Resources topic.

[ NN ) 10.0.150.151

install

s Stat. € g 72 [=o

4.3.4 Viewing user session

—

. Open a web browser and go to the 10.0.150.151 web address.

2. Enter the login and password to login to the Wheel Fudo PAM administration panel.
3. Select Management > Sessions.
4

. Find John Smith’s session and click the playback icon.

Management

Sessions -l Active Delste L&l OCR TAddfiter- & Generatereport | Search.. a-
» john_smitn ADP rp_server  admin_fdp_server rop_safe  2016-10-17 14:30 1.1MB Jj
. . - . whsate  20T6-10-17 1245 TOOKE =
John's active connection with tes
ssh_safe 2016-10-17 1318 2016-10-17 13:32 0:13:56 T 10.0KB = L

Related topics:
o Microsoft Remote Desktop
e Requirements

e Data model

o Quick start - RDP connection configuration
o Quick start - HI'TP connection configuration
o Quick start - MySQL connection configuration

4.3. RDP 55



Fudo PAM 3.10 - System Documentation, Release is not supported

o Quick start - Telnet connection configuration

4.4 RDP in bastion mode

This chapter contains an example of a basic Wheel Fudo PAM configuration, to monitor RDP
access to a remote server. In this scenario, the user connects to the remote server in bastion mode
by specifying the privileged account in the username string. Bastion mode enables facilitating
privileged accounts monitoring while preserving default protocols port numbers.

4.4.1 Prerequisites

Description below assumes that the system has been already initiated. The initiation procedure
is described in the System initiation topic.

4.4.2 Configuration

Adding a server

Server is a definition of the IT infrastructure resource, which can be accessed over one of the
specified protocols.

1. Select Management > Servers.
2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value
Name rdp_server
o
Blocked ~
Protocol RDP
Security Standard RDP Security
=
Description ~
Permissions
o
Granted users L

Destination host

IP address 10.0.234.6/32
Port 3389
Bind address 10.0.150.151

4. Download or enter target server’s public key.
5. Click Save.
Adding a user

User defines a subject entitled to connect to servers within monitored IT infrastructure. Detailed
object definition (i.e. unique login and domain combination, full name, email address etc.)
enables precise accountability of user actions when login and password are substituted with a
shared account login credentials.

1. Select Management > Users.

2. Click + Add.

3. Provide essential user information:
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Parameter Value
General
Login john_smith
o
Fudo domain N
o
Blocked ~
Account validity Indefinite
Role user
Preferred language English
o
Safes ™
Full name John Smith
Email john@smith.com
=
Organization ~
o
Phone ™~
o
AD Domain L
B
LDAP Base ~
Permaissions
o
Granted users ™~
Authentication
B
Authentication failures ~
=
Enforce static password #%
complexity
Type Password
Password john
Repeat password john

4. Click Save.

Adding a listener

Listener determines server connection mode (proxy, gateway, transparent, bastion) as well as its

specifics.

1. Select Management > Listeners.

2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value

General

Name rdp_listener_bastion
Blocked g

Protocol RDP

Security Standard RDP Security
Announcement x

Permissions

Granted users g

Connection

Mode bastion

Local address 10.0.150.151

Port 3389

External address g

4. Generate or upload proxy server’s private key.

Connection
Mode prooy 5
Local address 10.0.150L151 + Port | 3388
Server public key

exe==END) PUBLIG KE'fa==ss

FUDO's fingerprint

d5:d2:b3:d3: 9057 50:14:24:20:04:07:43:29: 0aced:68:23:8b0e6 | SHAT

Note: For security reasons the form displays server’s public key derived from the generated or
uploaded private key.

5. Click Save.
Adding an account

Account defines the privileged account existing on the monitored server. It specifies the actual
login credentials, user authentication mode: anonymous (without user authentication), regular
(with login credentials substitution) or forward (with login and password forwarding); password
changing policy as well as the password changer itself.

1. Select Management > Accounts.

2. Click + Add.

4.4. RDP in bastion mode 59



Fudo PAM 3.10 - System Documentation, Release is not supported

3. Provide essential configuration parameters:

Parameter Value

General

Name admin_rdp_server
Blocked ~

Type regular
Session recording all

OCR sessions .

OCR Language English

Delete session data after 61 days
Permissions

Granted users ~

Server

Server rdp_server
Credentials

Domain ~

Login administrator
Replace secret with with password
Password password
Repeat password password

Password change policy

Static, without restrictions

Password changer

Password changer None
Privileged user ™
Fa

Privileged user password

4. Click Save.

Defining a safe

Safe directly regulates user access to monitored servers. It specifies available protocols’ features,
policies and other details concerning users and servers relations.

1. Select Management > Safes.
2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value
General
Name rdp_safe
o
Blocked ~
o
Login reason ~
o
Notifications
-
Policies ™
Users john_smith

Protocol functionality

RDP -
T
SSH
]
VNC ™
Accounts
admin_rdp_server rdp_listener_bastion

4. Click Save.

4.4.3 Establishing an RDP connection with a remote host

1. Launch RDP client of your choice.

2. Enter destination host IP address and RDP service port number.
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O] Edit Remote Desktops - 10.0.150.151

f

General

=

Connection name
PC name

Gateway
Credentials

User name

Password

Resolution
Colors

Full screen mode

ﬁ
I~

Session Redirection

10.0.150.151
10.0.150.151

No gateway configured

Domainhuser

Password

Native
True Color {24 bit)

0OS X native

Start session in full screen
Scale content
Use all monitors

3. Enter user login along with the account name specified in the username string
(john_smith#admin_rdp_server) and password.

Enter your user account

This user account will be used to connect to 10.0.150.155
(remote PC).

User Name: john_smith#admin_rdp_server

Password: eee 0|

Cancel Done

Note:

e In case you do not specify login credentials, Fudo will display the internal login screen to
enter the account name along with the username and password.
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Server name

Login

Password

e Wheel Fudo PAM enables using a custom logo on the login screen for RDP and VNC
connections. For more information refer to the Resources topic.

[ ] [ ] 10.0.150.151

| % ™6 komputer BNoem | LEEY

4.4.4 Viewing user session

1. Open a web browser and go to the 10.0.150.151 web address.

2. Enter the login and password to login to the Wheel Fudo PAM administration panel.
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3. Select Management > Sessions.

4. Find John Smith’s session and click the playback icon.

B john_smith FOP  rdp sarvee admin_rdp_server fip_safe 2018-10-17 17:08

ar rdp_safe 2018-10-17 13:31 2016-10-17 1331 0:00:01

John's active connection with test_server

prver rdp_safe 2018-10-1713:30 2018-10-17 1330 0:00:00

Related topics:

Microsoft Remote Desktop

e Requirements

e Data model

e Quick start - RDP connection configuration

o Quick start - HT'TP connection configuration

o Quick start - MySQL connection configuration

o Quick start - Telnet connection configuration
4.5 Telnet

This chapter contains an example of a basic Wheel Fudo PAM configuration, to monitor Telnet
connections to a remote server. In this scenario, the user connects to the remote server using
Telnet client and logs in using individual login and password. Wheel Fudo PAM authenticates
the user against the information stored in the local database, establishes connection with the
remote server and starts recording.

Note: Telnet connections do not support login credentials forwarding and login credentials
substitution. When connecting to target host over telnet protocol, users are asked to provide
their login credentials twice. First time to authenticate against Wheel Fudo PAM and then
again, to connect to the target host.

telnet_:
10.0

User: John Smith

Logrn:jnhn._smTth Login: john_smit
Password: john Password: john

4.5.1 Prerequisites

Description below assumes that the system has been already initiated. For more information on
the initiation procedure refer to the System initiation topic.
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4.5.2 Configuration

o i 8 2l » sl o i B

Adding a server

Server is a definition of the IT infrastructure resource, which can be accessed over one of the
specified protocols.

1. Select Management > Servers.
2. Click the Add button.

3. Provide essential configuration parameters:

Parameter Value

General

Name telnet_server
Blocked g

Protocol Telnet

Enable SSLv2 support

Enable SSLv3 support

Description

Permissions

3 | (|23

Granted users

Destination host
Address 10.0.35.137
Port 23

4. Click Save.
Adding a user

User defines a subject entitled to connect to servers within monitored I'T infrastructure. Detailed
object definition (i.e. unique login and domain combination, full name, email address etc.)
enables precise accountability of user actions when login and password are substituted with a
shared account login credentials.

1. Select Management > Users.
2. Click + Add.

3. Provide essential user information:
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Parameter Value
General
Login john_smith
o
Fudo domain N
o
Blocked ~
Account validity Indefinite
Role user
Preferred language English
o
Safes ™
Full name John Smith
Email john@smith.com
=
Organization ~
o
Phone ™~
o
AD Domain L
B
LDAP Base ~
Permaissions
o
Granted users ™~
Authentication
B
Authentication failures ~
=
Enforce static password #%
complexity
Type Password
Password john
Repeat password john

4. Click Save.

Adding a listener

Listener determines server connection mode (proxy, gateway, transparent, bastion) as well as its

specifics.

1. Select Management > Listeners.

2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value

General

Name telnet_listener
B

Blocked ~

Protocol Telnet
=

Enable SSLv2 support ~
o

Enable SSLv3 support

Permissions

o
Granted users L
Connection
Mode proxy
Local address 10.0.150.151
Port 23

4. Click Save.
Adding an account

Account defines the privileged account existing on the monitored server. It specifies the actual
login credentials, user authentication mode: anonymous (without user authentication), regular
(with login credentials substitution) or forward (with login and password forwarding); password
changing policy as well as the password changer itself.

1. Select Management > Accounts.
2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value

General

Name admin_telnet_server
B

Blocked ~

Type forward

Session recording all
=

OCR sessions L)

Delete session data after 61 days

Permissions
B
Granted users ~
Server
Server telnet_server
Credentials
Replace secret with with password
B
Password ~
o
Repeat password ~

4. Click Save.
Defining a safe

Safe directly regulates user access to monitored servers. It specifies available protocols’ features,
policies and other details concerning users and servers relations.

1. Select Management > Safes.

2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value
General
Name telnet_safe
o
Blocked ~
o
Login reason ~
o
Notifications
-
Policies ™
Protocol functionality
o
RDP ~
o
SSH
-
VNC ™
Permissions
o
Granted users ~
Objects relations
Users john_smith
Accounts admin_telnet_server
Listeners telnet_listener

4. Click Sawve.

4.5.3 Establishing a telnet connection with the remote host

. Launch telnet client of your choice.

. Connect to the remote host:

telnet> open 10.0.150.151
Trying 10.0.150.151. ..

Connected to 10.0.150.151.
Escape character is '~]'.

. Provide user authentication information defined on Wheel Fudo PAM:

FUDO Authentication.
FUDO Login: john_smith
FUDO Password:

. Provide user authentication information defined on the target host:

FreeBSD/amd64 (fbsd83-cerb.whl) (pts/0)
login:
password:
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Note: Telnet connections do not support user credentials substitution.

4.5.4 Viewing user’s session

1. Open a web browser and go to the 10.0.150.151 web address.

2. Enter the login and the password to log in to the Wheel Fudo PAM administration panel.
3. Select Management > Sessions.
4

. Find John Smith’s session and click the playback icon.

Management

Sessions m Delete i OCH T Add fitter ~ & Generate report Search. =

' B john_smith Telnet  telnet_server admin_telnet_server teinet_safe 2018-10-18 00:47 10.0 KB = —)
John's active connection -

Fll Sessions

Related topics:

o Quick start - SSH connection configuration

o Quick start - HT'TP connection configuration
o Quick start - MySQL connection configuration
o Quick start - RDP connection configuration

e Requirements

e Data model

e Resources

4.6 Telnet 5250

This chapter contains an example of a basic Wheel Fudo PAM configuration, to monitor Telnet
5250 connections to a remote server. In this scenario, the user connects to the remote server using
Telnet client and logs in using individual login and password. Wheel Fudo PAM authenticates
the user against the information stored in the local database, establishes connection with the
remote server and starts recording.

Note: Telnet connections do not support login credentials forwarding and login credentials
substitution. When connecting to target host over telnet protocol, users are asked to provide
their login credentials twice. First time to authenticate against Wheel Fudo PAM and then
again, to connect to the target host.
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4.6.1 Prerequisites

Description below assumes that the system has been already initiated. For more information on
the initiation procedure refer to the System initiation topic.

4.6.2 Configuration

Adding a server

Server is a definition of the IT infrastructure resource, which can be accessed over one of the
specified protocols.

1. Select Management > Servers.

2. Click the Add button.

3. Provide essential configuration parameters:

Parameter Value

General

Name telnet_server
Blocked x

Protocol Telnet 5250

Enable SSLv2 support

Enable SSLv3 support

Description

Permissions

| 3K

Granted users

Destination host
Address 10.0.35.137
Port 23

4. Click Save.
Adding a user
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User defines a subject entitled to connect to servers within monitored I'T infrastructure. Detailed
object definition (i.e. unique login and domain combination, full name, email address etc.)
enables precise accountability of user actions when login and password are substituted with a

shared account login credentials.

1. Select Management > Users.

2. Click + Add.

3. Provide essential user information:

Parameter Value
General
Login john_smith
s
Fudo domain L
=
Blocked ™~
Account validity Indefinite
Role user
Preferred language English
o
Safes ™
Full name John Smith
Email john@smith.com
T
Organization ~
-
Phone L
o
AD Domain ™
o
LDAP Base ~
Permissions
-
Granted users ™
Authentication
o
Authentication failures ~
=
Enforce static password #%
complexity
Type Password
Password john
Repeat password john

4. Click Save.

Adding a listener

Listener determines server connection mode (proxy, gateway, transparent, bastion) as well as its

specifics.

1. Select Management > Listeners.

2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value

General

Name telnet_listener
B

Blocked ~

Protocol Telnet
=

Enable SSLv2 support ~
o

Enable SSLv3 support

Permissions

o
Granted users L
Connection
Mode proxy
Local address 10.0.150.151
Port 23

4. Click Save.
Adding an account

Account defines the privileged account existing on the monitored server. It specifies the actual
login credentials, user authentication mode: anonymous (without user authentication), regular
(with login credentials substitution) or forward (with login and password forwarding); password
changing policy as well as the password changer itself.

1. Select Management > Accounts.
2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value

General

Name admin_telnet_server
B

Blocked ~

Type forward

Session recording all
=

OCR sessions L)

Delete session data after 61 days

Permissions
B
Granted users ~
Server
Server telnet_server
Credentials
Replace secret with with password
B
Password ~
o
Repeat password ~

4. Click Save.
Defining a safe

Safe directly regulates user access to monitored servers. It specifies available protocols’ features,
policies and other details concerning users and servers relations.

1. Select Management > Safes.

2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value
General
Name telnet_safe
o
Blocked ~
o
Login reason ~
o
Notifications ™~
-
Policies ™
Users john_smith

Protocol functionality

W)
RDP ™~

T
SSH

i
VNC ™
Permissions

W)
Granted users ™~
Accounts
admin_telnet_server telnet_listener

4. Click Sawve.

4.6.3 Establishing a telnet connection with the remote host

1. Launch telnet client of your choice.

2. Connect to the remote host:

telnet> open 10.0.150.151
Trying 10.0.150.151...

Connected to 10.0.150.151.
Escape character is '~]'.

3. Provide user authentication information defined on Wheel Fudo PAM:
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20 Session A - [24 x 80] =ljj\58 _

File Edit View Communication Achions Window Help

B BB 2% B | %% 2

1 Authen tion.

4. Provide user authentication information defined on the target host:

FreeBSD/amd64 (fbsd83-cerb.whl) (pts/0)
login:
password:

Note: Telnet connections do not support user credentials substitution.

=0 Session A - [24 x 80] - o [

File Edit View Communication Actions Window Help

B DD AR B w % 2= &l

MAIN IBM i Main Menu

following:

and folders

ign off

or command

it FA=Prompt FO9=Retr ] - Infor
t initial menu
COPYRIGHT IBM CORP. 1980, 2015.

4.6. Telnet 5250 76



Fudo PAM 3.10 - System Documentation, Release is not supported

4.6.4 Viewing user’s session

1. Open a web browser and go to the 10.0.150.151 web address.

2. Enter the login and the password to log in to the Wheel Fudo PAM administration panel.
3. Select Management > Sessions.
4

. Find John Smith’s session and click the playback icon.

IBM i Main Menu

(C) COPYRIGHT IBM CORP. 1980, 2015.

- ey

© Terminate = @ Join | Pause Live view!

Related topics:

o Quick start - SSH connection configuration

Quick start - HT'TP connection configuration

o Quick start - MySQL connection configuration
o Quick start - RDP connection configuration
o Requirements

Data model

e Resources

4.7 MySQL

This chapter contains an example of a basic Wheel Fudo PAM configuration, to monitor SQL
queries to a remote MySQL database server.

In this scenario, the user connects to a MySQL database using individual login and password.
When establishing the connection with the remote server, Wheel Fudo PAM substitutes the login
and the password with the previously defined values: root/password (authorization modes are
described in the User authorization modes section).
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Warning;: Please note that the MySQL server caching_sha2_password plu-
gin isn’t supported by Fudo PAM. Supportable MySQL plugins by Fudo PAM are
mysql_native_password and mysql_old_password. Server plugin should be set to
mysql_native_password in /etc/mysql/mysql.conf.d/mysqld.cnf and a User object is
created with mysql_native_password plugin.

4.7.1 Prerequisites

The following description assumes that the system has been already initiated. For more infor-
mation on the initiation procedure refer to the System initiation topic.

4.7.2 Configuration

Adding a server

Server is a definition of the IT infrastructure resource, which can be accessed over one of the
specified protocols.

1. Select Management > Servers.
2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value
General
Name mysql_server

o
Blocked ~
Protocol MySQL

B
Description ~
Permissions

o
Granted users N
Destination host
Address 10.0.1.35
Port 3306
Bind address Any

4. Click Save.
Adding a user

User defines a subject entitled to connect to servers within monitored I'T infrastructure. Detailed
object definition (i.e. unique login and domain combination, full name, email address etc.)
enables precise accountability of user actions when login and password are substituted with a
shared account login credentials.

1. Select Management > Users.
2. Click + Add.

3. Provide essential user information:
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Parameter Value
General
Login john_smith
o
Fudo domain N
o
Blocked ~
Account validity Indefinite
Role user
Preferred language English
o
Safes ™
Full name John Smith
Email john@smith.com
=
Organization ~
o
Phone ™~
o
AD Domain L
B
LDAP Base ~
Permaissions
o
Granted users ™~
Authentication
B
Authentication failures ~
=
Enforce static password #%
complexity
Type Password
Password john
Repeat password john

4. Click Save.

Adding a listener

Listener determines server connection mode (proxy, gateway, transparent, bastion) as well as its

specifics.

1. Select Management > Listeners.

2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value
General
Name mysql_listener
o
Blocked ~
Protocol Mysql
Permissions
o
Granted users ™~
Connection
Mode proxy
Local address 10.0.150.151
Port 3306

4. Click Save.
Adding an account

Account defines the privileged account existing on the monitored server. It specifies the actual
login credentials, user authentication mode: anonymous (without user authentication), regular
(with login credentials substitution) or forward (with login and password forwarding); password
changing policy as well as the password changer itself.

1. Select Management > Accounts.

2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value

General

Name admin_mysql_server
Blocked ~

Type regular
Session recording all

OCR sessions ~

Delete session data after 61 days
Permassions

Granted users ~

Server

Server mysql_server
Credentials

Domain ~

Login root

Replace secret with with password
Password password
Repeat password password

Password change policy

Static, without restrictions

Password changer

Password changer None
Privileged user ~
e

Privileged user password

4. Click Save.

Defining a safe

Safe directly regulates user access to monitored servers. It specifies available protocols’ features,
policies and other details concerning users and servers relations.

1. Select Management > Safes.
2. Click + Add.

3. Provide essential configuration parameters:

4.7. MySQL 82



Fudo PAM 3.10 - System Documentation, Release is not supported

Parameter Value
General
Name mysql_safe
L X
Blocked ~
L
Login reason ~
L
Notifications N
LT
Policies s
Users john_smith
Protocol functionality
L
RDP ~
L
SSH L
L X
VNC ~
Accounts
admin_mysql_server mysql_listener

4. Click Save.

4.7.3 Establishing connection with a MySQL database

1. Launch a command line interface client.
2. Enter mysql -h 10.0.150.151 -u john_smith -p, to connect to the database server.

3. Enter the user’s password.

[ NoN | zmroczkowski — mysgl -h 10.0.150.151 -u john_smith -p — 122x31

Last login: Tuwe Oct 18 13:53:49 on ttys@el

Zbigniews-MacBook-Pro:~ zmroczkowski$ mysql =h 18.0.15@.151 =u john_smith -p
Enter password:

Welcome to the MySQOL monitor. Commands end with ; or \g.

Your MySQOL connection id is 2544

Server version: 5.7.16 MySQL Community Server {(GPL)

Copyright (c) 2088, 2816, Oracle and/or its affiliates. ALl rights reserved.
Oracle is a registered trademark of Oracle Corporation and/or its
affiliates. Other names may be trademarks of their respective

owners.

Type 'help;' or '\h' for help. Type '\c' to clear the current input statement.

mysql= I

4. Continue browsing the database contents using SQL queries.
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4.7.4 Viewing user session

—_

. Open a web browser and go to the Wheel Fudo PAM administration page.

2. Enter user login and password to log in to Wheel Fudo PAM administration panel.
3. Select Management > Sessions.

4. Find John Smith’s session and click the playback icon.

Management

Sessions m b

£ Sessions

l P john_smith MySOL mysql_server  admin_mysql_server  mysgl_safe  2016-10-18 10:58
John's active connection -

i [ ] [ ] Session 848388532111147069
A https:(/10.0.1560.1561/sessions/848388532111147069/7=18&gi=on&gc=on&live=2016-10-18+10%3Ab8%3A26&g0=0n

Session: 848388532111147069, user: john_smith, server: mysql_server | © feminae

INIT 2016-10-18 10:56:52.032748

Protocol version: 10 Server version: 5.7.16 Connection I1D: 2545 Authentication plugin name: mysql_native_password

Capabilities: CLIENT_IGNORE_SPACE, CLIENT_RESERVED, CLIENT_PLUGIN_AUTH, CLIENT_INTERACTIVE, CLIENT_SECURE_CONNECTION,
CLIENT_MULTI_RESULTS, CLIENT_CONNECT_ATTRS, CLIENT_NO_SCHEMA, CLIENT_TRANSACTIONS, CLIENT_IGNORE_SIGFIPE, CLIENT_LONG_FLAG,
CLIENT_GONNECT_WITH_DB, CLIENT_FOUND_ROWS, CLIENT_PLUGIN_AUTH_LENENGC_CLIENT_DATA, CLIENT_LOGCAL_FILES, CLIENT_COMPRESS,
CLIENT_MULTI_STATEMENTS, CLIENT_LONG_PASSWORD, CLIENT_ODBC, CLIENT_PS_MULT|_RESULTS, CLIENT_PROTOGCOL_41

OK 2016-10-18 10:56:52.032748

Affected rows: 0 Last inserted_id rows: 0 Status: 2 Warnings: 0 Info:

COM_QUERY 2016-10-18 10:56:52.034748

Query:

select @eversion_comment limit 1

@info | I Share
00:00:00 00:04:02
O Terminate  Pause

L

Related topics:

o Quick start - SSH connection configuration

o Quick start - RDP connection configuration
o Quick start - HT'TP connection configuration
o Quick start - Telnet connection configuration
e Requirements

e Data model
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4.8 MS SQL

This chapter contains an example of a basic Wheel Fudo PAM configuration, to monitor MS
SQL connections to a remote MS SQL database server.

In this scenario, the user connects to a MS SQL database using individual login and password
using SQL Server Management Studio. When establishing the connection with the remote server,
Wheel Fudo PAM substitutes the login and the password with the previously defined values:
fudo/password (authorization modes are described in the User authorization modes section).

4.8.1 Prerequisites

The following description assumes that the system has been already initiated. For more infor-
mation on the initiation procedure refer to the System initiation topic.

Note: Make sure that the SQL Server has the SQL Server and Windows Authentication mode
enabled.
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B Server Properties - MSEDGEWIN1OA\FUDO - O >

Selecta page
# General

& Memory

» E2M »
J& Connections Server authentication
# Dalabase Settings () Windows Authentication mode
& Advanced
& Pemissions

LT Script ~ @ Hep

- Make sure SQL Server and Windows Authentication mode is enable
Login

() None

(® Failed logins only

() Successful logins only

() Both failed and successful logins

Server proxy account
Connection [] Enable server proxy account
Server: Prouy account:
MSEDGEWIN10WFLUDO T
Connection:
fuda Options

ﬁ View connection properties

] Enable C2 audi tracing
] Cross database ownership chaining

Ready

[ ok ]| Ccancel

4.8.2 Configuration

R T =)

Adding a server

Server is a definition of the IT infrastructure resource, which can be accessed over one of the
specified protocols.

1. Select Management > Servers.
2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value

General

Name mssql_server
o

Blocked ~

Protocol MS SQL (TDS)
=

Description ~

Permissions
o

Granted users N

Destination host

Address 10.0.150.154

Port 1433

Bind address Any

4. Click Save.
Adding a user

User defines a subject entitled to connect to servers within monitored I'T infrastructure. Detailed
object definition (i.e. unique login and domain combination, full name, email address etc.)
enables precise accountability of user actions when login and password are substituted with a
shared account login credentials.

1. Select Management > Users.
2. Click + Add.

3. Provide essential user information:
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Parameter Value
General
Login john_smith
o
Fudo domain N
o
Blocked ~
Account validity Indefinite
Role user
Preferred language English
o
Safes ™
Full name John Smith
Email john@smith.com
=
Organization ~
o
Phone ™~
o
AD Domain L
B
LDAP Base ~
Permaissions
o
Granted users ™~
Authentication
B
Authentication failures ~
=
Enforce static password #%
complexity
Type Password
Password john
Repeat password john

4. Click Save.

Adding a listener

Listener determines server connection mode (proxy, gateway, transparent, bastion) as well as its

specifics.

1. Select Management > Listeners.

2. Click + Add.

3. Provide essential configuration parameters:

4.8. MS SQL

88



Fudo PAM 3.10 - System Documentation, Release is not supported

Parameter Value
General
Name MSSQL_proxy
o
Blocked ~
Protocol MS SQL (TDS)
Permissions
o
Granted users ™~
Connection
Mode pProxy
Local address 10.0.150.150
Port 1433

4. Click Save.
Adding an account

Account defines the privileged account existing on the monitored server. It specifies the actual
login credentials, user authentication mode: anonymous (without user authentication), regular
(with login credentials substitution) or forward (with login and password forwarding); password
changing policy as well as the password changer itself.

1. Select Management > Accounts.

2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value

General

Name admin_mssql_server
Blocked ~

Type regular
Session recording all

OCR sessions ~

Delete session data after 61 days
Permassions

Granted users ~

Server

Server mysql_server
Credentials

Domain ~

Login fudo

Replace secret with with password
Password password
Repeat password password

Password change policy

Static, without restrictions

Password changer

Password changer None
Privileged user ~
e

Privileged user password

4. Click Save.

Defining a safe

Safe directly regulates user access to monitored servers. It specifies available protocols’ features,
policies and other details concerning users and servers relations.

1. Select Management > Safes.
2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value
General
Name mssql_safe
o
Blocked ~
o
Login reason ~
o
Notifications
-
Policies s
Users john_smith
Protocol functionality
=
RDP ~
o
SSH
o
VNC ~
Accounts
admin_mssql_server MSSQL_proxy

4. Click Save.

4.8.3 Establishing connection with a MS SQL database

1. Start SQL Server Management Studio.
. Enter previously configured proxy address (10.0.150.150).
. From the Authentication drop-down list, select SQL Server Authentication.

2
3
4. Enter user login and password.
5

. Click Connect.
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o® Connect to Server X

SQL Server

Database Engine

SEerver name: 10.0.150.150 w

Authentication: SCGL Server Authentication e
Login: john_smith "
Passwaord: e

[ ] Remember pazzword

Connect Cancel Help Cptions ==
L4¢ Microsoft SOL Server Management Studio Quick Launch (Ctrl+Q) Pl - B x
File Edit View Debug Teols Window Help
[~ 0 -2 | Brewaey B8 8 R E -¢ ||| Generic Debugger - |2

Object Explorer -~ 1 x
Connect~ # " ¢
Bl -} 10.0.150.150 (SOL Server 13.0.4001 - john _smith)
=2 Databases
System Databases
Database Snapshots
W ReportServerSFUDO
8 ReportServerSFUDOTempDB
Security
Server Objects
Replication

H®

(= =)

PolyBase
Management

®

4.8.4 Viewing user session

1. Open a web browser and go to the Wheel Fudo PAM administration page.
Enter user login and password to log in to Wheel Fudo PAM administration panel.

Select Management > Sessions.

Ll

Find John Smith’s session and click ».
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Management

Sessions Delete zal OCR # Timastamp & Gonerate report T Add fitter - Search... Q-

ﬁ_l; Sessions

' B john_smith M3 S0L (TDS) mssgl server  admin_mysqgl server  mssql safe  2017-0B-10 08:57 8.0KB & JJ
. ) ) =l G _mysal_server  mssqlsate  2017-0B-10 09:57 ECLE] )
John's active connection [ perer
masgl_server admin_mysql server mssql safe 2017-08-1009:57 2017-08-10 09:57 0:00:24 2.0KB & L
P john_smith MSS0L(TDS) masgl_server admin_mysgl_server mssql_safe 2017-08-1009:57 2017-08-10 09:57  0000:00 4.0KB B &
P john_smith MS SOL (TDS) mssgl server  admin_mysgl server  it's safe.. 2017-0B-1009:44 2017-08-10 09:51  0:07:20 8.0KB = X
ece Session 848388532111147120
A Not Secure | https://10.0.150.150/ses5i0n5/848388532111147120/21=1
Session: 848388532111147120, user: john_smith, server: mssql_server © Terminate

SQL batch

DECLARE @edition sysname; SET @edition = cast{SERVERPROPERTY(N'EDITION') as sysname); select case when @edition = N'SQL Azure' then 2 else 1 end as 'DatabaseEngineType';
SELECT SERVERPROPERTY('EngineEdition') AS DatabaseEngineEdition |

select N'Windows' as host_platfarm

Tabular result
host_platform |
1 |
04000000 |

Windows |

SQL batch

IF((SELECT HAS_PERMS_BY_NAME(null, null, 'VIEW SERVER STATE')) = 1) BEGIN IF EXISTS(SELECT = FROM sys.system_views WHERE name = N'dm_server_registry') SELECT value_data AS I |
SERVERPROPERTY ( 'ProductBuildType') AS [ProductBuildType], |
SERVERPROPERTY ( 'ProductLevel') AS [ProductLevel], |

SERVERPROPERTY ( 'ProductUpdatelevel’') AS [ProductUpdatelLevel],
|

@info  © Share |
M 00:00:00 00:02:01

O Terminate | Pause |

Related topics:
e SQL Server Management Studio
o Quick start - MySQL connection configuration
e Requirements

e Data model

4.9 HTTP

This chapter contains an example of a basic Wheel Fudo PAM configuration, to monitor HTTP
access to a remote server. In this scenario, the user browses resources of the monitored server
using a web browser. The user is authenticated by Wheel Fudo PAM against the local user
database. The connection will timeout after 15 minutes (900 seconds) and the user will have to
login again to continue browsing the server’s contents.

User: lohn Smith
Login: john_smith
Password: john
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4.9.1 Prerequisites

The following description assumes that the system has been already initiated. For more infor-
mation on the initiation procedure refer to the System initiation topic.

4.9.2 Configuration

o i & 2o i o iR = SIS0

Adding a server

Server is a definition of the IT infrastructure resource, which can be accessed over one of the
specified protocols.

1. Select Management > Servers.

2. Click + Add.

3. Provide essential configuration parameters:

Parameter Value
Genera

Name http_server
Blocked z
Protocol HTTP
HTTP timeout 900
Enable SSLv2 support H
Enable SSLv3 support H
Description z
Permissions

Granted users H

Destination host

Address www.wheelsystems. com
Port 80
HTTP host H

4. Click Save.
Adding a user

User defines a subject entitled to connect to servers within monitored IT infrastructure. Detailed
object definition (i.e. unique login and domain combination, full name, email address etc.)
enables precise accountability of user actions when login and password are substituted with a
shared account login credentials.

1. Select Management > Users.
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2. Click + Add.

3. Provide essential user information:

Parameter Value
General
Login john_smith
=
Fudo domain ~
o
Blocked ~
Account validity Indefinite
Role user
Preferred language English
B
Safes ~
Full name John Smith
Email john@smith.com
-
Organization ™
o
Phone ™
o
AD Domain ~
o
LDAP Base ~
Permissions
o
Granted users ~
Authentication
=
Authentication failures
-
Enforce static password #%
complexity
Type Password
Password john
Repeat password john

4. Click Sawve.

Adding a listener

Listener determines server connection mode (proxy, gateway, transparent, bastion) as well as its

specifics.

1. Select Management > Listeners.

2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value

General

Name http_listener
B

Blocked ~

Protocol HTTP
=

Enable SSLv2 support ~
o

Enable SSLv3 support

Permissions
o
Granted users L
Connection
Mode proxy
Local address 10.0.150.151
Port 8080
o
Use TLS L

4. Click Save.
Adding an account

Account defines the privileged account existing on the monitored server. It specifies the actual
login credentials, user authentication mode: anonymous (without user authentication), regular
(with login credentials substitution) or forward (with login and password forwarding); password
changing policy as well as the password changer itself.

1. Select Management > Accounts.

2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value

General

Name admin_http_server
B

Blocked ~

Type forward

Session recording all
=

OCR sessions ~

Delete session data after 61 days

Permissions
B
Granted users ~
Server
Server http_server
Credentials
Replace secret with with password
B
Password ~
o
Repeat password ~

4. Click Save.
Defining a safe

Safe directly regulates user access to monitored servers. It specifies available protocols’ features,
policies and other details concerning users and servers relations.

1. Select Management > Safes.

2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value
General

Name http_safe
Blocked H

Login reason H
Notifications H

Policies H

Users john_smith

Protocol functionality

RDP ~
SSH b4
VNC ~

Accounts

admin_http_server http_listener

4. Click Save.

4.9.3 Connecting to remote resource

1. Launch a web browser.
2. Go to the 10.0.150.151:8080 web address.

3. Enter user login and password and press the [Enter| key or click the Login button.

Authentication

4. Continue browsing the website.

4.9.4 Viewing user session

1. Open a web browser and go to the Wheel Fudo PAM administration page.
2. Enter user login and password to log in to Wheel Fudo PAM administration panel.

3. Select Management > Sessions.
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4. Find John Smith’s session and click the playback icon.

Management

Fudo® &admin -~ 7
Sassions m Dalate = OCR T Agdfilter- & Generate report | Search [T
Tl # jphrismith  hitp_ www HTTP hitp-test  2015-07-03 0814 0% 118.2 KB il ]

John's active connection -

=g

/webman/resources/images/icon_dsm_48.png7 GET
v=4398

/webman/resources/images/icon_dsm_64.png? GET
v=4398

/webman/resources/images/icon_dsm_96.png? GET
v=4398

/scripts/ext- GET
3/ux/images/default/1x/Components/checkbox
v=0846062016020243

/webman/resources/images/default/1x/login/ch GET
v=5934

/webman/resources/images/default/1x/login/sp GET
sd716acf281.png

/webman/3rdparty/VideoStation/font/Roboto- GET
Bold.ttf

/webman/3rdparty/VideoStation/font/Roboto- GET
Regular.ttf

/webman/resources/images/default/1x/login/log GET
v=08560520161740167

/webman/resources/images/default/1x/login/log GET
v=08560520161740167

/webman/resources/images/default/1x/login/lo¢ GET
v=08560520161740167

/webman/resources/images/default/1x/login/lo¢ GET
v=08560520161740167

/webman/resources/images/default/1x/default_ GET
v=1476386269

Related topics:

e Quick start - SSH connection configuration

Quick start

Quick start

e Requirements

Data model
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Privileged sessions over ICA protocol cen be established either directly using client software or
initiated through Citrix StoreFront interface.
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4.10.1 ICA

This chapter contains an example of a basic Wheel Fudo PAM configuration, to monitor direct
ICA protocol connections.

4.10.1.1 Prerequisites

The following description assumes that the system has been already initiated. For more infor-
mation on the initiation procedure refer to the System initiation topic.

4.10.1.2 Configuration

Adding a server

Server is a definition of the IT infrastructure resource, which can be accessed over one of the
specified protocols.

1. Select Management > Servers.
2. Click + Add.

3. Provide essential configuration parameters:

Parameter Value
General

Name ica_server
Blocked x
Protocol ICA
Description x
Permissions

Granted users x

Destination host

Address 10.0.0.21
Port 1494
Use TLS x
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4. Click Save.
Adding a listener

Listener determines server connection mode (proxy, gateway, transparent, bastion) as well as its
specifics.

1. Select Management > Listeners.

2. Click + Add.

3. Provide essential configuration parameters:

Parameter Value
General
Name ica_listener
s
Blocked ™~
Protocol ICA
Permissions
o
Granted users L
Connection
Mode proxy
Local address 10.0.150.151
Port 2494
o
Use TLS L

4. Click Save.
Adding an account

Account defines the privileged account existing on the monitored server. It specifies the actual
login credentials, user authentication mode: anonymous (without user authentication), regular
(with login credentials substitution) or forward (with login and password forwarding); password
changing policy as well as the password changer itself.

1. Select Management > Accounts.

2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value
General
Name admin_ica_server
B
Blocked ~
Type regular
Session recording all
=
OCR sessions L)
Delete session data after 61 days
Permissions
B
Granted users L
Server
Server ica_server
Credentials
B
Domain L
Login citrixuser
Replace secret with password
Password password
Repeat password password

Password change policy

Static, without restrictions

Password changer

Password changer none
B

Privileged user ~
=
e

Privileged user password

4. Click Save.

Adding a user

User defines a subject entitled to connect to servers within monitored I'T infrastructure. Detailed
object definition (i.e. unique login and domain combination, full name, email address etc.)
enables precise accountability of user actions when login and password are substituted with a
shared account login credentials.

1. Select Management > Users.

2. Click + Add.

3. Provide essential user information:
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Parameter Value
General
Login john_smith
o
Fudo domain N
o
Blocked ~
Account validity Indefinite
Role user
Preferred language English
o
Safes ~
Full name John Smith
Email john@smith.com
=
Organization ~
o
Phone ™~
o
AD Domain ™
B
LDAP Base ~
Permaissions
o
Granted users ™~
Authentication
B
Authentication failures ~
=
Enforce static ™~
complexity
Type Password
Password john
Repeat password john

4. Click Save.

Defining a safe

Safe directly regulates user access to monitored servers. It specifies available protocols’ features,

policies and other details concerning users and servers relations.

1. Select Management > Safes.

2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value
General
Name ica_safe

o
Blocked ~

o
Login reason ~

o
Notifications ™~

-
Policies ™
Users john_smith
Protocol functionality

=
RDP ™~

o
SSH

o
VNC ™
Accounts

admin_ica_server

ica_listener

4. Click Save.

Note: In case of TLS encrypted connections, Fudo returns an .ica configuration file to the
Citrix client, which has the FQDN server address (Address) set to the common name defined

in the TLS certificate.

4.10.1.3 Creating .ica file with connection parameters

Direct connection with remote server over ICA protocol requires preparing a connection confi-
guration file. This file specifies the listener used to connect to the remote host.

Note: Refer to ICA configuration file topic for details on the configuration file.

1. Create configuration file containing the following:

[ApplicationServers]
ica_connection_example=

[ica_connection_example]
ProxyType=S0OCKSV5
ProxyHost=10.0.150.151:2494
ProxyUsername=x*
ProxyPassword=x*
Address=john_smith
Username=john_smith
ClearPassword=john
TransportDriver=TCP/IP

(continues on next page)
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(continued from previous page)

EncryptionLevelSession=Basic
Compress=0£ff

2. Save the file with .ica extension.

4.10.1.4 Connecting to remote resource

1. Double-click the connection configuration file to launch ICA protocol client software.

2. Proceed with using the service.

4.10.1.5 Viewing user session

1. Open a web browser and go to the Wheel Fudo PAM administration page.

2. Enter user login and password to log in to Wheel Fudo PAM administration panel.

3. Select Management > Sessions.

4. Find John Smith’s session and click the playback icon.
Related topics:

e Data model

o Creating an ICA server

e Creating an ICA listener

o [CA

4.10.2 ICA via Citrix StoreFront

This chapter contains an example of a basic Wheel Fudo PAM configuration, to monitor access
to a remote server over ICA protocol with the connection itself being initiated via the Citrix

StoreFront.
i ICA server
10.0.0.21:1494
ﬁ 10.0.8.65:7003 - 10.0.90.1:80 -
> >

/"‘\»,\z)\ john_smith/john citrixuser_at_SF/password
o Citrix StoreFront
Johm Smith 10.0.90.1

4.10.2.1 Prerequisites

The following description assumes that the system has been already initiated. For more infor-

mation on the initiation procedure refer to the System initiation topic.
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4.10.2.2 Configuration

Adding an ICA server

Server is a definition of the IT infrastructure resource, which can be accessed over one of the
specified protocols.

1. Select Management > Servers.
2. Click + Add.

3. Provide essential configuration parameters:

Parameter Value
General

Name ica_server
Blocked x
Protocol ICA
Description x
Permissions

Granted users x

Destination host

Address 10.0.0.21
Port 1494
Use TLS x

4. Click Save.
Adding an ICA listener

Listener determines server connection mode (proxy, gateway, transparent, bastion) as well as its
specifics.

1. Select Management > Listeners.
2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value
General
Name ica_listener
o
Blocked ~
Protocol ICA
Permissions
o
Granted users ™~
Connection
Mode proxy
Local address 10.0.150.151
Port 2494
=
Use TLS ™~

4. Click Save.

Adding an account for the ICA server

Account defines the privileged account existing on the monitored server. It specifies the actual
login credentials, user authentication mode: anonymous (without user authentication), regular
(with login credentials substitution) or forward (with login and password forwarding); password
changing policy as well as the password changer itself.

1. Select Management > Accounts.

2. Click + Add.

3. Provide essential configuration parameters:

Parameter Value
General
Name ICA_forward
o
Blocked ~
Type forward
Session recording all
B
OCR sessions L]
Delete session data after 61 days
Permissions
o
Granted users ~
Server
Server ica_server
Credentials
B
Replace secret with ~
=
Forward domain ™~
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4. Click Save.
Adding a Citrix StoreFront server

Server is a definition of the IT infrastructure resource, which can be accessed over one of the
specified protocols.

1. Select Management > Servers.
2. Click + Add.

3. Provide essential configuration parameters:

Parameter Value
General
Name citrix_storefront
s
Blocked ™~
Protocol Citrix StoreFront (HTTP)
HTTP timeout 900
o
Description ~
Permissions
s
Granted users ™~

Destination host

Address 10.0.90.1

Port 80

Bind address Any

URL http://10.0.90.1/Citrix/StoreWeb/

4. Click Save.
Adding a Citrix StoreFront listener

Listener determines server connection mode (proxy, gateway, transparent, bastion) as well as its
specifics.

1. Select Management > Listeners.
2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value
General
Name citrix_storefront_listener
B
Blocked ~
Protocol Citrix StoreFront (HTTP)
Permissions
o
Granted users ™~
Connection
Mode pProxy
Local address 10.0.8.65
Port 7003
=
Use TLS ™~

4. Click Save.
Adding an account for the Citrix StoreFront server

Account defines the privileged account existing on the monitored server. It specifies the actual
login credentials, user authentication mode: anonymous (without user authentication), regular
(with login credentials substitution) or forward (with login and password forwarding); password
changing policy as well as the password changer itself.

1. Select Management > Accounts.

2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value

General

Name citrixuser_at_SF
Blocked ~

Type regular

Session recording all

OCR sessions L)

Delete session data after 61 days
Permissions

Granted users L

Server

Server citrix_storefront
Credentials

Domain tech.whl

Login citrixuser
Replace secret with password
Password password

Repeat password password

Password change policy

Static, without restrictions

Password changer

Password changer none
Privileged user ™
Fa)

Privileged user password

Adding a user

User defines a subject entitled to connect to servers within monitored I'T infrastructure. Detailed
object definition (i.e. unique login and domain combination, full name, email address etc.)
enables precise accountability of user actions when login and password are substituted with a
shared account login credentials.

1. Select Management > Users.
2. Click + Add.

3. Provide essential user information:
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Parameter Value
General
Login john_smith
o
Fudo domain N
o
Blocked ~
Account validity Indefinite
Role user
Preferred language English
o
Safes ~
Full name John Smith
Email john@smith.com
=
Organization ~
o
Phone ™~
o
AD Domain ™
B
LDAP Base ~
Permaissions
o
Granted users ™~
Authentication
B
Authentication failures ~
=
Enforce static ™~
complexity
Type Password
Password john
Repeat password john

4. Click Save.

Defining a safe

Safe directly regulates user access to monitored servers. It specifies available protocols’ features,

policies and other details concerning users and servers relations.

1. Select Management > Safes.

2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value
General

Name ica_safe
Blocked H

Login reason H
Notifications H

Policies H

Users john_smith

Protocol functionality

RDP ~
SSH b4
VNC ~

Accounts
citrixuser_at_SF citrix_storefront_listener
ICA_forward ica_listener

4. Click Save.

4.10.2.3 Connecting to remote resource

1. Navigate your web browser to the 10.0.8.65:7003 web address.

2. Enter user login and password to log in into the Citrix StoreFront interface.

Authentication

Login

Password

3. Click desired element to establish ICA connection with selected resource.
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Citrix Receiver clirixuser clirixuser ~ Q

L/ L

Notepad

4.10.2.4 Viewing user session

1. Open a web browser and go to the Wheel Fudo PAM administration page.
2. Enter user login and password to log in to Wheel Fudo PAM administration panel.
3. Select Management > Sessions.

4. Find John Smith’s session and click the playback icon.

Management

Sessions & Generate report T Add fitter - Q-

» admin Citrix StareFront (HTTF) SF citrixuser at SF Citrix 2017-02-16 15:12 0%  22.0KB = J]

" " ICA forwara@iCA Chtrix 2017-02-1674°58 2077-02-16 14’57 0°00F32 D% B50KE =

J active connection

1cA forward@ICA Citrix 2017-02-16 14:54 2017-02-1614:58 D:0042 0% 37.0KB I

» admin ICA ICA citriuseriCA Citris-BASTION 2017-02-16 14:49 2017-02-16 1448 D:00:11 100% 167.0 KB Y

P admin ICA ICA CitrixuserCA. Cirix-BASTION 2017-02-16 14:48 20M7-02-16 1448 0014 100% 218.0KB &

» admin A ICA forwara@ICA Gitrix 2017-02-16 14:48 2017-02-1614:48 0:0026 100% 42.0KB &

Related topics:

e Data model

o /CA

e Citrixz StoreFront (HTTP)
o Creating a Clitrix server
o Creating a Clitriz listener
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4.11 VNC

This chapter contains an example of a basic Wheel Fudo PAM configuration, to monitor VNC
access to a remote server. In this scenario, the user connects to the remote server over the VNC
protocol and logs in to the Wheel Fudo PAM using an individual login and password combination
(john_smith/john). When establishing the connection with the remote server, Wheel Fudo
PAM substitutes the password with the previously defined value: password (authentication
modes are described in the User authentication modes section).

Note: Due to specifics of VNC protocol, which authenticates the user using password only,
the substitution login string entered in account properties is ignored when establishing a VNC
connection.

4.11.1 Prerequisites

Description below assumes that the system has been already initiated. The initiation procedure
is described in the System initiation topic.

4.11.2 Configuration

o i 8 2w » sl o i B

Adding a server

Server is a definition of the IT infrastructure resource, which can be accessed over one of the
specified protocols.

1. Select Management > Servers.
2. Click + Add.

3. Provide essential configuration parameters:

4.11. VNC 114



Fudo PAM 3.10 - System Documentation, Release is not supported

Parameter Value
General
Name vnc_server
o
Blocked ~
Protocol VNC
=
Description ~
Permissions
o
Granted users N

Destination host
Address 10.0.40.230
Port 5900

4. Click Save.
Adding a user

User defines a subject entitled to connect to servers within monitored I'T infrastructure. Detailed
object definition (i.e. unique login and domain combination, full name, email address etc.)
enables precise accountability of user actions when login and password are substituted with a
shared account login credentials.

1. Select Management > Users.
2. Click + Add.

3. Provide essential user information:
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Parameter Value
General
Login john_smith
o
Fudo domain N
o
Blocked ~
Account validity Indefinite
Role user
Preferred language English
o
Safes ™
Full name John Smith
Email john@smith.com
=
Organization ~
o
Phone ™~
o
AD Domain L
B
LDAP Base ~
Permaissions
o
Granted users ™~
Authentication
B
Authentication failures ~
=
Enforce static password #%
complexity
Type Password
Password john
Repeat password john

4. Click Save.

Adding a listener

Listener determines server connection mode (proxy, gateway, transparent, bastion) as well as its

specifics.

1. Select Management > Listeners.

2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value
General
Name vnc_listener
o
Blocked ~
Protocol VNC
Permissions
o
Granted users ™~
Connection
Mode proxy
Local address 10.0.150.151
Port 5900

4. Click Save.
Adding an account

Account defines the privileged account existing on the monitored server. It specifies the actual
login credentials, user authentication mode: anonymous (without user authentication), regular
(with login credentials substitution) or forward (with login and password forwarding); password
changing policy as well as the password changer itself.

1. Select Management > Accounts.

2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value
General
Name admin_vnc_server
Account type regular
Session recording complete
OCR sessions =
Delete session data after 61 days
Permissions
Granted users L
Server
Server vnc_server
Credentials
5
Domain
Login ™
Replace secret with with password
Password root
Repeat password root

Password change policy

Static, without restrictioms

Password changer

Password changer None
Privileged user ™
Fa

Privileged user password

4. Click Save.

Defining a safe

Safe directly regulates user access to monitored servers. It specifies available protocols’ features,
policies and other details concerning users and servers relations.

1. Select Management > Safes.
2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value
General
Name vnc_safe
o
Notifications ~
o
Ask for login reason ~
o
Policies ™~
Users john_smith
Protocol functionality
B
RDP ™
=
SSH ™~
VNC "
Accounts
admin_vnc_server vnc_listener

4. Click Save.

4.11.3 Establishing connection

1. Launch VNC Viewer, enter 10.0.150.151 in the server address field and press the enter
key.
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[ JON ] VNC Viewer

10.0.150.151 & sionin...-

2. Enter username and password and press the enter key.
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4.11.4 Viewing user session

1. Open a web browser and go to the 10.0.150.151 web address.
2. Enter the login and password to login to the Wheel Fudo PAM administration panel.

3. Select Management > Sessions.

4. Find John Smith’s session and click the playback icon.

Management & admin ~

" B Generate report Y Add filter - Qv
- ) Sessions
[ Sessions
» john_smith VNG VNG_andrzej VNG _anonim vnc_safe 2017-11-08 13:28 356.0 KB
> test VNG VNG_andrze] VNG_anonim vne_safe 2017-11-08 13:10 2017-11-0813:23 0:13:10 8%  1.8MB ES
> test VNG VNG_andrzej VNG_anonim vne_safe 2017-11-08 13:00 2017-11-08 13:00 0:00:05 100%  345.0 KB ES
> test VNG VNC_server admin_vnc_server  VNC_safe_no_password 2017-11-08 12:59 2017-11-08 13:00 0:00:07 100% 139.0KB ES

Related topics:
o VNC Viewer

e Requirements
e Data model

o Quick start - RDP connection configuration
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o Quick start - HT'TP connection configuration
o Quick start - MySQL connection configuration

o Quick start - Telnet connection configuration

4.12 Oracle over RemoteApp

This chapter contains an example configuration, to monitor Oracle database connections over
RempteApp. In this scenario, the user connects the the RemoteApp server over RDP. Login
credentials are checked in the Active Directory and forwarded to the target server. Connection
is established in the prory mode.

Active Directory
10.0.150.152

john_smith/johnnyll

Login: john_smith

Password: johnnyll Oracle DB

RemoteApp server
10.0.150.153

10.0.150.151

4.12.1 Prerequisites

e RDS environment deployed and configured on Windows Server 2016,/2012/2012 R2,

e SQL Developer application added to a RDS collection,
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f Server Manager

Server Manager * Remote Desktop Services * Collections * collection.one
CONNECTIONS
Overview [Tasks_~ Lost refreshed on 11/14/2018 113803 PM | All connections |1 total TasKs v
e Fitter p @ @~ v
Collections RemoteApp Programs
L e Bt Do Usee Server FODN Ses Disconnect Time Idle Time
P
= win2016-blbllabfudo BLLAB\ADministrator Active 11/14/2018 11:34:02 PM  11/14/2018 11:34:09 PM  00:03:52.9670000
L
o
[
REMOTEAPP PROGRAMS
Las efreshed on 11/15/2018 60337 AM | Publ oteApp programs |4 total THSKS >

TASKS_ >

erName  Type Virtual Desktops  Allow Ne

WIN2016-8L RO Session Host N/A

e Active Directory service for user authentication,

e Users in Active Directory must be allowed to log in to the RDS server.

4.12.2 Configuration

o s & 2o i o TR = SIS0

Adding a server
Server is a definition of the IT infrastructure resource, which can be accessed over one of the

specified protocols.
1. Select Management > Servers.

2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value

General

Name RemoteApp server
o

Blocked ~

Protocol RDP

Security Enhanced RDP Security (TLS) + NLA
=

Description ~

Permissions
o

Granted users L

Destination host

Address 10.0.150.153
Port 3389
Bind address Any

4. Download or enter target server’s public key.
5. Click Save.
Adding a user

User defines a subject entitled to connect to servers within monitored IT infrastructure. Detailed
object definition (i.e. unique login and domain combination, full name, email address etc.)
enables precise accountability of user actions when login and password are substituted with a
shared account login credentials.

1. Select Management > Users.
2. Click + Add.

3. Provide essential user information:
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Parameter Value
General
Login john_smith
o
Blocked ~
Account validity Indefinite
Role user
Preferred language English
Safes default settings
Full name John Smith
Email john@smith.com
-
Organization ~
o
Phone ~
=
AD Domain
-
LDAP Base ~
Permissions
o
Granted users ~
Authentication
-
Authentication failures ~
o
Enforce static password #%
complexity
Type External authentication
External authentication so- Active directory 10.0.150.152:389
urce

4. Click Save.
Adding a listener

Listener determines server connection mode (proxy, gateway, transparent, bastion) as well as its
specifics.

1. Select Management > Listeners.

2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value

General

Name RemoteApp-listener
o

Blocked ~

Protocol RDP

Security Enhanced RDP Security (TLS) + NLA
=

Announcement ™~

Permissions
o

Granted users N

Connection

Mode proxy

Local address 10.0.150.151

Port 10025
-

External address ~

4. Generate or upload proxy server’s private key.
5. Click Save.
Adding an account

Account defines the privileged account existing on the monitored server. It specifies the actual
login credentials, user authentication mode: anonymous (without user authentication), regular
(with login credentials substitution) or forward (with login and password forwarding); password
changing policy as well as the password changer itself.

1. Select Management > Accounts.

2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value

General

Name RemoteApp-account
Blocked ~

Type forward

Session recording all

OCR sessions v

OCR Language English

Delete session data after 61 days

Permissions

Granted users ~

Server

Server RemoteApp_server
Credentials

Replace secret with ~

Forward domain -

4. Click Save.
Defining a safe

Safe directly regulates user access to monitored servers. It specifies available protocols’ features,
policies and other details concerning users and servers relations.

1. Select Management > Safes.
2. Click + Add.

3. Provide essential configuration parameters:
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Parameter Value
General
Name RemoteApp-safe
o
Blocked ~
o
Notifications ~
o
Login reason ~
-
Require approval ~
B
Policies ~
Users john_smith

Protocol functionality

RDP "
i
SSH ™
W]
VNC ~
Accounts
RemoteApp-account RemoteApp-listener

4. Click Sawve.

4.12.3 Changing registry entries on the RDS domain controller

1. Log in, with administrator privileges, onto the server running the RDS service.
2. Start the system registry editor.
3. Browse registry to find the key HKEY LOCAL MACHINESOFTWAREMicrosoftWindows

NTCurrentVersionTerminalServerCentral Published ResourcesPubli-
shedFarmscollectiononeApplicationssqldeveloper

4. In the RDPFileContent parameter, find the full address:s: and change its value to the IP
address and port number of the previously configured listener, i.e. full address:s:192.
168.3.100:10025

4.12.4 Establishing connection

1. Launch the web browser on a client system, navigate to the RDS domain controller appli-
cation portal and log in.

4.12. Oracle over RemoteApp 129



Fudo PAM 3.10 - System Documentation, Release is not supported

D RD Web Access X [) RDWebAccess x 4+ lel®l 8 |
€ > C A | US/ ™ o
B Apliage [} RDWeb Access

TTTE—————
Work Resources - .

RemoteApp and Deskiop Connection

Domain\user name: [plab.fudo\blitwiniec
Password:

Security
Warning: By logging in to this web page, you confirm
that this computer complies with your organization’s
security policy.

To protect against unauthorized access, your RD Web
Access session will automatically time out after 2 period
of inactivity.If your session ends,refresh your browser
and sign in again.

2. Click the SQL Developer icon, to download the RemoteApp configuration file.

) RO Web Access x + lel@l & )
€6 a i Jsvdet * 8

B spiage [) RO Web Access

| Work Rescurces
2% Remotedop and Deskiop Connection

Click and download connection configuration file

3. Double-click the configuration file.
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=@l = |
* O

[} RO Web Access. x4
€ e a

5 apltage [} ADWeb Access

LI [« teer + AdmimsatonLLAS » Downiosds = [ )] Searcn Downicoss

Onganze v Wi Comnect v Shwewth w  Mlew foldes
_ Dute recttied Type .

.. anm|
1A 309 M OVA File 365485268
Doubleclick t h == HAYABIR0..  Apphcation Qm

TIGMB 20 AM DG File 2m288
UGB, Appheion anme
B8 Managefngine MisBrowses FreeTool§4... LL/I0L8 1246 AM  Agphcation T
B Ve ichent-al-6 002502222 WT2E 543 M Agpicasion HIAKE

o Faverites

epub-saqideveloper-collecionane- CmsR... Date modfied: 114208 1I42PM  Dete crested: 11/14/2018 1142 PM
() Remote Desktop Connection Size: 20268

4. Click Connect, to establish connection.

E———

This Remotefop program could Feem your kncal or emote computer, Do not comnec bo mn te
prosgram unkees you know whan the program came fom or havwe used § befors,

% Publsher- Lindkcruowen, paublesher
Tres: Ramotedpn prgom
Path: sgjdeveioper
Hama spdevalopar

Famole compuber W00 2
Gateeriry sarvai a5

| Dol st e gt T cornections o thia computer

= Distady

Connect to the remote resource

5. Provide login credentials.

6. Accept the certificate and proceed with establishing the connection.
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The pemmobe computer ooukd not e suinenboated dus 1o peoblsTe wih s
mecurty penficals. § may be unsafe o procesdl.

Marras misrraech

6 Reguesied mmobe compuer
L0220 2

ol Marms i e cotficate rom e remcln computer
Ei

Ctiicate smors
T et ahde th remalE

it‘... The server name on the cerficats is ncomedt

A, The cerbcaie i not rom o trested certhng authonty.

Dt s el Iy ety chisplle thaese: ceribails @t

[ Dion't mvsk me agen for connescsions: to fhis compuber

3 o et Comecrs ORACLE
© SAQL Developer

Database Connection

Recent  Databases Detected

Click to add the connection
No found in {USER Home dir=t

Load a TNS file

Version: 18.1.0095.1630.

Getting Started

GetaDatabase Information  Tutoridls  Demos  Training

Oracle Virtualox Appliance
Docker Images

Oracle Database XE

s a
( reste s Comncton Manuly

- About Your Database Resources

@ A and AVR Community  Extensions

(3 Data Dictonary QL Developer Exchange
QL Developer Forum
B Scheduer Team Blogs and Magazine Articles

5 @ et ModelerRepors folowus: [ W @3

Feature Screenshots

. — The sQL.

Related Tools

2= Modeler - Data modeling and database design
& QL - The power of SQL Developerin a CLI
(@ Oracle Live SQL - Learn and share SQL, for free.

Y ORDS - REST Enable the Oracle Database

4.12.5 Viewing user session

d scripts, and offer it ip you nplete your code.

1. Open a web browser and navigate to Fudo’s administration panel.

2. Enter login credentials.

3. Select Management > Sessions.

4. Find John Smith’s session and click the playback icon.
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Management

Sessions SGeneratereport & Approve T Add filter

> nitwiniecGniiab fudo ROP win2016-1 2018-11-15 1055 14.0 MB

- RO 2018-11-1610:41 2018-11-15 10044 >02as T3% 1.1mME
Active user connection =

L] L] Sesja 848388532111147697

A Not Secure | https://10.0.220.220/sessions/848388532111147697/2i=1

18 Oracie St Developer: icome Page & ried Satosiomaions < 8 x
Ble Edt View Nevgste Bun Tem Ioos Wndow tep

oHE 9@ 0-O0- & &

(20 welcome page ¥

® ORACLE
~ © SQL Developer

Version: 18.1.0095.1630.

Database Connection Getting Started

Recent  Databases Detected Get a Databas

iome dir=CAUsers\bltwiniec) Doc

Resources Related Tools

- Modeler - Data modeling and database design

¥ SQLcl - The power of SQL Developer in a CLI

(@ Oracle Live SQL - Learn and share SQL, for free.
frenReprts

5 (3 User Defined Reports. B ORDS - REST Enable the Oracle Database

folowus [ W @3

Feature Screenshots

‘The SQL Workshest allows you to run ueries and scripts, and offers a code insight festure to help you auto-complete your code.

© Zakoficz | @ Dolacz | Wstrzymaj Widok na zywo,

Related topics:
e Microsoft Remote Desktop

o Requirements

e Data model

o Quick start - RDP connection configuration

o Quick start - HT'TP connection configuration
o Quick start - MySQL connection configuration
o Quick start - Telnet connection configuration

4.13 User authentication against external LDAP server

This chapter contains an example of configuring user authentication against external LDAP
service.
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4.13.1 Prerequisites
The following description assumes that the admin user’s authentication data is stored on LDAP
server accessible through 10.0.0.2 IP address and default LDAP service port number - 389.

User definition is stored under cn=admin,dc=example,dc=com.

LDAP 10.0.0.2:3859
DC=com
DC=example
CN=admin

4.13.2 Configuration

Adding external authentication source
1. Select Settings > External authentication.
2. Click + Add external authentication source.

3. Provide essential configuration parameters:

Parameter Value

Type LDAP

Host 10.0.0.2

Port 389

Bind to 10.0.0.10

Bind DN dc=example,dc=com

Note: Alternatively, define the path to where users definitions
are stored cn=##username##,dc=example,dc=com and leave the
LDAP base parameter in the user configuration empty

B
Encrypted connection ~
]
Delete il

Type LDAP

“

Host 10.0.0.2 Port 389

Bind to 10.0.0.10

L1d

Bind DN dc=example,dc=com

Encrypted connection

Delete
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4. Click Save.
Adding user authentication method
1. Select Management > Users.
2. Find and click the admin user definition.

3. In the LDAP base field specify the location of admin object in the directory structure
cn=admin,dc=example,dc=com.

Note: Leave the LDAP base field empty if you specified where users are stored in the LDAP
server configuration (cn=##username##,dc=example,dc=com).

4. Click + Add authentication method.

5. Provide essential configuration parameters:

Parameter Value

Type External authentication

External authentication so- LDAP 10.0.0.2:389 bind dn:dc=example,dc=com
urce

= i
Delete L

Authentication

Type External authentication ;

External authentication LDAP 10.0.0.2:389 binddn:dc=example,dc=com s
source
Delete

6. Click Save.

Related topics:
e Fxternal authentication
e (reating a user

o Quick start - SSH connections monitoring
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Users

User defines a subject entitled to connect to servers within monitored IT infrastructure. Detailed
object definition (i.e. unique login and domain combination, full name, email address etc.)
enables precise accountability of user actions when login and password are substituted with a
shared account login credentials.

s clete selected users

o
Management Filter users list

EEEE

actmin superadmin Password 28 minutes ago
admin Password 1 day age
& Cdit user definition e

api-rabot-operatort aper‘al.o: Password 4 weeks, 1 day ago
api-mobot-oparatord operator Password 4 weeks, 1 day ago
ap -mhm-supemcmm s.ups-:sdmin ey
Bpi-robot-user user
api-robot-user? user

C= e
kwitaszozyk user
mbarysiak uger
mazaborski superadmin  Wheel Systems  m.zaborski@wheelsystems.com  Mariusz Zaborski External authentication 1 month, 2 weaks ago
pdawidek uger Wheel Syslems p.dawmkﬁwﬂeelsymems.mm Pawed Jakub Dawidek External authentication 1 week, 6 rJays ago

Note: Fudo PAM allows importing users definitions from directory services such as Active
Directory or LDAP. For more information on users synchronization service, refer to the Users
synchronization topic.
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5.1 Creating a user

Warning: Data model objects: safes, users, servers, accounts and listeners are replicated
within the cluster and object instances must not be added on each node. In case the replica-
tion mechanism fails to copy objects to other nodes, contact technical support department.

Warning: Creating a User object for MySQL connections, please note that the MySQL
server caching_sha2_password plugin isn’t supported by Fudo PAM. Supportable MySQL
plugins by Fudo PAM are mysql_native_password and mysql_old_password. Server plugin
should be set to mysql_native_password in /etc/mysql/mysql.conf.d/mysqld.cnf and a
User object is created with mysql_native_password plugin.

1. Select Management > Users.
2. Click + Add.

Management

T Add fifer

admin superadmin  WHL_LAB Imig Macwisko Password 12 minutes ago
@ adminD admin emaidemail. ag Password 3 months aga
‘administrator admin Password never

andrzej user Password 2 years, 5 menths ago

Note: Fudo PAM enables creating users based on the existing definitions. Click desired user
to access its configuration parameters and click Copy user to create a new object based on the
selected definition.

Management

User

General
D 848388532111147009
Synchronize with LDAP

Login admin

Account validity Indefinite

3. Enter user login.

Note:

e While there can be more than one user with the same username, the login and domain
combination must be unique.

e The Login field is not case sensitive.

4. Enter Fudo domain.
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Note:

e With the Fudo domain specified, the user will have to include it when logging into the
administration panel or when establishing monitored connections.

o Default domain allows for a discretion - user can either include the domain or leave it out.

5. Select the Blocked option to prevent user from accessing servers and resources monitored
by Fudo PAM.

6. Define account’s validity period.

7. Select user’s role, which will determine the access rights.

Note: Access rights restrictions also apply to API interface access.
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Role Access rights
user . .

e Connecting to servers through assigned safes.

e Loggin to the User Portal (requires adding the user to the portal
safe)

e Fetching servers’ passwords (requires additional access right).

service Accessing SNMP information.
operator e Logging in to the administration panel.

e Browsing objects: servers, users, safes, accounts, to which the user
has been assigned sufficient access permisions.

Blocking /unblocking objects: servers, users, safes, listeners, accounts,
to which the user has been assigned sufficient access permisions.

e Generating reports on demand and subscribing to periodic reports.

e Activating/deactivating email notifications.

e Viewing live and archived sessions involving objects (user, safe, ac-
count, server), to which the user has been assigned sufficient access
permissions.

Converting sessions and downloading converted content involving ob-
jects (user, safe, account, server), to which the user has been assigned
sufficient access permissions.

admin L . )

e Logging in to the administration panel.

e Managing objects: servers, users, safes, listeners, accounts, to which
the user has been assigned sufficient access permisions.
Blocking/unblocking objects: servers, users, safes, listeners, accounts,
to which the user has been assigned sufficient access permisions.

e Generating reports on demand and subscribing to periodic reports.

e Activating/deactivating email notifications.

e Viewing live and archived sessions involving objects (user, safe, acco-
unt, server), to which the user has been assigned management privi-
leges.

Converting sessions and downloading converted content involving ob-
jects (user, safe, account, server), to which the user has been assigned
sufficient access permissions.
Managing policies.

superadmin

e Full access rights to objects management.
e Full access rights to system configuration options.

8. Select user’s preferred language in Fudo PAM administration panel.

9. Grant access to safes.
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Note:

e Drag and drop safe objects to change the order in which safes are processed upon establi-
shing connection.

° m implies that the Reveal password option is disabled.

. implies, that the Reveal password option is enabled.

e Click safe to define time access policy.

10. Enter user’s full name.

11. Enter user’s email address.

12. Enter user’s organizational unit.
13. Enter user’s phone number.

14. Provide user’s Active Directory domain.

Note: If there are two users with the same login, one of which has the domain configured the
same as the default domain, and the other does not have the domain defined, Fudo PAM will
report authentication problem as it cannot determine which user is trying to connect.

15. Enter LDAP service Base DN parameter.

Note:
e LDAP base is necessary for authenticating the user using the Active Directory service.

e E.g. for example.com domain, the LDAP base parameter value should be dc=example,
dc=com.

16. In the Permissions section, select users allowed to manage this user object and in case of
operators/administrators, assign management privileges to selected data model objects.

Note: Granting a user access to certain session requires assigning management priviliges to:
server, account, user and safe objects that were used in the given connection.

17. In the Authentication section, select the Authentication failures option to block the user
automatically after exceeding the number of failed login attempts.

Note: The authentication failures counter is enabled only if the Authenticaiton failures option
is set in Settings > System in the User authentication and sessions section.
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HTTPS private key Choase e MO file chosen

User portal HTTPS certificate

HTTPS certificate Cnosse e | MO file chasan

HTTPS private kay Gnoosa fie | NG fle chasen

User authentication and sessions

Default domain

Deny new connections Select this option to have users blocked automatically

L ST Defined the number of failed login attempts

Minimum password length

18. Select the Enforce static password complexity option to force static passwords to conform
to specified settings.

Note: Password complexity is defined in Settings > System in the Users authentication and
sesstons section.

19. Select authentication type.
External authentication
e Select External authentication from the Type drop-down list.

e Select external authentication source from the Faternal authentication source drop-down
list.

Note: Refer to Fxternal authentication topic for more information on external authentication
sources.

Password
e Select Password from the Type drop-down list.
e Type password in the Password field.
e Repeat password in the Repeat password field.

e Select Required password change on next login to have the user change the password on
next login attempt.

Note: If you select the Required password change on next login option, the user will not be
able to access servers using native protocols clients. The user will have to change the password
using the User portal.

SSH key
e Select SSH key from the Type drop-down list.

e (lick the upload icon and browse the file system to find the public SSH key used for
verifying user’s identity.
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One-time password

Warning: One-time passwords are used for implementing AAPM use case scenarios.

e Select One-time password from the Type drop-down list.

20. Click + Add authentication method to define more authentication methods.

Note: When processing user authentication requests, Fudo PAM verifies login credentials
against defined authentication methods in order in which those methods have been defined.

21. In the API section, click * | and define TP address used by an external system to com-
municate with Fudo over API.

22. Click Save.

Management Fudo &admin -~ ?

User

Login 1 )

Blocked o Block account after it is created - .
Set account's validity period

Account validity ﬂ_hd.ﬁnnl

Define user access rights

Select preferred FUDO interface language

Grant access to safes

Preferred language (mlsbo

Safes ( o

a
) User's full name
)

{ Sers -
C
o pREE
C
C
L

Full name

Email

Phane

Telephone number

AD domain

Active Directory domain

LDAP service BaseDN parameter

LDAP Base

Permissions
Granted users
Authentication
Tyme )
Delete
API
Add source IP Source IP address used to access data structures over AP interface

Define another authentication method

m Store object definition

Related topics:
o Authentication failures counter
e Users synchronization

e Data model
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e Default domain

e System initiation

e Servers

o Accounts

e Approving pending connections

e Declining pending connections

5.2 Editing a user

1. Select Management > Users.

2. Find and click desired user to access its configuration parameters.

superadmin  WHL_LAB Imig Macrwisko Password 12 minutes ago

g admin emaidemail aa Password 3 menths ago

y Edit user definition Password never

Password 2 years, 5 months ago

Note: Define filters to limit the number of objects displayed on the list.

3. Modify configuration values as needed.

Note:

e ID is a read-only, unique object identifier and it is assigned by Wheel Fudo PAM when
object is created.

Management < &adminv 2

User £#] Copy user

General
ID B48388532111147082

Synchronize with LDAP

Login john_smith

e Unsaved changes are marked with an icon.
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General Unsaved changes
Login: |ohn_amith
Blocked
Account walidity | rcedinie H
Hol-O'ermi E

4. Click Save.
Related topics:
o Users synchronization
e Data model
e System initiation
e Servers

Accounts

5.3 Blocking a user

Warning: Blocking a user will terminate its current connections.

1. Select Management > Users.

2. Find and select desired objects.

Note: Define filters to limit the number of objects displayed on the list.

3. Click Block.

Management

Select objects

admi il
mmD Block selected OhJeCtS emaidemail aa Pasgword 3 months ago

administrator  admin Passwond never

Imig Mazwisko Password 12 mimses age

andrzej user Password 2 years, 5 months ago

4. Optionally, provide blocking reason and click Confirm.

Note: To view the blocking reason, place the cursor over the ® icon on the accounts list.
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Block objects

Y
LM"I

Provide blocking reason

Block selected objects

Note: Users can also be blocked by accessing the user object configuration form.
e Select the Blocked option.

e Provide an optional blocking reason.
Management Fudo’

User £ Copy user

General
[»] 848388532111147024

Synchronize with LDAP

Login john_smith

Blocked Reason

e Click Sawve.

Related topics:
e Users synchronization
e Data model
o System initiation
e Servers

e Accounts

5.4 Unblocking a user

1. Select Management > Users.

2. Find and select desired objects.

Note: Define filters to limit the number of objects displayed on the list.

3. Click Unblock.
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WHL_LAR Irnig Marwiske Password 11 minutes ago
™ Activate selected objects [ETeEn Pasaward 3 months ago -
administrator admin Password nerver
andrze| user Fassword 2 years, 5 menths ago
ANONYIMOUS user 2 years, 2 months ago

4. Click Confirm to unblock selected objects.

Unblock objacts "

Arg y0ul BUM yOu 'want 1 unDioc 1 abesct?

-

Confirm unblocking selected objects

Related topics:
o Users synchronization
e Data model
e System initiation
e Servers

o Accounts

5.5 Deleting a user

Warning: Deleting a user definition will terminate its current connections.

1. Select Management > Users.

2. Find and select desired object.

Note: Define filters to limit the number of objects displayed on the list.

3. Click Delete.

Management

Imig Marwisko Password 12 minutes ago

emaidemail ag Password 3 months ago
administrater  sdmin Password never
andrzej user Password 2 years, 5 months ago

4. Confirm deleting selected objects.
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Dalate objacts

APE U BURS YOu want i dekets 1 abgect?

Confirm deleting selected objects

Related topics:

Users synchronization

Data model

System initiation

Servers

o Accounts

5.6 Time access policy

Wheel Fudo PAM can regulate access to safes based on time. To define time based safe access,
proceed as follows.

1. Select Management > Users.

2. Find and click desired user to access its configuration parameters.

Management

+ Add © Block © Unblock & Delete T Add fitter Search... o a

Users

admin superadmin  WHL_LAB Imig Macwiska Password 12 minses ago
emaidemail. ag Password 3 months ago
Password never
Password 2 years, 5 months ago

Note: Define filters to limit the number of objects displayed on the list.

3. Click desired safe object.

L

Preferred language English

Click to define access time policy to the safe

Full name

Email

4. Select the Blocked option to disable access through given safe.
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5. Provide Valid from and Valid to dates to define time interval when user is allowed to access

servers through given safe.

6. Select the Enable time policy option.

7. Select the Reveal password option to allow user to see the passwords to accounts that are

grouped in selected safe.

Note: Passwords can be viewed in User Portal.

8. Click the weekly calendar to define time interval.

Access time policy for user Z to safe z_test "

Blocked @ Disable access to semvers through given safe

2017-11-23 13:21:43 :

2017-11-26 13:21:45

Thursday cess time interval

Sunday

3 -

9. Click OK.
10. Click Save.
Related topics:
e (reating a user
e ServiceNow - granting access
e Servers

e Accounts
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5.7 Authentication failures counter

Fudo can keep track of failed login attempts and automatically block users accounts if the counter
reaches a specified value.

1. Select Settings > System.
2. In the Authentication and sessions section, select Authentication failures option.

3. Enter the number of failed login attempts after which the user account will be blocked.

User authentication and sessions

Detfault dormain

Deny naw connsctions Automatically block users accounts

Number of failed login attempts after which Fudo will automatically block users accounts

4. Click Save.

5. Select Management > Users.

6. Find and click a user that you want to block automatically after a number of failed login
attempts.

7. In the Authentication section, select Authentication failures.

8. Click Sawve.

Note: Click Reset button to reset the counter.

Permissions

Granted users Q

Authentication

Authentication failures 0 < Reset

Type Password

Related topics:

o User authentication methods and modes
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5.8 Roles
Role Access rights
user i i

e Connecting to servers through assigned safes.

e Loggin to the User Portal (requires adding the user to the portal
safe)

e Fetching servers’ passwords (requires additional access right).

service Accessing SNMP information.
operator e Logging in to the administration panel.

e Browsing objects: servers, users, safes, accounts, to which the user
has been assigned sufficient access permisions.

Blocking /unblocking objects: servers, users, safes, listeners, accounts,
to which the user has been assigned sufficient access permisions.

e Generating reports on demand and subscribing to periodic reports.

e Activating/deactivating email notifications.

e Viewing live and archived sessions involving objects (user, safe, ac-
count, server), to which the user has been assigned sufficient access
permissions.

Converting sessions and downloading converted content involving ob-
jects (user, safe, account, server), to which the user has been assigned
sufficient access permissions.

admin L. .. .

e Logging in to the administration panel.

e Managing objects: servers, users, safes, listeners, accounts, to which
the user has been assigned sufficient access permisions.

Blocking /unblocking objects: servers, users, safes, listeners, accounts,
to which the user has been assigned sufficient access permisions.

e Generating reports on demand and subscribing to periodic reports.

e Activating/deactivating email notifications.

e Viewing live and archived sessions involving objects (user, safe, acco-
unt, server), to which the user has been assigned management privi-
leges.

Converting sessions and downloading converted content involving ob-
jects (user, safe, account, server), to which the user has been assigned
sufficient access permissions.
Managing policies.

superadmin

e Full access rights to objects management.
e Full access rights to system configuration options.

Related topics:

5.8. Roles
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Users synchronization

Data model

System initiation
o Servers

Accounts

5.9 Users synchronization

User is one of the fundamental data model entity. Only defined users are allowed to connect
to monitored servers. Wheel Fudo PAM features automatic users synchronization service which
enables importing users information from Active Directory servers or other servers compatible
with the LDAP protocol.

New users definitions and changes in existing objects are imported from the directory service
periodically every 5 minutes. Deleting a user object from an AD or an LDAP server requires
performing the full synchronization to reflect those changes on Wheel Fudo PAM. The full
synchronization process is triggered automatically once a day at 00:00, or can be triggered
manually.

Note:
e Wheel Fudo PAM supports nested LDAP groups.

e Users imported from the catalog service cannot be edited. To edit a user definition impor-
ted from an LDAP or an AD server, disable the Synchronize with LDAP option for the
given user.

-
Managemaent { FUudO Administration panel

Login ael
Blocked
Account validity Indafirite H
Aole uger H

Settings

Configuring users synchronization service

To enable users synchronization feature, proceed as follows.
1. Select Settings > LDAP synchronization.
2. Select Enabled.
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. In case of cluster configuration, from the Active cluster node drop-down list, select which

node will be performing objects synchronization with LDAP service.

. Click + Add LDAP domain.

Provide domain’s name.

Define priority, determining the order in which domains are queried.

Note: Lower number translates to higher priority.

LDAP synchronization

Enabled
Active cluster node node #1 v
LDAP server @D AD | 10.0.0.11:389 v
Random LDAP server name 9 LDAP | 10.0.0.4:389 ~
Name Random LDAP server name
Priority 2 s
Delete

In the Directory service section, select data source type from the Server type drop-down
list.

Provide the user authentication information to access user data on given server.

. Enter domain name, to which imported users are assigned to.
10.
11.

Provide base DN parameter for users’ objects (eg. DC=devel,DC=whl).

Provide base DN for parameter groups’ objects (eg. DC=tech,DC=whl).

Note: DN parameter should not contain any white space characters.

12.

13.

Define filter (or leave the default value) for user records, which are subject to synchroni-
zation.

Define filter (or leave the default value) for user groups, which are subject to synchroniza-
tion.
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Directory service

Server type
Username
Password

Domain name
Base user

Base group

User filter

Group filter

Active Directory ¥

Administrator

tech.whl

DC=tech,DC=whl

DC=tech,DC=whl

(&(objectclass=user))

(&(objectclass=group))

14. Click ' in the LDAP controllers section to define directory service server.

15. Provide IP address and port number.

Note: In case of TLS-encrypted connection, define LDAP server’s address using its full domain
name (e.g. tech.ldap.com) instead of an IP address, to ensure the certificate is verified properly.
Make sure that the given server name is included in certificate’s Common Name field.

16. Select the Page LDAP results option to enable paging.

17. Select the Encrypted connection option to enable encryption and upload the CA certificate.

Note: Click ©  to add more directory servers.

LDAP controllers

Address

Page LDAP results
Encrypted connection

Delete

10.0.0.2 Port | 389

18. Define user information mapping.

Note: Fields mapping enables importing users information from nonstandard attributes, e.g.
telephone number defined in an attribute named mobile instead of the standard telephoneNum-

ber.
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Fields mapping A
Login  sAMAccounthame
Email mail
Group assignment  memberot

Phone ‘talephoneNumbar

= LDAP synchronization

Organization company

Full name displayNarne

name
GuID obpctGUID
External authentication Define user information mapping for nonstandard attributes names

External authentication & Active Directory 10.0.40.100:389 domain:tech.whi
source Active Diractery 10.0.40.101:389 domain:tech2.wh

Group mappings

m « Save Farce full synchronization

19. Click ¥ in the Groups mapping section to define user groups to safes assignment.

20. Type in user group and select desired entry.

Group mappings

Mapping Ci=11, OU=tastowa DC=tach, DC ; q o
Enter group name

CH=11,OU=tastowa, DC=tach, DC -
B Select entry from the list

SR
CH=Administratorzy funkcji Hyper-V,GN=Builtin, DC=1ech,DC=whi fov | ®
Ch=Administratorzy presdsipbiorstwa, CH=Lisers, DC=tach, DC=wh L

v %

CH=Administralorry schematu C=Users, DC=tach, DC=whl

—‘ Admin| I-l orach 3 &, ]

+

21. Assign safes to user groups.

22. Assign external authentication sources to user groups.

Note: External authentication sources are assigned to users in the exact sequence they are
defined in groups mapping. Thus if the same user is present in more than one group, Wheel
Fudo PAM will be authenticating him against external authentication sources starting from
those defined in the first group mapping defined.

For example:

A user is assigned to groups A and B. Group B is mapped to Safe RDP and has CERB and Radius
authentication sources assigned. Group A is second in order and it is mapped to Safe SSH and
has AD authentication source assigned.
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Group mappings

Mapping Group B =2 Connection RDP : a, ~ x
CERB
Radius
1 AD

Mapping Group A 3  Connection SSH T Ty | %
—| CERB

+
Radius

AD

Authenticating a user, Wheel Fudo PAM will send requests to external authentication sources

in the following order:
1. CERB.
2. Radius.
3. AD.

23. Click Sawve.

Note: The Force full synchronization option enables processing changes in directory structures
which cannot be processed during periodical synchronization, eg. deleting a defined group or

deleting a user.

The full synchronization process is triggered automatically once a day at 00:00, or can be trig-

gered manually.

Related topics:
e User authentication against external LDAP server
e Users management
e Servers management

o Accounts

5.10 Adding a mobile device

A mobile device enables accepting/rejecting access to servers, accessing which require admini-

strator’s approval.

Note: Before adding a mobile device a proxy service must be configured. For more information
on setting up proxy for 4-Eyes authentication, refer to Prozy servers configuration topic.
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1. Login to Wheel Fudo PAM administration panel using login credentials of the user that
you want to add a mobile device to.

2. Select Management > Users.

3. Browse the list and click the user object definition.

Management

+ Add © Block © Unblock & Delete T Add fitter Search... e a

Users

admin superadmin  WHL_LAB Imig Marwisko Password 12 minutes ago
admin emaidemail. ag Password 3 months ago

s Edit user definition Fasaword never

androej user Password 2 years, 5 months ago

Note: Define filters to limit the number of objects displayed on the list.

4. In the Fudo Mobile section, click Add device.

Fudo Mobile

| Initiate binding user account

with Fudo Maobile instance

5. Launch Fudo Mobile application.
6. Select + in the top right corner to create new profile.

7. Select Scan option and scan the QR code.

Add mobile device 3

Run the Fudo Mobile application and scan the QR code below using the QR code scanning
functienality in the new profile view.

Show JSON data

3 -

Note: Alternatively, click Show JSON data, select Paste and paste profile data.
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Add mobile device

Run the Fudo Mobile application and scan the QR code below using the QR code scanning
functionality in the new profile view.

{'cluster': {'token': u'55594435-cacB-11e7-8965-800c29bb6fR0@', 'finger
print': 'E9:9C:D2:30:46:69:D6:B5:14:22:12:6A:E6:26:D8:C8:C7:62:B81:92:D
A:41:78:41:0D:A%:A2:92:89:66:19:A6"'}, 'proxy': {'addresses': [{'host':
u'leg.@.8.2e@', 'port': 443@@}], 'fingerprint': 'EE:BA:64:64:1C:86:3A:1
@:C3:1A:FB:D5:AE: 2B:1A:81:EE: 16:F/:60:10: 1A:F7:86:55:TB:5F:EF:tA5:C3:2
7:61'}, 'user': {'id': 6B8B17234285736962, 'mobiletoken': u'6883d@Be-b
f7c-5782-1laac—b558614ccddd', 'device_id': 688817234285736964L1}

Show QR code

8. Define profile name and select Save.
9. Click OK to hide the QR code modal window.
10. Click Save to store changes in user account.
Related topics:
e User authentication methods and modes
e Proxy servers configuration

e Removing paired mobile device

5.11 Removing paired mobile device

1. Select Management > Users.

2. Find and click desired user to access its configuration parameters.

Management

+ Add © Block © Unblock  Delete T Add fifer ~ Search... o Q

Users

admin superadmin  WHL_LAB Imig Macrwisko Password 12 minutes ago
acimin emaiemail aa Password a3 rronths ago
e Edit user definition Fasswar never
andrzej user Password 2 years, 5 months ago

Note: Define filters to limit the number of objects displayed on the list.
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3. In the Fudo Mobile section, click Remove device.

Fudo Mobile

Platform s

Push 1D y Remove mobile device

' Hemove device

4. Click Confirm to proceed with device removal.
5. Click Save.
Related topics:
o Users synchronization
e Data model
e System initiation

Servers

Accounts
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Servers

Server is a definition of the IT infrastructure resource, which can be accessed over one of the

specified protocols.

Management Add server definition

Delete selected semvers

Sarvors (-nnu ['& siock (e mg (SMJ

Block access to selected servers

_Activate access to selected servers

ContDS §5H 10.0.7.11 22 1 manth, 1 waek age
FreeBS010 88H 10.0.45.4 22 1 week, 6 days ago
FreeBS 02 §55H 10.0.35.52 22 1 month, 1 week Bpo
10.0.40.101 3380 1 menth, 1 week age
10.0.6.106 Teatt ann
localhost Blocked resource
=
10.0.0.7

Reason the resource has been blocked

& admin -

?

6.1 Creating a server

6.1.1 Static server
6.1.1.1 Creating a Citrix server

1. Select Management > Servers.

2. Click + Add.
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Management

AN B

~

Create new safe 1

10.0.35.1

10.0.35.1

4 months, 1 week ago

MSSOL-10.0.35.1 MS S0L (TDS) 10.0.35.1 1433 never
MYSQL-0-10.0.35.52 MyS0L 10.0.35.52 3306 2 years, 5 months ago
MYSOL-10.0035.1 MySQaL 10.0.35.1 3306 mever
ORACLE-10.0.40.148 Cirache 10.,0.40.148 152 2 years, 5 months ago
ROP-0-10.0.35.54, ADP-0-10.0.35.54-AN.... ROP 10.0.35.54 3380 1 year ago
ROP-10.0.8.103 ROP 10.0.8.103 388 1 year ago

Enter server’s unique name.
Select Blocked option to disable access to server after it’s created.
Select Citrix StoreFront (HTTP) from the Protocol drop-down list.

Enter value of the HTTP timeout parameter, determining the time period of inactivity
(expressed in seconds), after which the user will have to authenticate again.

Enter optional description, which will help identifying this server object.

. In the Permissions section, add users allowed to manage this object.
. In the Destination host section, enter server’s IP address and port number.

10.

From the Bind address drop-down list, select Wheel Fudo PAM IP address used for com-
municating with this server.

Note:

e The Bind address drop-down list elements are IP address defined in the Network con-

figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled IP
addresses).

In case of cluster configuration, select a labeled IP address from the Bind address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

11.
12.
13.

14.

15.
16.

In the URL field, enter Citrix StoreFront base URL.
Select Enable SSLv2 support to allow SSL v2 encrypted connections.
Select Enable SSLv8 support to allow SSL v3 encrypted connections.

Click to upload CA certificate.

Click to download server key.

Click Sawve.
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Eudo” dadmin- P

Server

General ’ .
Unigue object name —

e — )

Disable access after object is created

Protocol [ Gitrix StomeFrent (HTTF) ®

HTTP timeaut ( 200 out

Description (

Permissions

Granted users

Sattings

Destination host
Semver's |P address and port number

IP-ddr-u[ Ix’ P\;wtlem

iu

Bind address (:w " Source IP address

Enable SSLv2 support o Allow S5Lv2 connections
Enable S5Lv3 support . Allow S5Lv3 connections

CA certificate Upload CA certificate

SHA1

Server certificate Fetch server certificate —O

SHA

URL ( ) Specify StoreFront base URL

m Sawve object’s definition

Related topics:
Data model

Creating a Citriz listener
ICA wvia Citriz StoreFront
Citriz StoreFront (HT'TP)
e [CA

ICA configuration file

6.1.1.2 Creating an HTTP server

6.1. Creating a server 161



Fudo PAM 3.10 - System Documentation, Release is not supported

Note:
e A server object can be linked to only one anonymous account.

e A server object can be linked to only one forward account.

1. Select Management > Servers.

2. Click + Add.

Management

Create new safe 1

10.0,35.1

10.0.35.1 4 manths, 1 week ago

MSSQL-10.0.35.1 M3 S0L (TDS) 10.0.35.1 1433 reEver
MYSQL-0-10.0.35.52 MySQL 10.0.35.52 3306 2 years, 5 months ago
MYSOL-10.0035.1 MySQaL 10.0.35.1 3306 mever
ORACLE-10.0.40.148 Cirache 10.0.40.148 15 2 years, 5 months ago
RDP-0-10.0.35.54, ADP-0-10.0.35.54-AN.... RDP 10.0.35.54 33a8 1 year ago
ROP-10.0.8.103 ROP 10.0.8.703 3348 1 year ago

Enter server’s unique name.
Select Blocked option to disable access to server after it’s created.

Select HTTP from the Protocol drop-down list.

SR AN

Enter value of the HTTP timeout parameter, determining the time period of inactivity
(expressed in seconds), after which the user will have to authenticate again.

~

Enter optional description, which will help identifying this server object.
8. In the Permissions section, add users allowed to manage this object.
9. In the Destination host section, enter server’s IP address and port number.

10. From the Bind address drop-down list, select Wheel Fudo PAM IP address used for com-
municating with this server.

Note:

e The Bind address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled IP
addresses).

e In case of cluster configuration, select a labeled IP address from the Bind address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

11. Specify the monitored resource in the HTTP host field.

12. Select the Use TLS options to connect to monitored server over TLS.

13. Select the Enable SSLv2 support to support SSL v2 encrypted connections.
14. Select the Enable SSLv3 support to support SSL v3 encrypted connections.

15. Click to upload CA certificate.
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16. Click to download server key.
17. Click Save.

Management F"l.lljl:l. & admin ~ 7
Server
Genaral
Protocal Grrp t e Select connection protocol
HTTP timeout (901 Enter HTTP connection timeout
Enable S5Lv2 suppart Select to enable SSL v2 encrypted connections
Enable S5Lv3 support Select to enable SSL v3 encrypted connections
Description Add optional description
Permissions

Granted users

Users allowed to manage this object

Address ( I Port [ B0 )
e
S—
se s

Server certificate Connect to server over TLS

Destination host

Server's |P address and port number

Click to download server's certificate

Click to upload server's certificate

SHA1

m Save object’s definition

Related topics:
e Data model
e System initiation
o Users

Listeners

Safes

Accounts

6.1.1.3 Creating an ICA server

1. Select Management > Servers.

2. Click + Add.
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Management

Create new safe 1

10.0.35.1 S8H 10.0.35.1 22 4 months, 1 week ago

MSSOL-10.0.35.1 MS S0L (TDS) 10.0.35.1 1433 never
MYSQL-0-10.0.35.52 MyS0L 10.0.35.52 3306 2 years, 5 months ago
MYSOL-10.0035.1 MySQaL 10.0.35.1 3306 mever
ORACLE-10.0.40.148 Cirache 10.,0.40.148 152 2 years, 5 months ago
ROP-0-10.0.35.54, ADP-0-10.0.35.54-AN.... ROP 10.0.35.54 3380 1 year ago
ROP-10.0.8.103 ROP 10.0.8.103 388 1 year aga

3. Enter server’s unique name.

4. Select Blocked option to disable access to server after it’s created.

5. Select ICA from the Protocol drop-down list.

6. Enter optional description, which will help identifying this server object.

7. In the Permissions section, add users allowed to manage this object.

8. In the Destination host section, enter server’s IP address and port number.

9. From the Bind address drop-down list, select Wheel Fudo PAM IP address used for com-
municating with this server.

Note:

e The Bind address drop-down list elements are IP address defined in the Network con-

figuration menu (Network interfaces configuration) or labeled 1P addresses (Labeled IP
addresses).

In case of cluster configuration, select a labeled IP address from the Bind address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

10.
11.
12.

13.

14.
15.

Select the Use TLS options to connect to monitored server over TLS.
Select the Enable SSLv2 support to support SSL v2 encrypted connections.
Select the Enable SSLv3 support to support SSL v3 encrypted connections.

Click |_| to upload CA certificate.

Click |_| to download server key.

Click Save.
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Management Fudo & admin - T

Server

General ’ .
Unique object name —

Disable access after object is created

Protocol tm 8@ Select connection protocol

Deecription [ Add optional description

Users allowed to manage this object

Permissions

Granted users

Settings Destination host
_ Semver's IP address and port number

Address

Bind address L.Arrv : Source IP address

Connect to server over TLS

Enable SSLV2 suppert Select to enable S5L v2 encrypted connections
Enable SSLv3 support Select to enable 351 v3 encrypted connections

Server certificate

Click to download sermver's certificate

Click to upload server's certificate

SHA1

m Save object's definition

Related topics:

Data model
o /CA

Creating an ICA listener
ICA configuration file
o /CA

6.1.1.4 Creating a Modbus server

Note:
e A server object can be linked to only one anonymous account.

e A server object can be linked to only one forward account.

1. Select Management > Servers.

2. Click + Add.
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.
Create new safe 1

Management

S8H 10.0.35.1

10.0.35.1

4 months, 1 week ago

MSSQAL-10.035.1 MS S0L (TDS) 10.0.35.1 1433 naver
MYSQL-0-10.0.35.52 MyS0L 10.0.35.52 3306 2 years, 5 months ago
MYSOL-10.0035.1 MySQaL 10.0.35.1 3306 never
ORACLE-10.0.40.148 Oracke 10.0.40.148 1521 2 years, 5 months age
ROP-0-10.0.35.54, ADP-0-10.0.35.54-AN.... ROP 10.0.35.54 3380 1 year ago
ROP-10.0.8.103- ROP 10.0.8.108 3388 ! year ago

3. Enter server’s unique name.

4. Select Blocked option to disable access to server after it’s created.

5. Select Modbus from the Protocol drop-down list.

6. Enter optional description, which will help identifying this server object.

7. In the Permissions section, add users allowed to manage this object.

8. In the Destination host section, enter server’s IP address and port number.

9. From the Bind address drop-down list, select Wheel Fudo PAM IP address used for com-
municating with this server.

Note:

e The Bind address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled 1P addresses (Labeled IP
addresses).

e In case of cluster configuration, select a labeled IP address from the Bind address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

10. Click Save.

Management

Protocal Q-!oanm ‘= Select connection protocol
Description ( Add optional description

Permissions

Granted users

Users allowed to manage this object

Address ( | Port | s02 )
Bind address (Any Cam Source P address

m Save object’s definition

Destination host

Server's |P address and port number

Related topics:
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Data model

System initiation
e Users
Listeners

Safes

Accounts

6.1.1.5 Creating a MS SQL server

Note:
e A server object can be linked to only one anonymous account.

e A server object can be linked to only one forward account.

1. Select Management > Servers.

2. Click + Add.

Management

Create new safe 7

10.0.35.1 S8H 10.0.35.1 22 4 months, 1 week ago

MSSQL-10.035.1 MS S0L (TDS) 10.0.35.1 1433 naver
MYSQL-0-10.0.35.52 MyS0L 10.0.35.52 3306 2 years, 5 months ago
MYSOL-10.0.35.1 MySQL 10.0.35.1 3306 mever
ORACLE-10.0.40.148 Oracke 10.0.40.148 1521 2 yoars, 5 months ago
ROP-0-10.0.35.54, ADP-0-10.0.35.54-AN.... RDP 10.0.35.54 3380 1 year ago
ROP-10.0.8.103 RDP 10.0.8.103 388 1 year ago

3. Enter server’s unique name.

4. Select Blocked option to disable access to server after it’s created.

5. Select MS SQL (TDS) from the Protocol drop-down list.

6. Enter optional description, which will help identifying this server object.

7. In the Permissions section, add users allowed to manage this object.

8. In the Destination host section, enter server’s IP address and port number.

9. From the Bind address drop-down list, select Wheel Fudo PAM IP address used for com-
municating with this server.

Note:

e The Bind address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled IP
addresses).

e In case of cluster configuration, select a labeled IP address from the Bind address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.
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10. Click Sawve.

.
Management & admin -~ 7

Server

General Unique object name [l

Disable access after object is created

Pratocal @s S (T0S) ‘@ Select connection protocol

Description ( Add optional description

Permissicns

Granted users

Users allowed to manage this object

adaress ot | 1423 )
Bind address Lmy B Source IP address

m Save object's definition

Destination host

Server's |P address and port number

Related topics:

e Data model

o System initiation
e Users

Listeners

Safes

Accounts

6.1.1.6 Creating a MySQL server

Warning;: Please note that the MySQL server caching sha2_password plu-
gin isn’t supported by Fudo PAM. Supportable MySQL plugins by Fudo PAM are
mysql_native_password and mysql_old_password. Server plugin should be set to
mysql_native_password in /etc/mysql/mysql.conf.d/mysqld.cnf and a User object is
created with mysql_native_password plugin.

Note:
e A server object can be linked to only one anonymous account.

e A server object can be linked to only one forward account.

1. Select Management > Servers.

2. Click + Add.
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.
Create new safe 1

Management

10.0.35.1

S8H 10.0.35.1

4 months, 1 week ago

MSSQAL-10.035.1 MS S0L (TDS) 10.0.35.1 1433 naver
MYSQL-0-10.0.35.52 MyS0L 10.0.35.52 3306 2 years, 5 months ago
MYSOL-10.0035.1 MySQaL 10.0.35.1 3306 never
ORACLE-10.0.40.148 Oracke 10.0.40.148 1521 2 years, 5 months age
ROP-0-10.0.35.54, ADP-0-10.0.35.54-AN.... ROP 10.0.35.54 3380 1 year ago
ROP-10.0.8.103- ROP 10.0.8.108 3388 ! year ago

3. Enter server’s unique name.

4. Select Blocked option to disable access to server after it’s created.

5. Select MySQL from the Protocol drop-down list.

6. Enter optional description, which will help identifying this server object.

7. In the Permissions section, add users allowed to manage this object.

8. In the Destination host section, enter server’s IP address and port number.

9. From the Bind address drop-down list, select Wheel Fudo PAM IP address used for com-
municating with this server.

Note:

e The Bind address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled 1P addresses (Labeled IP
addresses).

e In case of cluster configuration, select a labeled IP address from the Bind address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

10. Click Save.

Management

‘= Select connection protocol
Description ( Add optional description

Permissions

Granted users

Users allowed to manage this object

Destination host

Server's |P address and port number

Address ( Port | 3306 )

Bind address (Any Cam Source P address
m Save object’s definition

Related topics:

6.1. Creating a server 169



Fudo PAM 3.10 - System Documentation, Release is not supported

Data model

System initiation
e Users
Listeners

Safes

Accounts

6.1.1.7 Creating an Oracle server

Note:
e A server object can be linked to only one anonymous account.

e A server object can be linked to only one forward account.

1. Select Management > Servers.

2. Click + Add.

Management

Create new safe 7

10.0.35.1 S8H 10.0.35.1 22 4 months, 1 week ago

MSSQL-10.035.1 MS S0L (TDS) 10.0.35.1 1433 naver
MYSQL-0-10.0.35.52 MyS0L 10.0.35.52 3306 2 years, 5 months ago
MYSOL-10.0.35.1 MySQL 10.0.35.1 3306 mever
ORACLE-10.0.40.148 Oracke 10.0.40.148 1521 2 yoars, 5 months ago
ROP-0-10.0.35.54, ADP-0-10.0.35.54-AN.... RDP 10.0.35.54 3380 1 year ago
ROP-10.0.8.103 RDP 10.0.8.103 388 1 year ago

Enter server’s unique name.

Select Blocked option to disable access to server after it’s created.

Select Oracle from the Protocol drop-down list.

Enter optional description, which will help identifying this server object.
In the Permissions section, add users allowed to manage this object.

In the Destination host section, enter server’s IP address and port number.

From the Bind address drop-down list, select Wheel Fudo PAM IP address used for com-
municating with this server.

e ® N e otk W

Note:

e The Bind address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled IP
addresses).

e In case of cluster configuration, select a labeled IP address from the Bind address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.
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10. Click Sawve.

Management

Sarver

General Unique object name —]
Name l )

Disable access after object is created

Protacal @mcla ‘5 Select connection protocol

Description ( Add optional description

Permissions

Granted users

Users allowed to manage this object

Destination host

Server's |P address and port number

adaress Pon | 1521 )

Bind address (W Source IP address
=

Save object's definition

Related topics:

e Data model

o System initiation
o Users

Listeners

Safes

Accounts

6.1.1.8 Creating an RDP server

Note:
e A server object can be linked to only one anonymous account.

e A server object can be linked to only one forward account.

1. Select Management > Servers.

2. Click + Add.
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Management

e ° N e ok W

10.

Create new safe 1

10.0.35.1 S8H 10.0.35.1 22 4 months, 1 week ago

MSSOL-10.0.35.1 MS S0L (TDS) 10.0.35.1 1433 never
MYSQL-0-10.0.35.52 MyS0L 10.0.35.52 3306 2 years, 5 months ago
MYSOL-10.0035.1 MySQaL 10.0.35.1 3306 mever
ORACLE-10.0.40.148 Cirache 10.,0.40.148 152 2 years, 5 months ago
ROP-0-10.0.35.54, ADP-0-10.0.35.54-AN.... ROP 10.0.35.54 3380 1 year ago
ROP-10.0.8.103 ROP 10.0.8.103 388 1 year aga

Enter server’s unique name.

Select Blocked option to disable access to server after it’s created.

Select RDP from the Protocol drop-down list.

From the Security drop-down list, select RDP connection security mode.

Enter optional description, which will help identifying this server object.

In the Permissions section, add users allowed to manage this object.

In the Destination host section, enter server’s IP address and RDP service port number.

From the Bind address drop-down list, select Wheel Fudo PAM IP address used for com-
municating with this server.

Note:

The Bind address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled 1P
addresses).

In case of cluster configuration, select a labeled IP address from the Bind address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

10.

11.
12.

Click |_| to upload CA certificate.

Click |_| to download server key.

Click Sawve.
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Fudo &admin- 7

Server

General Unigque object name —
- )

Disable access after object is created

Protocal [HLJP i Select connection protocol

Security (E”“ﬁ"“—“’ ROF Securiy (TLA) + NLA ¢ Select RDP security mode
Description ( Add optional description

Permissions

Granted users

Destination host Users allowed to manage this object

Semver's |P address and port number

IF asdress ( ! Port | 3380 )

Bind address ( ikl $ Source |P address

CA certificate

Click to upload CA certificate Q

Sarver certificate O

Click to download server's certificate

BHA1

E Save object’s definition

Related topics:

e Data model

System initiation
e Users
Listeners

Safes

Accounts

6.1.1.9 Creating an SSH server

Note:

e A server object can be linked to only one anonymous account.
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A server object can be linked to only one forward account.

1.
2.

Management

Select Management > Servers.

Click + Add.

Create new safe ?

10.0,38.1 S8H 10.0.35.1 22 4 manths, 1 week ago

MSS0L-10.0.35.1 M3 S0L (TDS) 10.0.35.1 1433 0
MYSQL-0-10.0.35.52 MySQL 10.0.35.52 306 2 years, 5 months ago
MYSOL-10.0.35.1 MySQL 10.0.35.1 3306 reEver
ORACLE-10.0.40.148 Qracky 10.0.40.148 1521 2 years, & months ago
ROP-D-10.0.35.54, ADP-0-10.0.35.54-AN. . RDP 10.0.35.54 3380 1 yearago
ROP-10.0.8.103: RDP 10.0.8.108 3388 1yearage

3. Enter server’s unique name.

4. Select Blocked option to disable access to server after it’s created.

5. Select SSH from the Protocol drop-down list.

6. Enter optional description, which will help identifying this server object.

7. In the Permissions section, add users allowed to manage this object.

8. In the Destination host section, enter server’s IP address and SSH service port number.

9. From the Bind address drop-down list, select Wheel Fudo PAM IP address used for com-
municating with this server.

Note:

e The Bind address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled IP
addresses).

e In case of cluster configuration, select a labeled IP address from the Bind address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

10. Click the fetch key icon to download server’s public key.
11. Click Sawve.
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Management F"leu’ &admin - 7

Sarver

General Unique object name Je

Disable access after object is created

— P Seioct connection protocol

Feg Select connection protocol

Description Add optional description

Permissions

Grafnted userns

Destination host Users allowed to manage this object

Server's IP address and port number

Address ( Pon | =22 )
Bind address Lm, s Source IP address
Sarver public key Q

m Save object’s definition

Related topics:

Data model

System initiation
o Users
Listeners

Safes

Accounts

6.1.1.10 Creating a Telnet server

Note:
e A server object can be linked to only one anonymous account.
e A server object can be linked to only one forward account.

e In case of Telnet connections over forward and regular accounts, users are asked to provide
their login credentials twice. First time to authenticate against Wheel Fudo PAM and then
to connect to the target host.

1. Select Management > Servers.

2. Click + Add.
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Management

Create new safe 1

10.0.35.1 S8H 10.0.35.1 22 4 months, 1 week ago

MSSOL-10.0.35.1 MS S0L (TDS) 10.0.35.1 1433 never
MYSQL-0-10.0.35.52 MyS0L 10.0.35.52 3306 2 years, 5 months ago
MYSOL-10.0035.1 MySQaL 10.0.35.1 3306 mever
ORACLE-10.0.40.148 Cirache 10.,0.40.148 152 2 years, 5 months ago
ROP-0-10.0.35.54, ADP-0-10.0.35.54-AN.... ROP 10.0.35.54 3380 1 year ago
ROP-10.0.8.103 ROP 10.0.8.103 388 1 year aga

3. Enter server’s unique name.

4. Select Blocked option to disable access to server after it’s created.

5. Select Telnet from the Protocol drop-down list.

6. Enter optional description, which will help identifying this server object.

7. In the Permissions section, add users allowed to manage this object.

8. In the Destination host section, enter server’s IP address and port number.

9. From the Bind address drop-down list, select Wheel Fudo PAM IP address used for com-
municating with this server.

Note:

e The Bind address drop-down list elements are IP address defined in the Network con-

figuration menu (Network interfaces configuration) or labeled 1P addresses (Labeled IP
addresses).

In case of cluster configuration, select a labeled IP address from the Bind address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

10.
11.
12.

13.

14.
15.

Select the Use TLS options to connect to monitored server over TLS.
Select the Enable SSLv2 support to support SSL v2 encrypted connections.
Select the Enable SSLv3 support to support SSL v3 encrypted connections.

Click |_| to upload CA certificate.

Click |_| to download server key.

Click Save.
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Fudo® &admin- 2

Server

General . y
Unique object name —

Name

Biocked Disable access after object is created

Protocol | Teinet E Select connection protocol
Description | Add optional description

Permissions

Granted users

Destination host

IF address

Bind address

Enable S5Lv2 support

Enable S5Lv3 support

CA certificate

Server certificate O

Click to download server's certificate

m Save object’s definition

Related topics:

e Data model
o System initiation
o Users

Listeners

Safes

Accounts

6.1.1.11 Creating a Telnet 3270 server

Note:
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A server object can be linked to only one anonymous account.
A server object can be linked to only one forward account.

In case of Telnet connections over forward and regular accounts, users are asked to provide
their login credentials twice. First time to authenticate against Wheel Fudo PAM and then
to connect to the target host.

Management

© © N o o e W

. Select Management > Servers.

. Click + Add.

Create new safe 7

10.0,38.1 S8H 10.0.35.1 22 4 manths, 1 week ago

MSSOL-10.0.35.1 MS S0L (TDS) 10.0.35.1 1433 Ve
MYSOL-0-10.0.35.52 MySOL 10.0.35.52 306 2 years, 5 months ago
MYSOL-10.0035.1 MySQL 10.0.35.1 3306 never
QRACLE-10.0.40.148 Ciracke 10.0.40.148 1521 2 yoars, 5 months ago
ROF-0-10.0.35.54, ADP-0-10.0.35.54-AN.... RDP 10.0.35.54 3388 1 year ago
ROP-10.0.8.103 ROP 10.0.8.703 388 1 year ago

Enter server’s unique name.

Select Blocked option to disable access to server after it’s created.

Select Telnet 3270 from the Protocol drop-down list.

Enter optional description, which will help identifying this server object.
In the Permissions section, add users allowed to manage this object.

In the Destination host section, enter server’s IP address and port number.

From the Bind address drop-down list, select Wheel Fudo PAM IP address used for com-
municating with this server.

Note:

The Bind address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled IP
addresses).

In case of cluster configuration, select a labeled IP address from the Bind address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

10.
11.
12.

13.

14.
15.

Select the Use TLS options to connect to monitored server over TLS.
Select the Enable SSLv2 support to support SSL v2 encrypted connections.
Select the Enable SSLv8 support to support SSL v3 encrypted connections.

Click to upload CA certificate.

Click to download server key.

Click Sawve.
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Fudo® &admin- 2

Server

General . y
Unique object name —

Name

Biocked Disable access after object is created

Protocol | Tenet 3270 $ Select connection protocal
Description | Add optional description

Permissions

Granted users

Destination host

IF address

Bind address

Enable S5Lv2 support

Enable S5Lv3 support

CA certificate

Server certificate O

Click to download server's certificate

m Save object’s definition

Related topics:

e Data model
o System initiation
o Users

Listeners

Safes

Accounts

6.1.1.12 Creating a Telnet 5250 server

Note:
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A server object can be linked to only one anonymous account.
A server object can be linked to only one forward account.

In case of Telnet connections over forward and regular accounts, users are asked to provide
their login credentials twice. First time to authenticate against Wheel Fudo PAM and then
to connect to the target host.

Management

© © N o o e W

. Select Management > Servers.

. Click + Add.

Create new safe 7

10.0,38.1 S8H 10.0.35.1 22 4 manths, 1 week ago

MSSOL-10.0.35.1 MS S0L (TDS) 10.0.35.1 1433 Ve
MYSOL-0-10.0.35.52 MySOL 10.0.35.52 306 2 years, 5 months ago
MYSOL-10.0035.1 MySQL 10.0.35.1 3306 never
QRACLE-10.0.40.148 Ciracke 10.0.40.148 1521 2 yoars, 5 months ago
ROF-0-10.0.35.54, ADP-0-10.0.35.54-AN.... RDP 10.0.35.54 3388 1 year ago
ROP-10.0.8.103 ROP 10.0.8.703 388 1 year ago

Enter server’s unique name.

Select Blocked option to disable access to server after it’s created.

Select Telnet 5250 from the Protocol drop-down list.

Enter optional description, which will help identifying this server object.
In the Permissions section, add users allowed to manage this object.

In the Destination host section, enter server’s IP address and port number.

From the Bind address drop-down list, select Wheel Fudo PAM IP address used for com-
municating with this server.

Note:

The Bind address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled IP
addresses).

In case of cluster configuration, select a labeled IP address from the Bind address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

10.
11.
12.

13.

14.
15.

Select the Use TLS options to connect to monitored server over TLS.
Select the Enable SSLv2 support to support SSL v2 encrypted connections.
Select the Enable SSLv8 support to support SSL v3 encrypted connections.

Click to upload CA certificate.

Click to download server key.

Click Sawve.
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Fud u' &admin- P

Server

General . y
Unique object name —

Name

Blocked Disable access after object is created

Protocol | Tenet 5250 ¢ Select connection protocal
Description | Add optional description

Permissions

Granted users

Destination host

IF address

Bind address

Enable S5Lv2 support

Enable S5Lv3 support

CA certificate

Server certificate O

Click to download server's certificate

m Save object’s definition

Related topics:

e Data model
o System initiation
o Users

Listeners

Safes

Accounts

6.1.1.13 Creating a VNC server

Note:
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e A server object can be linked to only one anonymous account.

e A server object can be linked to only one forward account.

1. Select Management > Servers.

2. Click + Add.

Management

Create new safe 1

10.0.35.1 S8H 10.0.35.1 22 4 months, 1 week ago

MSSOL-10.0.35.1 MS S0L (TDS) 10.0.35.1 1433 never
MYSQL-0-10.0.35.52 MyS0L 10.0.35.52 3306 2 years, 5 months ago
MYSOL-10.0035.1 MySQaL 10.0.35.1 3306 mever
ORACLE-10.0.40.148 Cirache 10.,0.40.148 152 2 years, 5 months ago
ROP-0-10.0.35.54, ADP-0-10.0.35.54-AN.... ROP 10.0.35.54 3380 1 year ago
ROP-10.0.8.103 ROP 10.0.8.103 388 1 year aga

3. Enter server’s unique name.

4. Select Blocked option to disable access to server after it’s created.

5. Select VNC from the Protocol drop-down list.

6. Enter optional description, which will help identifying this server object.

7. In the Permissions section, add users allowed to manage this object.

8. In the Destination host section, enter server’s IP address and port number.

9. From the Bind address drop-down list, select Wheel Fudo PAM IP address used for com-
municating with this server.

Note:

e The Bind address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled 1P addresses (Labeled IP
addresses).

e In case of cluster configuration, select a labeled IP address from the Bind address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

10. Click Sawve.
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Management

‘= Select connection protocol
Description ( Add optional description

Permissions

Granted users

Destination host
Server's |P address and port number

aiorees (@ oo )

Bind address. (Anv Cam Source IP address

m m Save object’s definition

Related topics:

e Data model

System initiation
o Users
Listeners

Safes

Accounts

6.1.1.14 Creating a TCP server

1. Select Management > Servers.

2. Click + Add.

Create new safe 1

Management

© Block & Unblock

100,381 S8H 10.0.35.1 22 4 manths, 1 week ago
MSSQL-10.0.35.1 M5 S0L (TDS) 10.0.35.1 1433 reEver
MYSQL-0-10.0.35 52 MySaL 10.0.35.52 3306 2 years, 5 months ago
MYSOL-10.0.35.1 MySaL 10.0.35.1 3306 never
ORACLE-10.0.40.148 Oracke 10.0.40.148 1521 2 years, 5 months age
ROP-D-10.0.35.54, ADP-0-10.0.35.54-AN.. RDP 10.0.35.54 3380 1 yearago
ROP-10.0.8.103- ROP 10.0.8.103 3388 1 year ago

3. Enter server’s unique name.
4. Select Blocked option to disable access to server after it’s created.
5. Select TCP from the Protocol drop-down list.

6. Enter optional description, which will help identifying this server object.
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7. In the Permissions section, add users allowed to manage this object.
8. In the Destination host section, enter server’s IP address and port number.

9. From the Bind address drop-down list, select Wheel Fudo PAM IP address used for com-
municating with this server.

Note:

e The Bind address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled IP
addresses).

e In case of cluster configuration, select a labeled IP address from the Bind address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

10. Select the Use TLS options to connect to monitored server over TLS.
11. Select the Enable SSLv2 support to support SSL v2 encrypted connections.
12. Select the Enable SSLv8 support to support SSL v3 encrypted connections.

13. Click the to upload CA certificate.

14. Click the fetch server’s certificate.
15. Click Save.
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Fudo® &admin- P

Server

General ) .
Unigue object name —
name )

Blocked Disable access after object is created

3 Select connection protocol
Add optional description

Users allowed to manage this object

Description

Permissions

Granted users

Destination host Server's IP address and port number

IP address

Bind address (My B Source P address

- Connect to server over TLS

Enable S5Lv2 support Select to enable SSL v2 encrypted connections
Enable S5Lv3 support Select to enable SSL v3 encrypted connections

CA certificate

Click to upload CA certificate

SHAT

Server certificate

o

Click to download server's certificate

SHA1

m Save object’s definition

Related topics:
o TCP

e Data model

e Creating a TCP listener

6.1.2 Dynamic server

Wheel Fudo PAM enables defining a group of automatically managed servers deployed within a
specified network. When a user is trying to establish a connection with a specific resource that
is within the defined network, Wheel Fudo PAM verifies whether he has sufficient privileges and
automatically adds host within the existing dynamic servers object, downloads its certificate
and establishes a monitored connection.

6.1.2.1 Creating a dynamic servers group

1. Select Management > Servers.

2. Click + Add.
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Management

Create new safe 1

10.0.35.1 S8H 10.0.35.1 22 4 months, 1 week ago

MSSOL-10.0.35.1 MS S0L (TDS) 10.0.35.1 1433 never
MYSQL-0-10.0.35.52 MyS0L 10.0.35.52 3306 2 years, 5 months ago
MYSOL-10.0035.1 MySQaL 10.0.35.1 3306 mever
ORACLE-10.0.40.148 Cirache 10.,0.40.148 152 2 years, 5 months ago
ROP-0-10.0.35.54, ADP-0-10.0.35.54-AN.... ROP 10.0.35.54 3380 1 year ago
ROP-10.0.8.103 ROP 10.0.8.103 388 1 year aga

Enter server’s unique name.
Select Blocked option to disable access to server after it’s created.

Select desired protocol and define corresponding configuration parameters.

AN B

In the Destination host section, enter server’s IP address, subnet mask in CIDR format
and port number.

7. From the Bind address drop-down list, select Wheel Fudo PAM IP address used for com-
municating with this server.

Note: The Bind address drop-down list elements are IP address defined in the Network
configuration menu. Refer to Network interfaces configuration for more information on managing
physical interfaces.

8. Click the |_‘ icon to upload the CA certificate used for generating certificates for dyna-
mically added servers.

9. Fill in the rest of the parameters and click Sawve.
6.1.2.2 Adding a single host to a servers group

1. Select Management > Servers.

2. Find and click desired servers group object.

Note: Server group objects are marked with the & icon.

Management

Servers + Add © Block © Unblock W Delete T Add filter Search... Q
1 RDP1 RDP 10.0.70.235 3389 never
) servers_group SSH 10.0.150.0 24 22 never

T) servers_group_2 RDP 10.0.150.0 & 24 3389 never

3. Click + Add host.

4. Provide server’s IP address.

5. Click the _‘ icon to download server’s certificate.
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6. Click Save.
Related topics:
e Data model

e Static server

6.2 Editing a server

1. Select Management > Servers.

2. Find and click desired object to open its configuration page.

Management Fudo & admin~ P
Barvars + Add & Block & Unblock Delate T Add filter ~ Search Q
S8H 10.0.35.1 22 4 months, 1 week ago
MS S0L (TDS) 10.0.35.1 1433 naver
MySCL 10.0.35.52 3906 2 years, 5 months ago
. MySQL 10.0.35.1 3306 naver
ORACLE-10.0.40.148 Oracke 10.0.40.148 1821 2 years, 5 months ago
RDP-0-10.0.35.54, ADP-0-10.0.35.54-AN... RDP 10.0.35.54 3388 1 year ago
RDP-10.0.8.103- ROP 10.0.6.103 3388 1 year ago
Note: Define filters to limit the number of objects displayed on the list.
3. Modify configuration parameters as needed.
Note: Unsaved changes are marked with the "= icon.
General Unsaved changes
Login: |ohn_amith
Blocked
Account walidity | rcedinie H
Hol-memi 3
4. Click Save.
Related topics:
e Data model
e System initiation
o Users
o [Listeners
e Safes
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o Accounts

6.3 Blocking a server

Wheel Fudo PAM allows blocking access to given server for all users.

Warning: Blocking a server will terminate current connections with the given server.

1. Select Management > Servers.

2. Find and select desired objects.

Note: Define filters to limit the number of objects displayed on the list.

3. Click Block.

Management

Servers
Select object

0 00351 QIEERUECEEEMCLLERE S8H 10,0351 22 4 manths, 1 wesk aga
MSSOL-10.0035.1 MS S0L (TDS) 10.0.35.1 1433 raver
MYSQL-0-10.0.35.52 MySQaL 10.0.35.52 3306 2 years, 5 months ago
MYSQL-10.0035.1 My3QL 10.0.35.1 3306 revesr
QRACLE-10.0.40.148 Qrracie 10.0.40.148 1521 2 years, % months age
ROP-0-10.0.35.54, ADP-0-10,0,35.54-AN... ROP 10.0.35.54 3388 1 year ago
ROP-10.0.8.103- ROP 10.0.6.103 3388 1 yearago

4. Optionally, provide blocking reason and click Confirm.

Note: To view the blocking reason, place the cursor over the ® icon on the servers list.

Block objects

Related topics:
e Data model
e System initiation

o Users

Listeners

Safes

Accounts
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6.4 Unblocking a server

Warning: Blocking a server will terminate current connections with the given server.

1. Select Management > Servers.

2. Find and select desired objects.

Note: Define filters to limit the number of objects displayed on the list.

3. Click Unblock.

5 & Dalote ¥ Add fitter v Search... Q
Select object
0.35.1 Activate selected objects ssH 10.0.35.1 22 4 months, 1 week ago -

MSSOL-10.0.35.1 MS S0L (TDS) 10.0.35.1 1433 nevar

MYS0L-0-10.0.35.52 MySaL 10.0.35.52 306 2 years, 5 manths ago
MYSOL-1000035.1 MySaL 10.0.35.1 3306 newar

ORACLE-10.0.40.148 Orache 10.0.40.143 1E1 2 years, 5 months ago
ROF-0-10.0.35.54, ADP-0-10.0.35.54-AN.... RO# 10.0.35.54 3388 1 yesr ago

ROP-10.0.8.102- ROP 10,0.8,103 3388 1yewago

4. Click Confirm to unblock selected objects.

Unblock objects *

A@ i BUM YOu want % unbkoci 1 obgect?

Cancel Confirm

Confirm unblocking selected objects

Related topics:
e Data model
e System initiation
o Users

Listeners

Safes

Accounts
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6.5 Deleting a server

Warning: Deleting a server definition will terminate current connections with the given
server.

6.5.1 Deleting a static server definition

1. Select Management > Servers.

2. Find and select desired objects.

Note: Define filters to limit the number of objects displayed on the list.

3. Click Delete.

Management

10.0.35.1 4 manths, 1 week ago

MSSOL-10.0035.1 M3 S0L (TDS) 10.0.35.1 1433 never
MYSQL-0-10.0.35.52 MySQaL 10.0.25.52 3306 2 years, 5 months age
MYSOL-10.0035.1 MySOL 10.0.35.1 3306 v
ORACLE-10.0.40.145 Oracle 10.0.40.148 1521 2 years, & months ago
ROP-0-10.0.35.54, ADP-0-10,0,35.54-AN.... RODP 10.0.35.54 3388 1 y&ar ago
ROF-10.0.8.103- ROF 10.0.8.103 3388 1 year ago

4. Confirm deletion of selected objects.

Dalete objects

APE U BUMS YOu want 1 dekets 1 ot

e -

Confirm deleting selected objects

6.5.2 Deleting a dynamically added host

1. Select Management > Servers.

2. Find and click desired dynamic servers object.

3. In the Destination host section, find desired host and click the i jcon.
Destination host

P address 100,150,150 43 Pat | 22

Bind address Any

10.0.150.150 (&}

Delete selected host
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4. Click Save.
Related topics:

e Data model

e System initiation

o Users

e [Listeners

e Safes

o Accounts

6.5. Deleting a server 191



ROZDZIAL [

Accounts

Account defines the privileged account existing on the monitored server. It specifies the actual
login credentials, user authentication mode: anonymous (without user authentication), regular
(with login credentials substitution) or forward (with login and password forwarding); password
changing policy as well as the password changer itself.

Note: In case of Telnet connections, user has to go through authentication process twice. First
time to authenticate against Wheel Fudo PAM and then to connect to the target host.

Deactivate selected accounts memmmmnn U clete selected accounts
Management TR T SRR T Define objects list filtering ™ - ?

Accounts | Lﬂ- Bluk) Le unnm) Ln mmJ Soarch. Q

aoc Cent0S all regular Static, without restrictions None
admN@win2012 Windows2012 all reguiar Saatic, wihout restrictions None
Windows? all regular Static, without restrictions None
all ananymous None None
all regular Static, without restrictions None

joe@FreeBS0N0 FreeB5010 all reguiar Random, 8 length, change 1hour Linix Account over S5H
roct@CantO5 Cant05 all regular Static, with Nona
rect@iresbsd 10 Free8S010 all regular Nene
T e al requr Statlc, wihout restrictors Nom
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7.1 Creating an account

Warning: Obiekty modelu danych: sejfy, uzytkownicy, serwery, konta i gniazda nastu-
chiwania sa replikowane w ramach klastra i nie nalezy dodawaé ich recznie na kazdym z
weztow. W przypadku probleméw z replikacja danych, skontaktuj sie z dzialem wsparcia
technicznego.

7.1.1 Creating an anonymous account

1. Select Management > Accounts.

2. Click + Add.

Management

Create new account

B Delete [ Timestamp T Add filter Q

10,0,35.1 all regular Static, without restrictions

admintserwerd

serwerd all reguiar Static, without restri

administrator at RDP-0-10.0.35.54, RD... RODP-0-10.0.35.54, RDP-0-10.0,35.54-ANONYMOUS all regular Static, without

soministratoraensen serwer all reguiar Static, wlhout

administrator@senser? serwar2 all reguiar Static, without restrictions  Nona

anonymous SSH-0-10.0.35.52 all anonymous  None None

. Define object’s name.

3
4. Select Blocked option to disable account after it’s created.
5. Select anonymous from the Type drop-down list.

6

. Select desired session recording option.

e all - Fudo PAM saves session metadata (basic session information), records
raw network traffic (RAW file) and stores session data in internal file format
(FBS). The latter enables session playback using the built-in session player,
as well as exporting sessions to a selection of video file formats.

e raw - Fudo PAM saves session metadata (basic session information) and
records raw network traffic (RAW file). The raw data can be downloaded
but it cannot be played back in graphical form using the built-in session
player (session player only depicts the networks packet exchange between
the client and the target host).

e none - Fudo PAM saves only session metadata (basic session information).

7. Select the OCR sessions option to fully index RDP and VNC sessions contents.

Note: Indexing sessions enables full-text content searching.

Warning: OCR is a CPU intensive process and may have negative impact on system’s
performance.

8. Select language used for processing recorded sessions.
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9. In the Mowve session data to external storage after, define the number of days after which
the session data will moved to external storage device.

10. In the Delete session data after field, define the number of days after which the session
data will be deleted.

11. In the Permissions section, add users allowed to manage this object.

12. In the Server section, assign account to a specific server by selecting it from the Server
drop-down list.

13. Click Sawve.

Management

Account

General Unique object name —

- )

Session recording

OCR sessions

Delete sassion data after

Move session data to external
storage after

Permissions ’ .
Users allowed to manage this object

Granted users

Server

Assign account to a server

Save object's definition

Related topics:

e Data model

Deleting an account

Editing an account

Unblocking an account

Blocking an account

7.1.2 Creating a forward account

1. Select Management > Accounts.

2. Click + Add.
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Management

Create new account

¥ Delate

[# Timestamp T Add filter Q

10.0.35.1 all regular
serward all reguiar

administrator at RDP-0-10.0.35.54, RD... RODP-0-10.0.35.54, ADP-0-10.0,35.54-ANONYMOUS all regular

administrator@senser serwert all reguiar Static, without restrictions  None
administrator@sensers serwarz all reguiar Static, without restrictions  None

anonymous SSH-0-10.0.35.52 all anonymous  None None

. Define object’s name.

3
4. Select Blocked option to disable account after it’s created.
5. Select forward from the Type drop-down list.

6

. Select desired session recording option.

e all - Fudo PAM saves session metadata (basic session information), records
raw network traffic (RAW file) and stores session data in internal file format
(FBS). The latter enables session playback using the built-in session player,
as well as exporting sessions to a selection of video file formats.

e raw - Fudo PAM saves session metadata (basic session information) and
records raw network traffic (RAW file). The raw data can be downloaded
but it cannot be played back in graphical form using the built-in session
player (session player only depicts the networks packet exchange between
the client and the target host).

e none - Fudo PAM saves only session metadata (basic session information).

7. Select the OCR sessions option to fully index RDP and VNC sessions contents.

Note: Indexing sessions enables full-text content searching.

Warning: OCR is a CPU intensive process and may have negative impact on system’s
performance.

8. Select language used for processing recorded sessions.

9. In the Mowve session data to external storage after, define the number of days after which
the session data will moved to external storage device.

10. In the Delete session data after field, define the number of days after which the session
data will be deleted.

11. In the Permissions section, add users allowed to manage this object.

12. In the Server section, assign the account to a server by selecting it from the Server drop-
down list.

13. From the Replace secret with drop down list in the Credentials, select desired option.
other account

e From the Account drop-down list, select account object, whose credentials will be used to
authenticate user when establishing connection with monitored server.
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Note: The list contains only objects to which you have been given access permissions.

key
e Click the n icon and select the key type.

e Click the and browse the file system to find the key definition file.

e Click the i icon and select the key type.

e Click the i icon and browse the file system to find the key definition file.
password

e Provide account password.

e Repeat account password.

Note: Two-fold authentication

With two-fold authentication enabled, user is being prompted twice for login credentials. Once
for authenticating against Wheel Fudo PAM and once again for accessing target system.

To enable two-fold authentication, select password from the Replace secret with drop-down list
and leave the password and login fields empty.

password from external repository

e Select external repository.

Note: Authentication by the server

With the Authentication against server option enabled, Wheel Fudo PAM does not verify the
correctness of user credentials. Login information is forwarded to the target host, which verifies
whether the user is allowed to access it. Verification status is returned to Fudo, which establishes
monitored connection. To enable this authentication scenario, select the Authenticate against

server option in the Credentials section (available only for SSH servers and RDP hosts with the
Enhanced RDP Security (TLS) + NLA security option selected).

Credentials

“

Replace secret with —————————

Forward domain

Authenticate against server

14. Select Forward domain option to have the domain name included in the string identifying
the user.

15. Click Save.
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Management Fudo’ &admin- P
Account
General Unique object name g
Name
Blocked
Type

Session recording

OCR sessions

Delete sassion data after

Move session data to external

) storage after
Sattings

Permissions

Granted usars
Server
Server ( % n account to a server
Credentials
Replace secret with §

Forward domain

m Save object’s definition

Related topics:

e Data model

Deleting an account

Editing an account

Unblocking an account

Blocking an account

7.1.3 Creating a regular account

1. Select Management > Accounts.

2. Click + Add.

Management

Create new account

© Block @ Unblock # Delete [# Timestamp T Add fifter ~ Search... a

Accounts |

B account 4 10.0.35.1 all reguiar Static, without restrictions  None
adminserwerd serwerd all reguiar Static, without restrictions  None
administrater at RDP-0-10.0.35.54, RD... RODP-0-10.0.35.54, ADP-0-10.0,35.54-ANONYMOUS all rogular Static, without restrictions  None
administrator@senser] serwert all reguiar Static, without restrictions  None
administrator@sensar? serwarz all reguiar Static, without restrictions  None
anonymous SSH-0-10.0.35.52 all anonymous  None None

3. Define object’s name.

4. Select Blocked option to disable account after it’s created.
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5. Select regular from the Type drop-down list.
6. Select desired session recording option.

e all - Fudo PAM saves session metadata (basic session information), records
raw network traffic (RAW file) and stores session data in internal file format
(FBS). The latter enables session playback using the built-in session player,
as well as exporting sessions to a selection of video file formats.

e raw - Fudo PAM saves session metadata (basic session information) and
records raw network traffic (RAW file). The raw data can be downloaded
but it cannot be played back in graphical form using the built-in session
player (session player only depicts the networks packet exchange between
the client and the target host).

e none - Fudo PAM saves only session metadata (basic session information).

7. Select the OCR sessions option to fully index RDP and VNC sessions contents.

Note: Indexing sessions enables full-text content searching.

Warning: OCR is a CPU intensive process and may have negative impact on system’s
performance.

8. Select language used for processing recorded sessions.

9. In the Mowve session data to external storage after, define the number of days after which
the session data will moved to external storage device.

10. In the Delete session data after field, define the number of days after which the session
data will be deleted.

11. In the Permissions section, add users allowed to manage this object.

12. In the Server section, assign account to a specific server by selecting it from the Server
drop-down list.

13. In the Credentials section, enter privileged account domain.

14. Type in login to the privileged account.

15. From the Replace secret with drop down list, select desired option.
sercret from a different account

e From the Account drop-down list, select account object, whose credentials
will be used to authenticate user when establishing connection with moni-
tored server.

key
e Click the ﬂ icon and select the key type.

e Click the icon and browse the file system to find the file with a non-
passphrase protected private key.

password
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e Provide account password.

e Repeat account password.

Note: Two-fold authentication

With two-fold authentication enabled, user is being prompted twice for login
credentials. Once for authenticating against Wheel Fudo PAM and once again
for accessing target system.

To enable two-fold authentication, select password from the Replace secret with
drop-down list and leave the password and login fields empty.

password from external repository
e Select external repository.

16. Select the defined password changing policy from the Password change policy drop-down
list.

17. In the Password changer section, from the Password changer drop-down list select pas-
sword changer specific for given account.

Unix Account over SSH
e Enter privileged user name.
e Enter privileged user password.
Windows Account over WMI
e Enter privileged user name.
e Enter privileged user password.
MySQL User Account on Unix Server over SSH
e Provide SSH user name.
e Provide SSH account password.

Enter SSH server address.

e Provide SSH service port.

e Enter privileged user name.

e Enter privileged user password.
Cisco Account over Telnet

e Provide privileged mode password.

e Enter privileged user name.

e Enter privileged user password.
Cisco Enable Password over Telnet
e Provide privileged mode password.

e Enter privileged user name.

e Enter privileged user password.
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Cisco Account over SSH

e Provide privileged mode password.

e Enter privileged user name.
e Enter privileged user password.

Cisco Enable Password over SSH

e Provide privileged mode password.

e Enter privileged user name.

e Enter privileged user password.
LDAP

e Enter privileged user name.

e Enter privileged user password.

e Provide LDAP base.

e Upload LDAP CA certificate.
WinRM

e Select target host language.

e Enter privileged user name.

e Enter privileged user password.

Note:

e Select Use an existing account option and select existing account from the drop-down list
to use it for authentication purposes.

e Privileged user account is used for changing the password when system detects that pas-

sword has been changed in an unauthorized way.

18. Click Save.

7.1. Creating an account
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Fudo’ dadmn- 7

Account

General Unique object name —]

& Accounts

Blocked

Type

Session recording

OCH sessions

Delete session data afer Session data retention

Move session data to external

storage after
Permissions
Granted users
Server
Server Assign account to a semver
Credentials
Domain Account domain assignment
-
Replace secrat with ( -------- s Account login credentials
Pasaward change palicy (s-.mic.wnhn.t resirictions Password changing policy

Password changer

Password changer (Nom Password changer

Privileged user [ Privileged account credentials

Privilaged user password

Eﬂ Save object's definition

Related topics:
e Data model
e Fditing an account

e Blocking an account

Unblocking an account

e Deleting an account

7.2 Editing an account

1. Select Management > Accounts.

2. Find and click desired object to open its configuration page.
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Management Fudo’ dsdmin- P
Ascounts + Add & Block © Unblock Delete Timestamp T Add filter - Search. (-}
account_4 10.0.35.1 all reguiar Static, wRhout restrictions  None

serwerd all reguiar Static, without re s MNore

ROP-0-10.0.35.54, ADP-0-10.0.35.54-ANONYMOUS all reguiar Static, without restrictions  None

administrator@senwer serwer] all reguiar Static, without n s MNone
administrator@sensers SEWarZ all regular Stasic. without restrictions  Nona
anonyemous S5H-0-10.0.35.52 all anonymous  None Hore
anonymous for ADP-0-10.0.38.84, RDP-0... ROP.0-10.0.98.54, RDP-0-10.0.35.84-ANONYMOUS all anonymous  Nona Nora
anonyemous for ADP-0-TLS-10.0.40.100, .. serwerd all anonymous  None HNore
anonymeous for ADP-0-TLS-NLA-10.0.40.1... serwerz all Nona MNona

Note: Define filters to limit the number of objects displayed on the list.

3. Modify configuration parameters as needed.

Note: Unsaved changes are marked with the "= icon.

General Unsaved changes
Login . john_smith
Blocked
Account validity Irchedinie H
legommi :

4. Click Sawve.

Related topics:

Creating an account

Blocking an account

Unblocking an account

Deleting an account

7.3 Blocking an account

Warning: Blocking an accout definition will terminate all current connections to servers
which use selected account for accessing those servers.

1. Select Management > Accounts.
2. Find and select desired objects.
3. Click Block.
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Management

Deactivate selected object

R

© Unblock  Delate [# Timestamp T Add filter - Search... Q

B account 4 10.0.35.1 all reguiar Static. without restrictions  None
admintserwerd serwerd all reguiar Static, without restrictions  None
administrater at RDP-0-10.0.35.54, RD... RODP-0-10.0.35.54, ADP-0-10.0,35.54-ANONYMOUS all regular Static, without restrictions  None
‘administrator@senwer! serwer] all reguiar Static, without restrictions  None
administrator@sanserz SErWarZ all reguiar Static, wishout restrictions  Nona
anonyemous SEH-D-10.0.35.52 all anonymeus  None Hore

4. Optionally, provide blocking reason and click Confirm.

Note: To view the blocking reason, place the cursor over the ® icon on the accounts list.

Block objects

Related topics:

Creating an account
e Fditing an account
e Unblocking an account

e Deleting an account

7.4 Unblocking an account

—_

Select Management > Accounts.
2. Find and select desired objects.
3. Click Unblock.

Activate selected objects

Accounts +Add  ©Block BDelete (¥ Timestamp T Add filter ~  Search, Q
s reguiar Static, without restrictions  None -
ount definition serwerd al regular Static, without restrictions  None
DP-0-10.0.30.54, HL... RDP-0-10.0.35.54, ROP-0-10.0.35.54-ANONYMOUS a regular Static, without resirictions  None
‘administrator@sanwer! serwer! B requisr Static, wihout resirictions  None
administrator@senser2 serwer? a regular Static, without restrictions  None
anonymous 55H-0-10.0.35.52 o anonymous  None None
anonymeus for ADP-0-10.0,35.54, RDP-0., RDP-0-10.0.35.54, RDP-0-10.0.35.54-ANONYMOUS a ancnymous  None None
anonymous for ADP-0-TLS-10.0.40.100, ... serwert @ anonymous  None None

4. Confirm unblocking selected objects.
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Unblock objacts

e iU BURS YU want % unbiaci 1 object?

m I:;m. ﬁr"

Confirm unblocking selected abje

Related topics:
e Blocking an account
e (Clreating an account
e Fditing an account

e Deleting an account

7.5 Deleting an account

which use selected account for accessing those servers.

Warning: Deleting an accout definition will terminate all current connections to servers

1. Select Management > Accounts.

2. Find and select desired objects.
3. Click Delete.

w4 10.0.35.1 al FeguIsr Saatic, winout restnclons None -
admin@sorwerd serwerd al regular Static, without restrictions None
‘administrater at RDP-0-10.0.35.54, RD... RDP-0-10.0.35.54, RDP-0-10.0.35.54-ANONYMOUS al regular Static, without restrictions None
‘administrator@senwer! Berwer! al reguler Static, without restrictions hone
administrator@seraer? SErwer? L regular Static, without restrictions  None
ENOCNYMoUS 55H-0-10.0.35.52 a1 ancaymous  None None
anonymous for RDP-0-10.0.35.54, RDP-0... RDP-0-10.0.35.54, RDP-0-10.0.35.54-ANONYMOUS ol anonymous  Nona None
anonyrmous for ADP-0-TLS-10.0.40.100, ... serwer! al ancnymous  None None
4. Confirm deletion of selected objects.
a : x
Dalate objacts
Carsel I Confirm
Confirm deleting
Related topics:
e Creating an account
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e Fditing an account
e Blocking an account

e Unblocking an account
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Safes

Safe directly regulates user access to monitored servers. It specifies available protocols’ features,
policies and other details concerning users and servers relations.

s L'clete selected safes

?

Define objects list filtering ™ -

Ll‘.l nloelc) Le Uﬂﬂacl_() Lg MJ Saarch a
adusers Jdoa, kwitaszczyk, mborysiak, mzaborski, tdwormicks RDP
api-rabot-aafel
sale - anoMyMOoUs  ANOMYIMOoUS anonymous@FreeB502 SSH - Anonymous
support pawidak joe@FroeBSD Blocked safe
—
L i
whizys Bdmin 1, pdawidek admin@wndows?, vnc, reot@CentOs, reatireeny Hover to view the reason S

Note:
e The system safe can only contain system account.
e The portal safe can only contain the portal account.

e Operator, admin and superadmin users always have access to the system safe.

User type users cannot have access to the system safe.

e Anonymous user must have access to safes containing anonymous accounts.
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8.1 Creating a safe

Warning: Data model objects: safes, users, servers, accounts and listeners are replicated
within the cluster and object instances must not be added on each node. In case the replica-
tion mechanism fails to copy objects to other nodes, contact technical support department.

1. Select Management > Safes.
2. Click + Add.

1o’

Managamant Create new safe

W Add filter -

adusers jdoa, kwitaszczyk, mborysiak, mzaborski, tdwormick ROP
api-rabot-safel
ap-robot-sate?

portal adrmin1, poawidek, test-fudo

sale - ANONYMoUS  ANONYM oS ancrymous@FreeB502 SSH - Anonymous
suppar poawigak |oe@FreeBS010

teataate -
whisys Bdmin1, pdawidek admin@wndows?, vnc, reot@CantOS, reotfreebsd 10, admin@win2012  SSH, ROP, rdp, vnc

3. Enter object’s name.
4. Select Blocked option to disable access to object after it’s created.

5. Select Login reason option, to display prompt upon logging in, asking user to enter login
reason.

6. Select Require approval option to have the administrator approve each connection to servers
accessed through configured safe.

7. Select Notifications option and choose notifications sent out to Wheel Fudo PAM admini-
strator.

Note:
e Notifications settings are applied only to the currently logged in user.

e Session start (push) notification requires an external proxy service. For more information
on proxy server configuration refer to Proxy servers configuration topic.

8. Assign security policies in the Policies field.

9. Add users allowed to connect to servers using accounts assigned to this safe.

Note: Click a specific user element to define time policy and allow him to see passwords in
the User Portal.
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Access time policy

Enable time policy Reveal password

00:00 2359

Monday

Tuesday

L]

Wednesday
Thursday
Friday
Saturday

Sunday

3 -

10. In the Protocol functionality section, select allowed protocols’ features.

11. In the Permissions section, add users (administrators, operators) allowed to manage this
object.

+
12. In the Accounts section, click the icon.

13. Select privileged account from the drop-down list and assign listeners allowed to initiate
connections to hosts using selected account.

14. Click Save.
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Management
Safe
General
Name

Blocked

Login reason

Notifications [

Policies

Users

Protocol functionality

Settings

RDP

VNC @

Granted users

Accounts
Accounti#1 :
Account#2 :
Select account ]
+

Related topics:
e Data model
e Fditing a safe
e Blocking a safe

e Deleting a safe

8.2 Editing a safe

1. Select Management > Safes.

2. Find and click desired object to open its configuration page.

Management permissions

~ Session start
" Session join
~ Session policy match

Clipbeard redirection
Device redirection
Audio input redirection

Max. resolution

Sessions
Terminal
X1
Shell
SFTP

Client Cut Text

Add listeners...

-«

~1 Session finish
"I Session leave

Sound redirection
Dynamic Virtual Channels
Multimedia redirection

Max. color depth

Port forwarding
Environment
SSH Agent forwarding
scP
Server Cut Text
Q
Q
Q

& admin -

?

8.2. Editing a safe
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.
Manageament ¢ Fudo & admin - 7
Safes + Add © Block & Unilock Delete W A filter - Search Q

BOUsers jooa, kwitaszczyk, mborysiak, mzaborski, tdwormick: RDP
api-robot-safel
safle - ANOMYMoUS  BNOMYITIOWS anonymousSFresS502 SSH - Anonymous
support pdawidak joe@FreeBSD10
testaate -
whisys Bdmin1, pdawidek sdmin@wndows?, vnc, reot@CantOS, reotrectsed 10, admin@win2012  S5H, ROR, rdp, vnc

Note: Define filters to limit the number of objects displayed on the list.

3. Modify configuration parameters as needed.

Note: Unsaved changes are marked with the "= icon.

General Unsaved changes
Login john_smith
Blocked
Account walidity | rchedinde E
“QllG TRt :

4. Click Save.
Related topics:

e Data model

e (reating a safe

e Blocking a safe

e Unblocking a safe

8.3 Blocking a safe

Warning: Blocking a safe definition will terminate all current connections that use accounts
assigned to this safe to connect to servers.

1. Select Management > Safes.

2. Find and select desired objects.
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Note: Define filters to limit the number of objects displayed on the list.

3. Click Block.

Management F‘udu- & admin - ?

Select object

™ Block selected elements

& Unbilock & Delete T Add fifter ~ Search... Q

anonymaous for ROP-0-10.0.35.54, RDP-0- RDP-0-10.0.35.54-ANONYMOUS

ANONYMO 10.0.35.54-ANONYMOUS

anonymous = ADP-0-TLS- ANGMYMoUS ancnymous for RDP-0-TLS-10.0.40.100,  RDP-0-TLS-10.0.40.100-
10.0,40,700-AND..., ADP-0-TLES-10.0.40,1 D0-ANDNYMOLS ANONYMOUS

anonymous > ADP-0-TLS-NLA- aAnonymous anonymaous for RDP-0-TLS-MLA- RDP-0-TLS-NLA-10.0.40.101-
10.0.40.901.. 10.0.40.101, RDP-D-TLS-NLA- ANONYMOUS

10.0.40.101-ANONYMOUS

anomymous > RDP-10.0.8.103- ancnymous for RDP-10.0.8.103- RDP-10.0.8.103-

4. Optionally, provide blocking reason and click Confirm.

Note: To view the blocking reason, place the cursor over the ® icon on the safes list.

Block objects

(m"

Provide blocking reason

Block selected objects

Related topics:
e Unblocking a safe
e Data model
e Creating a safe

e Blocking a safe

8.4 Unblocking a safe

1. Select Management > Safes.

2. Find and select desired objects.

Note: Define filters to limit the number of objects displayed on the list.

3. Click Unblock.
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anonymous for RDOP-0-10.0.35.54, RDP-  RDP-0-10.0.35.54-ANONYMOUS @
0-10.0.35.54-ANONYMOUS

anonymous > ROP-0-TLS- ANGMYMCUS ananymous for ADP-0-TLS-100,0.40.100,  RDP-0-TLS-10.0,40.100-
10.0.40,900-ANO... ROP-0-TLS-10.0.40. 100-ANONYMOUS  ANONYMOUIS

anonymous > ADP-0-TLS-NLA- BNOMYMOUS ENOMyMoUS for RDP-0-TLS-NLA- RDP-0-TLS-NLA-10.0.40.101-
10.0.40.001... 10.0.40.101, ROP-0-TLS-NLA- ANONYMOUS

10,040, 101-ANONY MOLUIS

anonymous = RADP-10,0,8,103- ananymous for ADP-10.0.8.103- RDP-10,0.8,703-

4. Click Confirm to unblock selected objects.

Unblock objacts "

Ar \yOU BUM POU WANE 10 UnDkock 1 cbpsct?

o

Confirm unblocking selected objects

Related topics:
e Blocking a safe
e Data model
e (Creating a safe

e Deleting a safe

8.5 Deleting a safe

Warning: Deleting a safe definition will terminate all current connections that use accounts
assigned to this safe to connect to servers.

1. Select Management > Safes.

2. Find and select desired objects.

Note: Define filters to limit the number of objects displayed on the list.

3. Click Delete.
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Fudo’ &admin- P

Safes  tAdd  ©Block  © Unblock |ien-|-|-l T Add filter ©  Search... o a
Select object

mg Delete selected safes

anonymous for RDP-0-10.0.35.54, RDP-0- RDP-0-10.0.35.54-ANONYMOUS

ANONYMOUS 10.0.35.54-ANONYMOUS

anomymous > RDP-0-TLS- ANONMYMCUS ancnymous for ROP-0-TLS-10.0.40.100,  RDP-0-TLS-10.0.40.100-

10.0.40,900-ANO..., ADP-0-TLS-10.0.40,100-ANDNYMOUS  ANONYMOUS

anonyFhous > ADP-0-TLS-NLA- ANOMTOUS andiyaus for RDP-0-TLS-NLA- RDP-0-TLS-NLA-10.0.40.101-

10.0.40.901... 10.0.40.101, ADP-0-TLS-NLA- ANONYMOUS
10.0.40.107-ANONYMOUS

ananymous > ROP-10.0,8,103- anonymaus for ROP-10.0.8.103- REP-10.0,8,103-

4. Confirm deletion of selected objects.

ARG WL BUNS YO wWant 1 dekens 1 abpcr?

Confirm deleting selected objects

Related topics:

e Data model

Creating a safe

Editing a safe

Blocking a safe

Unblocking a safe
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Listeners

Listener determines server connection mode (proxy, gateway, transparent, bastion) as well as its
specifics.

Deactivate selected listeners s Uclete selected listeners

Define objects list filtering ™n- ?

A
Management Create new listener

La m:u) Le unm) L‘a DelmJ arc Q

RDP adusers, whisys 10.0.8.60:3388 RDP bastion

whisys 10.0.8.160:22 55H bastion

safe - anonymous 10.0.8.60:222 8SH preey

whisys Dastion
ssh-listener 0,860 [

& ome whisys 10.0.8.60:58102 VNG pray 9]
Hover to view the reasan

Note:

e A listener cannot link to an account that is assigned to a server with a different protocol
then the one defined in the listener.

A proxy type listener can link to only one server.

A bastion type listener cannot link to an anonymous account.

A listener cannot link to the same anonymous account through two different safes.

A listener cannot link to an anonymous and a regular or forward account to the same
server with the same protocol as the listener’s protocol.

A listener cannot link to two reqular or forward type accounts to the same server with the
same protocol as the listener’s protocol, to which a single user has access.

e For a given linked RDP listener and RDP server, both have to use either Standard RDP
Security or TLS or NLA.
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9.1 Creating a listener

Listener determines server connection mode (proxy, gateway, transparent, bastion) as well as its
specifics.

Warning: Data model objects: safes, users, servers, accounts and listeners are replicated
within the cluster and object instances must not be added on each node. In case the replica-
tion mechanism fails to copy objects to other nodes, contact technical support department.

9.1.1 Creating a Citrix listener

1. Select Management > Listeners.

2. Click + Add.

Managamant

Create new listener

T Add filar -

adusers, whisys 10.0.8.60:3388 RDP bastion

whisys 10.0.8.160:22 85H bastion
SEH - AnonymouS =afe - ananymoLs 10,0.8,80:222 8SH ey
rdp2 ‘whisys 10.0.8.60:6999 ROP bastion
ssh-listener 10.0.8.60:686 88H oy
wnc whisys 10.0.8.60:53102 VNG praxy -

3. Select Citrix StoreFront (HTTP) from the Protocol drop-down list.
4. In the Permissions section, add users allowed to manage this object.
5. In the Connection section, select desired connection mode.

gateway

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using own IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select gateway from the Mode drop-down list.

e Select the network interface used for handling connections over this listener.

proxy

Note:

e User connects to the target host by providing Wheel Fudo PAM IP address and port
number which unambiguously identifies target host.
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e Proxy mode is not supported by dynamically added hosts.

e Select proxy from the Mode drop-down list.

e Select the the IP address from the Local address drop-down list and enter port number.

Note:

e The Local address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled IP
addresses).

e In case of cluster configuration, select a labeled IP address from the Local address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

e In the Fxternal address field, enter an IP address (or FQDN name) along with the port
number, under which Fudo can be accessed from outside the local network.

Note: The external address is listed in user portal and it enables establishing connections from
external networks.

transparent

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using user’s IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select transparent from the Mode drop-down list.

e Select the network interface used for handling connections over this listener.

6. Select Use TLS option to enable encryption.

7. Select the Enable SSLv2 support option to support SSL v2 encrypted connections.
8. Select the Enable SSLv3 support option to support SSL v3 encrypted connections.

9. In the TLS certificate field, click n to generate TLS certificate, or click to upload
server certificate file with private key pasted at the end of the file. The rest of the required
fields will be filled automatically. Allowed format of the server certificate file is PEM,
although besides .pem, accepted file extensions are .txt and .cert.

10. Click Sawve.
Related topics:
e Data model

o [CA wia Citriz StoreFront

e (reating a Citrix server
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9.1.2 Creating a HTTP listener

1. Select Management > Listeners.

2. Click + Add.

.
Create new listener

Managament

T Add filer -

adusers, whisys 10.0.8.60:3388 RDP bastion

whisys 10.0.8.16022 55H bastion
$5H - Anonymous safe - anonymous 10.0.8.60:222 s5H pray
reip2 whisys 10.0.8.50:0998 RGP bastion
ssh-listener 10,0,8,60:666 55H proey
e ihizys 10.0.8.60:58102 VNG Py [ ]

3. Select HTTP from the Protocol drop-down list.
4. In the Permissions section, add users allowed to manage this object.
5. In the Connection section, select desired connection mode.

gateway

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using own IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select gateway from the Mode drop-down list.

e Select the network interface used for handling connections over this listener.

proxy

Note:

e User connects to the target host by providing Wheel Fudo PAM IP address and port
number which unambiguously identifies target host.

e Proxy mode is not supported by dynamically added hosts.

e Select proxy from the Mode drop-down list.

e Select the the IP address from the Local address drop-down list and enter port number.

Note:

e The Local address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled IP
addresses).

e In case of cluster configuration, select a labeled IP address from the Local address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.
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e In the External address field, enter an IP address (or FQDN name) along with the port
number, under which Fudo can be accessed from outside the local network.

Note: The external address is listed in user portal and it enables establishing connections from
external networks.

transparent

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using user’s IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select transparent from the Mode drop-down list.

e Select the network interface used for handling connections over this listener.
6. Select the Use TLS option to enable encryption.

7. Select the Enable SSLv2 support to support SSL v2 encrypted connections.
8. Select the Enable SSLv8 support to support SSL v3 encrypted connections.

9. In the TLS certificate field, click ﬂ to generate TLS certificate, or click to upload
server certificate file with private key pasted at the end of the file. The rest of the required
fields will be filled automatically. Allowed format of the server certificate file is PEM,
although besides .pem, accepted file extensions are .txt and .cert.

10. Click Save.
Related topics:

e Data model

Editing a listener

Deleting a listener

Blocking a listener

Unblocking a listener

9.1.3 Creating an ICA listener

1. Select Management > Listeners.

2. Click + Add.
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.
Create new listener

Managemeant

T Acd filter -

adusers, whisys 10.0.8.60:3388 RDP bastion

whisys 10.0.8.160:22 55H bastion
S5H - Anonymous safe - ananymous 10,0.8,60:222 85H oy
rap2 wihisys 10.0.8.50:0999 RDP bastion
ssh-listener 10,0,8,60:666 85H praxy
wnE whisys 10.0.8.60:59102 VNG proxy -

3. Select ICA from the Protocol drop-down list.
4. In the Permissions section, add users allowed to manage this object.
5. In the Connection section, select desired connection mode.

bastion

Note: User connects to the target host by including its name in the login string, e.g.
john_smith#mail_server.

e Select bastion from the Mode drop-down list.
e Select the the IP address from the Local address drop-down list and enter port number.

gateway

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using own IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select gateway from the Mode drop-down list.

e Select the network interface used for handling connections over this listener.

proxy

Note:

e User connects to the target host by providing Wheel Fudo PAM IP address and port
number which unambiguously identifies target host.

e Proxy mode is not supported by dynamically added hosts.

e Select proxy from the Mode drop-down list.

e Select the the IP address from the Local address drop-down list and enter port number.

Note:

e The Local address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled IP
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addresses).

e In case of cluster configuration, select a labeled IP address from the Local address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

e In the External address field, enter an IP address (or FQDN name) along with the port
number, under which Fudo can be accessed from outside the local network.

Note: The external address is listed in user portal and it enables establishing connections from
external networks.

transparent

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using user’s IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select transparent from the Mode drop-down list.
e Select the network interface used for handling connections over this listener.
Select Use TLS option to enable encryption.

Select the Enable SSLv2 support option to support SSL v2 encrypted connections.

e

Select the Enable SSLv8 support option to support SSL v3 encrypted connections.

10. In the TLS certificate field, click ﬂ to generate TLS certificate, or click to upload
server certificate file with private key pasted at the end of the file. The rest of the required
fields will be filled automatically. Allowed format of the server certificate file is PEM,
although besides .pem, accepted file extensions are .txt and .cert.

Note: In case of TLS encrypted connections, Fudo returns an .ica configuration file to the
Citrix client, which has the FQDN server address (Address) set to the common name defined
in the TLS certificate.

11. Click Save.
Related topics:
e /CA
o [CA configuration file
e Data model
o [CA via Citriz StoreFront
e ICA

e Creating an ICA server
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9.1.4 Creating a Modbus listener

1. Select Management > Listeners.

2. Click + Add.

.
Create new listener

Managament

T Add filer -

adusers, whisys 10.0.8.60:3388 RDP bastion

whisys 10.0.8.16022 55H bastion
$5H - Anonymous safe - anonymous 10.0.8.60:222 s5H pray
reip2 whisys 10.0.8.50:0998 RGP bastion
ssh-listener 10,0,8,60:666 55H proey
e ihizys 10.0.8.60:58102 VNG Py [ ]

3. Select Modbus from the Protocol drop-down list.
4. In the Permissions section, add users allowed to manage this object.
5. In the Connection section, select desired connection mode.

gateway

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using own IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select gateway from the Mode drop-down list.

e Select the network interface used for handling connections over this listener.

proxy

Note:

e User connects to the target host by providing Wheel Fudo PAM IP address and port
number which unambiguously identifies target host.

e Proxy mode is not supported by dynamically added hosts.

e Select proxy from the Mode drop-down list.

e Select the the IP address from the Local address drop-down list and enter port number.

Note:

e The Local address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled IP
addresses).

e In case of cluster configuration, select a labeled IP address from the Local address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.
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e In the External address field, enter an IP address (or FQDN name) along with the port
number, under which Fudo can be accessed from outside the local network.

Note: The external address is listed in user portal and it enables establishing connections from
external networks.

transparent

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using user’s IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select transparent from the Mode drop-down list.
e Select the network interface used for handling connections over this listener.
6. Click Save.

Related topics:

e Data model

Editing a listener

Deleting a listener

Blocking a listener

Unblocking a listener

9.1.5 Creating a MySQL listener

1. Select Management > Listeners.

2. Click + Add.

Managameant

Create new listener

W Add filtar -

adusers, whisys 10.0.8.60:3389 RDP bastion

whisys 10.0.8.160:22 55H bastion
S5H - Anonymous safe - anonymous 10,0.8,60:232 8SH ey
rap2 whisys 10.0.8.60:5898 RDP bastion
s3h-listener 10.0.8.50:688 85H pray
WG ‘whisys 10.0.8.60:58102 YNNG praxy -

3. Select MySQL from the Protocol drop-down list.
4. In the Permissions section, add users allowed to manage this object.

5. In the Connection section, select desired connection mode.
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gateway

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using own IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select gateway from the Mode drop-down list.

e Select the network interface used for handling connections over this listener.

proxy

Note:

e User connects to the target host by providing Wheel Fudo PAM IP address and port
number which unambiguously identifies target host.

e Proxy mode is not supported by dynamically added hosts.

e Select proxy from the Mode drop-down list.

e Select the the IP address from the Local address drop-down list and enter port number.

Note:

e The Local address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled 1P
addresses).

e In case of cluster configuration, select a labeled IP address from the Local address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

e In the External address field, enter an IP address (or FQDN name) along with the port
number, under which Fudo can be accessed from outside the local network.

Note: The external address is listed in user portal and it enables establishing connections from
external networks.

transparent

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using user’s IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select transparent from the Mode drop-down list.
e Select the network interface used for handling connections over this listener.

6. Click Save.
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Related topics:

e Data model

Editing a listener

Deleting a listener

Blocking a listener

Unblocking a listener

9.1.6 Creating an Oracle listener

1. Select Management > Listeners.

2. Click + Add.

n
Create new listener

Managameant

W Add filar -

adusers, whisys 10.0.8.60:3388 RDP bastion

whisys 10.0.8.160:22 85H bastion
SBH - ARGHYMOLS safe - anonymoLs 10,0.8,80:222 25H ey
rdp2 ‘whisys 10.0.8.60:6999 ROP bastion
ssh-listenar 10.0.8.60:686 85H ey
WG ‘whisys 10.0.8.60:58102 YNNG praxy -

3. Select MySQL from the Protocol drop-down list.
4. In the Permissions section, add users allowed to manage this object.
5. In the Connection section, select desired connection mode.

gateway

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using own IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select gateway from the Mode drop-down list.

e Select the network interface used for handling connections over this listener.

proxy

Note:

e User connects to the target host by providing Wheel Fudo PAM IP address and port
number which unambiguously identifies target host.

e Proxy mode is not supported by dynamically added hosts.

e Select proxy from the Mode drop-down list.
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e Select the the IP address from the Local address drop-down list and enter port number.

Note:

e The Local address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled 1P
addresses).

e In case of cluster configuration, select a labeled IP address from the Local address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

e In the Ezternal address field, enter an IP address (or FQDN name) along with the port
number, under which Fudo can be accessed from outside the local network.

Note: The external address is listed in user portal and it enables establishing connections from
external networks.

transparent

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using user’s IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select transparent from the Mode drop-down list.
e Select the network interface used for handling connections over this listener.
6. Click Save.

Related topics:

e Data model

Editing a listener

Deleting a listener

Blocking a listener

Unblocking a listener

9.1.7 Creating an RDP listener

1. Select Management > Listeners.

2. Click + Add.
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.
Create new listener

Managemeant

T Acd filter -

adusers, whisys 10.0.8.60:3388 RDP bastion

whisys 10.0.8.160:22 55H bastion
S5H - Anonymous safe - ananymous 10,0.8,60:222 85H oy
rap2 wihisys 10.0.8.50:0999 RDP bastion
ssh-listener 10,0,8,60:666 85H praxy
wnE whisys 10.0.8.60:59102 VNG proxy -

3. Select RDP from the Protocol drop-down list.
4. From the Security drop-down list, select RDP connection security mode.

5. In the Announcement field, type in the announcement that will be presented to the user
on the login screen.

6. In the Permissions section, add users allowed to manage this object.
7. In the Connection section, select desired connection mode.

bastion

Note: User connects to the target host by including its name in the login string, e.g.
john_smith#mail_server.

e Select bastion from the Mode drop-down list.

e Select the the IP address from the Local address drop-down list and enter port number.

Note:

e The Bind address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled IP
addresses).

e In case of cluster configuration, select a labeled IP address from the Local address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

gateway

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using own IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select gateway from the Mode drop-down list.

e Select the network interface used for handling connections over this listener.

proxy
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Note:

e User connects to the target host by providing Wheel Fudo PAM IP address and port
number which unambiguously identifies target host.

e Proxy mode is not supported by dynamically added hosts.

e Select proxy from the Mode drop-down list.

e Select the the IP address from the Local address drop-down list and enter port number.

Note:

e The Local address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled 1P
addresses).

e In case of cluster configuration, select a labeled IP address from the Local address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

e In the Ezternal address field, enter an IP address (or FQDN name) along with the port
number, under which Fudo can be accessed from outside the local network.

Note: The external address is listed in user portal and it enables establishing connections from
external networks.

transparent

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using user’s IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select transparent from the Mode drop-down list.

e Select the network interface used for handling connections over this listener.

8. In the TLS certificate field, click ﬂ to generate TLS certificate, or click to upload
server certificate file with private key pasted at the end of the file. The rest of the required
fields will be filled automatically. Allowed format of the server certificate file is PEM,
although besides .pem, accepted file extensions are .txt and .cert.

9. Click Save.
Related topics:

e Data model

o Fditing a listener

e Deleting a listener

e Blocking a listener
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e Unblocking a listener

9.1.8 Creating an SSH listener

1. Select Management > Listeners.

2. Click + Add.

.
Create new listener

Managament

T Add filer -

adusers, whisys 10.0.8.60:3388 RDP bastion

whisys 10.0.8.16022 55H bastion
S5H - Anonymols s - anonymous 10.0.8.60:222 85H pray
reip2 whisys 10.0.8.50:0998 RGP bastion
ssh-listener 10,0,8,60:666 s5H Py
e ihizys 10.0.8.60:58102 VNG Py [ ]

3. Select SSH from the Protocol drop-down list.
4. In the Permissions section, add users allowed to manage this object.
5. In the Connection section, select desired connection mode.

bastion

Note: User connects to the target host by including its name in the login string, e.g.
john_smith#mail_server.

e Select bastion from the Mode drop-down list.

e Select the the IP address from the Local address drop-down list and enter port number.

Note:

e The Local address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled IP
addresses).

e In case of cluster configuration, select a labeled IP address from the Local address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

gateway

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using own IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select gateway from the Mode drop-down list.
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e Select the network interface used for handling connections over this listener.

proxy

Note:

e User connects to the target host by providing Wheel Fudo PAM IP address and port
number which unambiguously identifies target host.

e Proxy mode is not supported by dynamically added hosts.

e Select proxy from the Mode drop-down list.

e Select the the IP address from the Local address drop-down list and enter port number.

Note:

e The Local address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled IP
addresses).

e In case of cluster configuration, select a labeled IP address from the Local address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

e In the External address field, enter an IP address (or FQDN name) along with the port
number, under which Fudo can be accessed from outside the local network.

Note: The external address is listed in user portal and it enables establishing connections from
external networks.

transparent

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using user’s IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select transparent from the Mode drop-down list.
e Select the network interface used for handling connections over this listener.
6. In the Fudo public key field, click to upload (optionally provide encryption passphrase)
or n to generate TLS certificate.
7. Click Save.
Related topics:
e Data model
e Fditing a listener

e Deleting a listener
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e Blocking a listener

e Unblocking a listener

9.1.9 Creating a MS SQL listener

1. Select Management > Listeners.

2. Click + Add.

Managamant

Create new listener

W Add filter -

adusers, whisys 10.0.8.60;3388 RDP bastion

whisys 10.0.8.160:22 85H bastion
SSH - Anonymous safe - anorymous 10,0,8,60:222 a5H proy
rap2 whisys 10.0.8.50:0999 RDP bastion
ssh-listener 10.0.8.60:688 85H proxy
wne whisys 10.0.8.60:58102 VNG proxy -

3. Select MS SQL (TDS) from the Protocol drop-down list.
4. In the Permissions section, add users allowed to manage this object.
5. In the Connection section, select desired connection mode.

gateway

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using own IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select gateway from the Mode drop-down list.

e Select the network interface used for handling connections over this listener.

proxy

Note:

e User connects to the target host by providing Wheel Fudo PAM IP address and port
number which unambiguously identifies target host.

e Proxy mode is not supported by dynamically added hosts.

e Select proxy from the Mode drop-down list.

e Select the the IP address from the Local address drop-down list and enter port number.

Note:
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e The Local address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled 1P
addresses).

e In case of cluster configuration, select a labeled IP address from the Local address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

e In the External address field, enter an IP address (or FQDN name) along with the port
number, under which Fudo can be accessed from outside the local network.

Note: The external address is listed in user portal and it enables establishing connections from
external networks.

transparent

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using user’s IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select transparent from the Mode drop-down list.
e Select the network interface used for handling connections over this listener.
6. Click Save.

Related topics:

e Data model

Editing a listener

Deleting a listener

Blocking a listener

Unblocking a listener

9.1.10 Creating a Telnet listener

1. Select Management > Listeners.

2. Click + Add.
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=
[ Create new listener

T Acd filter -

adusers, whisys 10.0.8.60:3388 RDP bastion

whisys 10.0.8.160:22 55H bastion

S5H - Anonymous safe - ananymous 10,0.8,60:222 85H oy
rap2 wihisys 10.0.8.50:0999 RDP bastion

ssh-listener 10,0,8,60:666 85H praxy

wnE whisys 10.0.8.60:59102 VNG proxy -

3. Select Telnet from the Protocol drop-down list.
4. In the Permissions section, add users allowed to manage this object.
5. In the Connection section, select desired connection mode.

gateway

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using own IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select gateway from the Mode drop-down list.

e Select the network interface used for handling connections over this listener.

proxy

Note:

e User connects to the target host by providing Wheel Fudo PAM IP address and port
number which unambiguously identifies target host.

e Proxy mode is not supported by dynamically added hosts.

e Select proxy from the Mode drop-down list.

e Select the the IP address from the Local address drop-down list and enter port number.

Note:

e The Local address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled IP
addresses).

e In case of cluster configuration, select a labeled IP address from the Local address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

e In the External address field, enter an IP address (or FQDN name) along with the port
number, under which Fudo can be accessed from outside the local network.
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Note: The external address is listed in user portal and it enables establishing connections from
external networks.

transparent

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using user’s IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select transparent from the Mode drop-down list.

e Select the network interface used for handling connections over this listener.
6. Select the Use TLS option to enable encryption.

7. Select the Enable SSLv2 support to support SSL v2 encrypted connections.
8. Select the Enable SSLv3 support to support SSL v3 encrypted connections.

9. In the TLS certificate field, click ﬂ to generate TLS certificate, or click o to upload
server certificate file with private key pasted at the end of the file. The rest of the required
fields will be filled automatically. Allowed format of the server certificate file is PEM,
although besides .pem, accepted file extensions are .txt and .cert.

10. Click Save.
Related topics:

e Data model

Editing a listener

Deleting a listener

Blocking a listener

Unblocking a listener

9.1.11 Creating a Telnet 3270 listener

1. Select Management > Listeners.

2. Click + Add.

N
Create new listener

Managamant

T Add filar -

adusers, whisys 10.0.8.60:3388 RDP bastion

whisys 10.0.8.160:22 85H bastion
SEH - AnonymouS =afe - ananymoLs 10,0.8,80:222 85H ey
rdp2 ‘whisys 10.0.8.60:6999 ROP bastion
ssh-listenar 10.0.8.60:686 85H ey
wnc whisys 10.0.8.60:53102 VNG praxy -
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3. Select Telnet 3270 from the Protocol drop-down list.
4. In the Permissions section, add users allowed to manage this object.
5. In the Connection section, select desired connection mode.

gateway

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using own IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select gateway from the Mode drop-down list.

e Select the network interface used for handling connections over this listener.

proxy

Note:

e User connects to the target host by providing Wheel Fudo PAM IP address and port
number which unambiguously identifies target host.

e Proxy mode is not supported by dynamically added hosts.

e Select proxy from the Mode drop-down list.

e Select the the IP address from the Local address drop-down list and enter port number.

Note:

e The Local address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled 1P
addresses).

e In case of cluster configuration, select a labeled IP address from the Local address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

e In the External address field, enter an IP address (or FQDN name) along with the port
number, under which Fudo can be accessed from outside the local network.

Note: The external address is listed in user portal and it enables establishing connections from
external networks.

transparent

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using user’s IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.
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e Select transparent from the Mode drop-down list.

e Select the network interface used for handling connections over this listener.
6. Select the Use TLS option to enable encryption.

7. Select the Enable SSLv2 support to support SSL v2 encrypted connections.
8. Select the Enable SSLv3 support to support SSL v3 encrypted connections.

9. In the TLS certificate field, click ﬂ to generate TLS certificate, or click o to upload
server certificate file with private key pasted at the end of the file. The rest of the required
fields will be filled automatically. Allowed format of the server certificate file is PEM,
although besides .pem, accepted file extensions are .txt and .cert.

10. Click Save.
Related topics:

e Data model

Editing a listener

Deleting a listener

Blocking a listener

Unblocking a listener

9.1.12 Creating a Telnet 5250 listener

1. Select Management > Listeners.

2. Click + Add.

=
Management Create new listener

T Add filer -

adusers, whisys 10.0.8.60:3388 RDP bastion

whisys 10.0.8.16022 S5H bastion
S5H - AnOHymous safe - anonymos 10,0.8,80:222 35H oy
rop2 whisys 10.0.8.60:8998 RDP bastion
ssh-listener 10.0.8.60:686 85H proxy
wne wihisys 10.0.8.50:58102 VNG parccy -

3. Select Telnet 5250 from the Protocol drop-down list.
4. In the Permissions section, add users allowed to manage this object.
5. In the Connection section, select desired connection mode.

gateway

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using own IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.
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e Select gateway from the Mode drop-down list.

e Select the network interface used for handling connections over this listener.

proxy

Note:

e User connects to the target host by providing Wheel Fudo PAM IP address and port
number which unambiguously identifies target host.

e Proxy mode is not supported by dynamically added hosts.

e Select proxy from the Mode drop-down list.

e Select the the IP address from the Local address drop-down list and enter port number.

Note:

e The Local address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled 1P
addresses).

e In case of cluster configuration, select a labeled IP address from the Local address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

e In the Ezternal address field, enter an IP address (or FQDN name) along with the port
number, under which Fudo can be accessed from outside the local network.

Note: The external address is listed in user portal and it enables establishing connections from
external networks.

transparent

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using user’s IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select transparent from the Mode drop-down list.

e Select the network interface used for handling connections over this listener.
6. Select the Use TLS option to enable encryption.

7. Select the Enable SSLv2 support to support SSL v2 encrypted connections.
8. Select the Enable SSLv3 support to support SSL v3 encrypted connections.

9. In the TLS certificate field, click ﬂ to generate TLS certificate, or click to upload
server certificate file with private key pasted at the end of the file. The rest of the required
fields will be filled automatically. Allowed format of the server certificate file is PEM,
although besides .pem, accepted file extensions are .txt and .cert.
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10. Click Save.
Related topics:

e Data model

Editing a listener

Deleting a listener

Blocking a listener

Unblocking a listener

9.1.13 Creating a VNC listener

1. Select Management > Listeners.

2. Click + Add.

.
Create new listener

Managameant

T Add filer -

adusers, whisys 10.0.8.60:3388 RDP bastion

whisys 10.0.8.16022 S5H bastion
S5H - AnOHymous safe - anonymos 10,0.8,80:222 35H oy
rop2 whisys 10.0.8.60:8998 RDP bastion
ssh-listener 10.0.8.60:686 85H proxy
wne wihisys 10.0.8.50:58102 VNG parccy -

3. Select VNC from the Protocol drop-down list.

4. In the Announcement field, type in the announcement that will be presented to the user
on the login screen.

5. In the Permissions section, add users allowed to manage this object.
6. In the Connection section, select desired connection mode.

bastion

Note: User connects to the target host by including its name in the login string, e.g.
john_smith#mail_server.

e Select bastion from the Mode drop-down list.

e Select the the IP address from the Local address drop-down list and enter port number.

Note:

e The Local address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled 1P
addresses).
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e In case of cluster configuration, select a labeled IP address from the Local address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

gateway

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using own IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select gateway from the Mode drop-down list.

e Select the network interface used for handling connections over this listener.

proxy

Note:

e User connects to the target host by providing Wheel Fudo PAM IP address and port
number which unambiguously identifies target host.

e Proxy mode is not supported by dynamically added hosts.

e Select proxy from the Mode drop-down list.

e Select the the IP address from the Local address drop-down list and enter port number.

Note:

e The Local address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled 1P
addresses).

e In case of cluster configuration, select a labeled IP address from the Local address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

e In the External address field, enter an IP address (or FQDN name) along with the port
number, under which Fudo can be accessed from outside the local network.

Note: The external address is listed in user portal and it enables establishing connections from
external networks.

transparent

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using user’s IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.
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e Select transparent from the Mode drop-down list.
e Select the network interface used for handling connections over this listener.
7. Click Save.

Related topics:

e Data model

Editing a listener

Deleting a listener

Blocking a listener

Unblocking a listener

9.1.14 Creating a TCP listener

1. Select Management > Listeners.

2. Click + Add.

n
Create new listener

Managamant

W Add filar -

adusers, whisys 10.0.8.60:3388 RDP bastion

whisys 10.0.8.160:22 55H bastion
S5H - Anonymous safe - anonymous 10,0.8,60:232 8SH ey
rap2 whisys 10.0.8.60:5898 RDP bastion
s3h-listener 10.0.8.50:688 85H pray
WG ‘whisys 10.0.8.60:58102 YNNG praxy -

3. Select TCP from the Protocol drop-down list.
4. In the Permissions section, add users allowed to manage this object.
5. In the Connection section, select desired connection mode.

gateway

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using own IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select gateway from the Mode drop-down list.

e Select the network interface used for handling connections over this listener.

proxy

Note:

e User connects to the target host by providing Wheel Fudo PAM IP address and port
number which unambiguously identifies target host.
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e Proxy mode is not supported by dynamically added hosts.

e Select proxy from the Mode drop-down list.

e Select the the IP address from the Local address drop-down list and enter port number.

Note:

e The Local address drop-down list elements are IP address defined in the Network con-
figuration menu (Network interfaces configuration) or labeled IP addresses (Labeled IP
addresses).

e In case of cluster configuration, select a labeled IP address from the Local address drop-
down list and make sure that other nodes have IP addresses assigned to this label. For
more information refer to the Labeled IP addresses topic.

e In the Fxternal address field, enter an IP address (or FQDN name) along with the port
number, under which Fudo can be accessed from outside the local network.

Note: The external address is listed in user portal and it enables establishing connections from
external networks.

transparent

Note: User connects to the target host by providing its actual IP address. Wheel Fudo PAM
moderates the connection with the remote host using user’s IP address. This option requires
deploying Wheel Fudo PAM in the bridge mode.

e Select transparent from the Mode drop-down list.

e Select the network interface used for handling connections over this listener.

7. Select Use TLS option to enable encryption.

8. Select the Enable SSLv2 support option to support SSL v2 encrypted connections.
9. Select the Enable SSLv3 support option to support SSL v3 encrypted connections.

10. In the TLS certificate field, click n to generate TLS certificate, or click to upload
server certificate file with private key pasted at the end of the file. The rest of the required
fields will be filled automatically. Allowed format of the server certificate file is PEM,
although besides .pem, accepted file extensions are .txt and .cert.

11. Click Sawve.
Related topics:
o TCP
e Creating a TCP server

e Data model
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9.2 Editing a listener

1. Select Management > Listeners.

2. Find and click desired listener to access its configuration parameters.

*
Managamant ¢ Fudo & admin - 7
Listanars + Add & Block & Unblock T Addfilter - Searc a

RDP adusers, whisys 10,0.8.60:3389 RODP bastion

S5H whisys 10.0.8.16022 55H biastion

S5H - Anonymous safe - anonymous 10.0.8.60:222 85H praey

el Edit object whisys 10.0.8.60:8998 ROP bastion

ssh-listener 10,0.8,60:666 s5H ey

wne whisys 10.0.8.60:58102 VNG Py L

Note: Define filters to limit the number of objects displayed on the list.

3. Modify configuration values as needed.

Note: Unsaved changes are marked with an icon.

General Unsaved changes
Login john_smith
Blocked
Account walidity | rchedinde E
“QllG TRt :

4. Click Save.
Related topics:

e Data model

e System initiation

e Servers

9.3 Blocking a listener

Warning: Blocking a listener will terminate current connections with server which uses it.

1. Select Management > Listeners.
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2. Find and select desired listener.

Note: Define filters to limit the number of objects displayed on the list.

3. Click Block to disable access to hosts over selected listeners.

Management Fudo’ &admin- P

Listeners + Add ke  Delate T Add filter - Search. Q

Select objects

e Block selected objects B 10.04050:9000 SSH  prexy
10.0.40.50:9899 ttp 10040508598 HTTE  proy
Listner-10.0.40.50:8000 test-safe-1 10.0.40.50:8000 S8SH proxy
MYSQL-0-10.0.35.52 db-0 > MYSQL-0-10.0.35.52 10.0.40.50:3306  MySQL  proxy
ORACLE-10.0.40.148 db-0 > ORACLE-10,0.40.149 10040501521 Oracke  proxy
FDP-D-10.0.35.54 rdp-podmians-0 > ADP-0-10.0.35.54 10.0.40.50:10054 ROP  prowy
RDP-0-10.0.35 54-ANONYMOLIS anorymous > RDP-0-10.0.35,54-ANONYMOLUS 10.0.40.50:20054 RDP proxy

4. Optionally, provide descriptive reason for blocking given resource and click Confirm.
Related topics:

e Data model

o System initiation

e Servers

9.4 Unblocking a listener

1. Select Management > Listeners.

2. Find and select desired listener.

Note: Define filters to limit the number of objects displayed on the list.

3. Click Unblock to enable access to hosts over selected listeners.

Management Fudo’ &admin- P
& Delete T Add filter - Search. a

10.04050:9000 SSH  proxy

10.0.40.50:9959 http 10.040.50:9899 HTTP  prowy

Listner-10.0.40.50:8000 test-safe-1 10.0.4050:8000 SSH  prowy

MYSQL-0-10.0.35.52 di-0 > MYSQL-0-10.0.35.52 10.040.50:3306  MySQL  proxy

ORACLE-10.0.40.148 db-0 > ORACLE-10.0.40.149 10.04050:1521  Oracle  proxy

ADP-0-10.0.35.54 rdp-podmiana-0 > ADP-0-10.0.35.54 10.040.50:10054 RDP  proxy

RADP-0-10.0.35.54-ANONYMOUS anarymous = ADP-0-10.0.35 54-ANONYMOLS 10.04050:20054 RDP  prosy

4. Click Confirm to unblock selected objects.
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Unblock objacts

e iU BURS YU want % unbiaci 1 object?

m I:;m. ﬁr‘"

Confirm unblocking selected objects

Related topics:
e Data model
e System initiation

e Servers

9.5 Deleting a listener

Warning: Deleting a listener will terminate current connections with server which uses it.

1. Select Management > Listeners.

2. Find and select desired listener.

Note: Define filters to limit the number of objects displayed on the list.

3. Click Delete.

Fudo’ Sadmin- P

Listeners Al ©Biock ounnm’.k‘im' T Add fitter +  Search.. o Q

Select objects

0 Y Delete selected objects g5 10.0.4050:0000 S8H  proxy

10.0.40.50:9959 http 10.0.4050:9099 HTTP  proxy

Listner-10.0.40.50:8000 test-safe-1 10.0.40.50:8000 S8SH prosy

MYSQL-0-10.0.35.52 db-0 > MYSQL-0-10.0.35.52 10.0.40.50:3306  MySQOL  prosy

~ = ORACLE-10.0.40,149 db-0 > ORACLE-10.0.40.148 10.0.40.50:1521  Oracle  prexy
FDP-0-10.0.35.54 rdp-podmiana-0 > ADP-0-10.0.35.54 10.0.40.50:10054 RDP  proxy

RDP-0-10.0,35 54-ANDNYMOLUIS anorymous > RDP-0-10.0.35, 54-ANONYMOUS 10.0.40.50:20054 RODP promy

4. Confirm deleting selected objects.

Dalate objacts —

A il BUMS YU wanl b dekebs 1 abpecr?

Confirm deleting selected objects

Related topics:
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e Data model
e System initiation

o Servers
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Password changers

Wheel Fudo PAM uses proprietary password changers to manage credentials to privileged acco-
unts defined on monitored servers. Password changer feature supports the following password
management scenarios:

e Unix over SSH
e MySQL over SSH
Cisco over SSH and Telnet

Cisco Enable Password over SSH and Telnet
e MS Windows over WMI

10.1 Password changer policy

Password changer policy defines specifics of how frequently the password should be changed and
password complexity requirements.

10.1.1 Defining a password changer policy

1. Select Management > Password changers.
2. Click + Add.

3. Enter object name.

4

. Select the Password change enabled option and specify the time interval between each
password change.

5. Select the Password verification enabled option and specify the time interval between each
password verification.

6. Define password complexity.
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Parameter Description

Length Provide the number of characters comprising the password.

Small letters Select to include lowercase characters, define their minimal
number.

Capital letters Select to include uppercase characters, define their minimal
number.

Special characters Select to include special characters, define their minimal num-
ber.

Digits Select to include digits, define their minimal number.

Note: The sum of the enforced password requirements cannot be greater than the specified
password length.

7. Click Save.

Management

Policy

General

Unigue object name
Nama tr I

Passward mnwmm( a minutes

Define how frequent the password
will be changed

Password verification mbl-ed( als minutes

Define how frequently
the password will be verified

Password requirements

Define passwords complexity

Length
Small |etters
Seattings Capital |etters

Special characters

Digits

| Pl Save object

10.1.2 Editing a password changer policy

1. Select Management > Password changers.
2. Find and click desired object to open its configuration page.

3. Modify configuration parameters as needed.

Note: Unsaved changes are marked with an icon.
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General

Unsaved changes

Account validity Indefinie

Hvllommi

4. Click Save.

10.1.3 Deleting a password changer policy

1. Select Management > Password changers.

2. Find and select desired objects.

3. Click Delete.

4. Confirm deletion of selected objects.
Related topics:

e Data model

e Accounts

o (Clustom password changers

e Setting up password changing on a Unix system

10.2 Custom password changers

Custom password changers enable defining a set of commands executed on a remote host in
order to change the password.

10.2.1 Defining a custom password changer

1. Select Management > Password changers.
. Select Custom changers tab.

. Click + Add.

2
3
4. Define the password changer’s name.
5. Click + to add a command.

6

. Enter command.

Note: Commands allow usage of variables listed in the List of available variables section.
Variables encapsulated in %% charachters will be replaced in all commands (e.g. %%host%%).

10.2. Custom password changers 247



Fudo PAM 3.10 - System Documentation, Release is not supported

host - TP address or hostname of the target system (using hostname requires configuring
DNS server)

port - port number
login - user login
secret - current user password

new_ secret - new password

7.
8.

Provide optional comments.

Repeat steps 5 through 7 to add additional commands.

Note: Drag and drop each command to change the execution order.

10.
11.

. Repeat steps 5 through 8 and define a password verification commands in the Password

verification commands list section.
Click Save.

Define password change policy and assign the password changer to account.

Note: Example

In this password changer example, the password is changed is triggered with the passwd com-
mand, followed by the current password string secret and the new secret repeated twice
new_secret. The last command creates a file, which is later used to verify that the password
has been changed successfully.

Password change

1.

passwd

2. %%secret% %

3. %%mew _secret%%
4.
5

%%mnew _secret% %

. touch /tmp/%%login%%.passwd-changed

Password verification

1.
2.

stat /tmp/%%login%%.passwd-changed | | exit 1
touch /tmp/%%login%%.passwd-verified

10.2.2 Editing a custom password changer

—_

Select Management > Password changers.
Select Custom changers tab.
Click the name of desired password changer.

Edit selected commands.
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5. Click X to remove selected command.

6. Click Save.

10.2.3 Deleting a custom password changer

1. Select Management > Password changers.

2. Select Custom changers tab.

3. Select desired elements and click Delete.

4. Confirm deleting selected objects.
Related topics:

e Data model

e Accounts

e Password changer policy

e Setting up password changing on a Unix system

10.3 Setting up password changing on a Unix system

This topic contains an example of setting up password changing on a Unix system.
Adding a password change policy
1. Select Management > Password changers.

2. Click + Add to create a new password changing policy.

Management < FUI Define new password changer

Password policies Custom changers

20 minut
Custom password policy 1

Static, without restrictions Mone

Manage password changers

A Password changers

3. Provide password change policy name.

Note: Provide a descriptive name so that anyone administrating Wheel Fudo PAM can tell
what the policy does at a glance. E.g. 10 minutes, 20 characters, special characters,
uppercase.

4. Select the Password change enabled option and define how frequently the password will be
changed.
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5. Select the Password verification enabled option and define how frequently the Secret Ma-
nager should verify whether the password has not been changed in any outher way but the
Secret Manager itself.

.
Management < Fudo

Policy

General

Provide descriptive name —

Nama ' |10 minutes, 20 chars, lowercase, dighs )
Enable password change

Password changs enabled a 10 minutes ,
ord will be changed

Passward verification enabled 0 Define how frequently the pa frintes

Enable password verification

6. Provide the number of characters comprising the password.

7. Select desired password complexity options and provide the minimal number of characters
for each.

Password reguirements

Define password length —]

Length t' 20 )
)

Small letters e 15

Enable enforcing selected requirement Provide the minimum number of characters

Settings Special characters

Digits -1

8. Click Save to store password changer policy.
Assigning password changer to the privileged account
1. Select Management > Accounts.

2. Find and click desired account object.

Management < FUE’U. & admin ~ 7
ASCOUnts + Add © Block & Unblock Delete T Add filter - Search. Q
http-accaunt 10.0.235.254 all regular Static, without restrictions Nong
Manage accounts

tp-ananymous 10.0.235.254 all anonymous  None i

8 Accounts Lo -ngins-account Lot -ngin all forward Kone None
Lt -gsh-User inui-gsh all ragular Statie, without restrictions e
inu Y -5sh-user2 inux Y -ssh all regular Static, without restrctions Unix Account over S5H
inuo -teinet-usert iruo -teinet all 'I‘.g'..|ilr Static, without restictions Nong
mysql-root mysql all ragular Statie, without restnctions Nona
mEdit account M all forward (N Nore
BSD all regular 10 minutes, 20 chars, lowercase, dighs Unix Account aver SSH
temminalsenver-ancnymous temminalsanar all anCnymous None Nona

3. Provide the privileged account login in the Credentials section.
4. Select with password from the Replace secret drop-down list.
5. Provide privileged account password.

6. Select your policy from the Password change policy drop-down list.
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Credentials

bl Provide privileged account login —
Login  ( user )
Select password substitution

Replace secret with with password :J

Provide password et
Fiepeat

Pasaword change policy 10 minutes, 20 chars, lowercase, digits )

Select password change policy

7. In the Password changer section, select the Unix Account over SSH from the Password
changer drop-down list.

8. Provide superuser login credentials.

Password changer . -
9 Select password changer specific to the target operating system

Unix Acoount cver SSH

Privilaged user password ‘ )

Provide superuser account password ]

Note: Superuser account enables resetting the password in case the Secret manager detects
that it has been changed by someone else.

9. Click Save.
Related topics:
o Requirements

e Data model

10.4 Setting up password changing on Michrosoft Windows system

This topic contains an example of setting up password changing to Microsoft Windows account

over WMI.

Note: Windows WMI password changer
Using Windows WMI password changers requires granting sufficient permissions to regular users.

e Run the winrm quickconfig command to detect any potential issues, turn on the Loca-
lAccountTokenFilterPolicy option and unblock ports on internal firewall.

e In case the winrm is unavailable, execute the following command cmd /c reg
add HKLM\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\system /v
LocalAccountTokenFilterPolicy /t REG_DWORD /d 1 /f

Additionally, unblock WMI and DCOM ports and change the network interface
type to Office network.
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If neither of the above has brought expected results, the administrator must explicitely asign
users and groups priviledges to WMI or DCOM using wmimgmt.msc and dcomenfg:

e http://www-01.ibm.com /support/docview.wss?uid=swg21681046

e https://technet.microsoft.com/en-us/library/cc771551(v=ws.11).aspx

Adding a password change policy
1. Select Management > Password changers.

2. Click + Add to create a new password changing policy.

& admin -~ ?

Management < FUI Define new password changer

+ Add

Password policies Custom changers |

20 minut 20
Custom password policy 1

Static, without restrictions Mane

Manage password changers

3. Provide password change policy name.

Note: Provide a descriptive name so that anyone administrating Wheel Fudo PAM can tell
what the policy does at a glance. E.g. 10 minutes, 20 characters, special characters,
uppercase.

4. Select the Password change enabled option and define how frequently the password will be
changed.

5. Select the Password verification enabled option and define how frequently the Secret Ma-
nager should verify whether the password has not been changed in any outher way but the
Secret Manager itself.

Management < F"l.ldu’

Policy

G ! - -
enera Provide descriptive name —]

Name ' | 10 minutes, 20 chars, lowercase, digits )

Enable password change

Password change enabled a 10 minuies ’
Passsort werifoation snsbisd G Define how frequently the password will be changed

minutes

Enable password verification

6. Provide the number of characters comprising the password.

7. Select desired password complexity options and provide the minimal number of characters
for each.

10.4. Setting up password changing on Michrosoft Windows system 252


http://www-01.ibm.com/support/docview.wss?uid=swg21681046
https://technet.microsoft.com/en-us/library/cc771551(v=ws.11).aspx

Fudo PAM 3.10 - System Documentation, Release is not supported

Password reguirements

Define password length —]

Length t 20 )
)

Small letters e 15

Enable enforcing selected requirement Provide the minimum number of characters

Settings Special characters

Digits -1

8. Click Save to store password changer policy.
Assigning password changer to the privileged account
1. Select Management > Accounts.

2. Find and click desired account object.

Management < F'IJIJU. & admin - ¥
Accounts  tAGd  ©Block  © Unblock Deiete T Add filter ~ Search. Q
http-accaunt 10,0,235.264 all regular Static, without restrictions Nong
Manage accounts

Riip-anonymous 10.0.235.254 all ancaymous  Mene Nere

8 Accounts Lo -ngins-account Lo -rgins all forward Kone None
inuxi-ssh-user] inuxi-ssh all regular Static, withaut restrictions Mone
inu Y -58h-User2 inuY-58h all regular Static, without rastrictions Uni Account over S5H
iruo: T -teinet-user? irLoe T -telret all ’Egﬂilr Static, without restrictions None
mysql-root mysql all reguiar Static, withaut restrictions None
mEdit account e all forvid Honé N
BSD all regular 10 minutes, 20 chars, lowercase, dighs Unix Account aver SSH
terminalserver-ancnymous terminalserver  all anonymous  Wone Nona

3. Provide the privileged account login in the Credentials section.
4. Select with password from the Replace secret drop-down list.
5. Provide privileged account password.

6. Select your policy from the Password change policy drop-down list.

Credentials

el Frovide privileged account login —

Lagin usar

Select password substitution
Replace secret with with password

Provide password S
Repaat

ol A L S

Password change policy 10 minutes, 20 chars, lowercase, digits

Select password change policy

7. In the Password changer section, select the Unix Account over SSH from the Password
changer drop-down list.

8. Provide superuser login credentials.
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Password changer . -
9 Select password changer specific to the target operating system

Privileged user password ‘ )

Provide superuser account password ]

Note: Superuser account enables resetting the password in case the Secret manager detects
that it has been changed by someone else.

9. Click Save.
Related topics:
e Requirements

e Data model
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Policies

Policies are patterns definitions facilitating proactive session monitoring. In case a defined
pattern is detected, Wheel Fudo PAM can automatically pause or terminate given connection,
block the user and send notification to Wheel Fudo PAM administrator.

Defining patterns

Note: Wheel Fudo PAM supports POSIX extended regular expression.

1. Select Management > Policies.
2. Select Regular expressions tab.

3. Click + Add regular expression.

Manageament

Select patterns settings tab

Narme dalete all
Regular expression rm <Rf
Delete
Open policies configuration page Name  assasinate al
U Policies Regular expression ilal
Delete

Settings

Add pattern definition
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4. Enter pattern name.

5. Define the pattern itself.

Note:
e Patterns can be defined as regular expressions.

e Wheel Fudo PAM does not recognize expressions which use backslash character, e.g. \d,

\D, \w, \W.

6. Repeat steps 3-5 to define additional patterns.
7. Click Save.

Management

Policies

Regular axpressions

Mame delete all
Regular expression m <R
Delete
Mame assasinate all
U Policies Regular expression kilal

Delete Enter name of the pattern
l Narme l

Evndir exprossion I

Enter pattern characters string

Delete

Note: Regular expressions examples
Command rm

(I [~a-zA-Z])rm[[:space:]1]

Command rm -rf (also -fr; -Rf; -£fR)

(I [~a-zA-Z])rm[[:space:1]1+-([rR]£f | £ [rR])
Command rm file

(~|[~a-zA-Z])rm[[:space:1]1+([~[:space:]1]+[[:space:]1]*)?/full/path/to/a/
file([[:space:11I\;[$) (| [~a-zA-Z])rm[[:space:]1]+.*justafilename

Defining policies
1. Select Management > Policies.

2. Click Add policy.
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Management

Policies

Regular expressions

Narne nate_lew_in n m soe x

Regular sxpression [ tears | a
Severity Low

Match inputonly @
Open policies configuration page

U Policles

Settings

Create new policy

3. Enter policy name.

4. Select actions.

= Send email notification to system administrator.
n Pause connection.

o . .

i Terminate connection.

@ Block user.

Note:

e Sending email notifications requires configuring and enabling notification service as well
as Session policy match notification enabled in safe configuration.

e Note that blocking the user automatically terminates the connection.

5. Select monitored patterns.

6. Select policy severity.

Note: Severity parameter value is included in the email notification message.

7. Select the Match input only option to process input stream only.

Note: In RDP, VNC and MySQL protocols only input data is processed.

8. Click Sawve.
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Management

Policies

Marne

Regular sxpression

Sevarity

Marng

Settings

Regular expressions

notil_low_in

Low

Matsh input gak g
Define policy name
Regular expression l

Saverity (

Match input anly ‘l

Save changes

Select to process input stream only

Select policy match severity

Select patterns to be
monitored by given policy

Note: After defining a policy, you can assign it to a safe that is used to establish connections

to servers.

Management

Blocked

Notifications

Login reasan

(= =

BBBE1T2342057 38975

Policy_test

Session start
Sassian finish
Sassion ieave

Assign policy to safe —

Session start (push)
Sassion [oin
Sassion policy match

Te)

Settings

Users

& admin -~ rd

Deleting patterns

1. Select Management > Policies.

2. Select the Regular expressions tab.

3. Find desired pattern definition and select the Delete option.

4. Click Save.
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Managemant

Policies

Regular expressions

Marme dslete all
Regular exprassion rm =Rf
Delete
Marme asgasinate all
U Policies Regular exprassion kila)

Select to delete given pattem

Sattings

Deleting policies
To delete policy definition, proceed as follows.
1. Select Management > Policies.
2. Find desired policy definition and select corresponding Delete option.

3. Click Sawve.

Management

. Open policies configuration page

Policies

Select option to delet policy
natE_lew_in n n “% ®

=3 @

Settings

Save changes

Related topics:
e Safes
e Terminating connection

e Notifications
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e Security
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Sessions

Fudo PAM stores all recorded servers access sessions, allowing to playback, review, delete and
export to the supported video formats.

Sessions management page allows filtering stored user sessions, accessing current users connec-
tions and downloading stored sessions. It also provides status information on each session and
enables access to session sharing options.

Note: Cotents of the session list depend on the logged in user’s access rights. Being able to
access a given session requires having management priviliges to: server, account, user and safe
objects that were used in the given connection.

Icon  Description

v

Start session playback (applicable to sessions with the entire traffic recording
option selected in connection properties).
Icon indicating that session has been timestamped.

Purpose why the user has connected to the server.

Session has been commented.

Session has been processed for full-text search purposes.

Access session sharing management options.

= O W # 9 0

Download session material i selected file format (applicable to sessions with either
complete or raw traffic recording option selected in connection properties).

il User activity monitor (applicable to live sessions).

Username whom approved pending session.

Approve pending connection.

Decline pending connection.

Pending connection awaiting authorization.

+ V| x| 4| B

Element aggregating connections established within the same session.

To open sessions management page, select Management > Sessions.
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Note: Fudo PAM stores compressed session material which may result in differences between
the displayed and the actual session size.

OCR selected

Management "_
Show current connections

ancnymous
BNONYMoUS
ancnymous
BNONYMoUS
aNonymous
ancnymous
ANONYMoUs
ancnymous
BNONYMoUS
ancnymous
aNonymous
anonymous
ancnymous
BNONYMoUS
ancnymous
ad-usar10
Administrator

ad-user1d

¥ ¥ Y ¥ ¥ Y¥YYYYIYIYYyvsryvyryrvyvyvrvyrvyvwyy

ad-usarld

citrix
citrix
citrix
ICA citrix
A cirix
ICA citrix
ICA citrix
A citrix
ICA catrix
ICA citrix
Citrix StoreFront (HTTP)  storefront
Gitrix StoreFront (HTTF)  stoefront
A citrin
ICA citrix
ICA citrix
ICA catrix
A cirix
Citrix StoreFront (HTTP)  storefront
Gitrix StoreFront (HTTF)  storefront
RDP rdp1.endpoint
RDP rdp1.endpoint
ROF rdpl.endpoint

Ica-anon
iea-anon
Ica-anon
ica-ancn
ica-reg
lca-reg
ica-anon
Ica-anon
ica-anon
ica-anon
ica-ancn
ica-anon
ica-anon
sf-anon
st-anon
ica-anon
ica-anon
ica-ancn
iea-anon
Ica-anon
sf-anon
af-torward
Forward
Forward

Forwand

citrix-anon
citrix-aron
citrix-anon
citrix-ancn
citrix-anon
citrix2
citrixg
citrix2
citrix2
citrin2
citrix2
citrix2
citrix2
citrix2
citrix2
citrix2
citrin2
citrix2
citrixZ
citrix2
citrin2
citrin2
citrix

Rdp

Rdp

Rdp

2017-02-16 16:51

2017-02-16 16:48

2017-02-16 18:48

20
20

17-02-16
17-02-16
17-02-16

17-02-18

17-02-16 1

170216

17-02-16 1

17-02-16
17-02-18
17-02-16

170216

17-02-16 1

17-02-16

17-02-161

17-02-16

17-02-18

17-02-16 1

170216

17-02-16 1

17-02-16
17-02-14
17-02-14

17-02-14

16:45
16:43
16:37

15:16

513

1505

504

1503
15:02
14:58

14:58

420

14:20

231

12:30

12:30

228

12:24

221

12:02
14:23
14:20

14T

2017-02-17 07:52
2017-02-18 16:51
2017-02-16 16:46
2017-02-16 16:46
2017-02-18 16:45
2017-02-16 16:37
2017-02-18 15:16
2017-02-16 15:14
2017-02-16 15:05
2017-02-16 15:04
2017-02-16 15:03
2017-02-18 15:02
2017-02-16 14:58
2017-02-16 14:58
2017-02-16 14:39
2017-02-16 14:20
2017-02-18 12:31
2017-02-16 12:30
2017-02-16 12:30
2017-02-16 12:28
2017-02-16 12:24
2017-02-16 12:48
2017-02-16 12115
2017-02-14 14:24
2017-02-14 14:20

2017-02-14 1418

0:00:11

0:00:12
00012
0:18:29
0:00:01
0:00:00
0:00:00
0:00:00
0:00:00
0:00:00
0:26:47
o1z
0:00:02
0:00:05

0:00:56

Define filtering options

131.0KB
792.0 KB
BIOKB

123.0 KB

INOKE

1.0KB
440KB
250.0 KB
31L.0KB
ET.OKE
29.0KB
B20KB
144.0 KB
22.0KB
1.0KB

1.0KB

1.0KB

1.0KB

1.0KB

17.0KB
20.0KB
226.0 KB
164.0 KB

242.0KB

o
=]

o
= L ¢

w
kK ERFEFEREFEREERERFRERFERFREF

12.1 Filtering sessions

Sessions filtering allows to find desired sessions easily by limiting the number of displayed sessions
on the sessions management page.

12.1.1 Defining filters

1. Click Add Filters and select desired data type from the drop-down list.

B Mickay Mouse fudod SSH
P Mickey Mouse  fudod  SSH

B Mickay Mouse  fudod  SS5H

ssh
ssh

ssh

d filtering parameter

T Add filter ~

= Generate report

[F-1608:01  0:00:00 0%
[F-16 08:01 0:00:00 0%

F-1608:01  0:00:00 0%

Saarch.

16.0 KB

16.0 KB

15.0 KB

2. Select desired values for the given filtering type parameter.

12.1. Filtering sessions
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Managemeant

OCR

LC iy Naliate o 2 filbgr = Generate repart Search... [+ R
Enter a string of characters to limit the number of objects on

the list

Select all objects

P Mickey Mouse fudod SSH

b Mickey Mouse fudod BSSH

TFew
(L

Choose objects for the selected filtering parameter

P Mickey Mouse fudod SSH 58

Note: Enter a string of characters to limit the number of the elements on the list. In case of
users, the elements on the list can be limited to those who have a given user role assigned or
belong to the given organization unit.

By user

Select a previously added object to |k
remave it from the filtering list #irnia faa Fach

Select a previously added object to remove it from the filter.

Protocol, user, connection, server and organization parameters allow for selecting multiple ob-
jects of the given type.

Sessions - Active Dalsts | EOCR T Add fitter ~ & Generate report  Search_ a-

U | Mickey o | Sotiormr | Winde e Povh |

By sarver

The filtering mechanism allows for adding multiple
objects to the selected filtering parameter

3. Repeat steps 2 and 3 to define additional filters.

Note: Only sessions which match all defined filtering parameters will be displayed.

4. Click Add Filter and select previously added filtering parameter to disable given filter.
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Management . Fudo’ &admin~ 2

Sessions will Active Debete = OCR T Add filter - & Generate report Search.. Q-

By protocol

By organ(zation
From date

To date

OCR

12.1.2 Full text search

Wheel Fudo PAM enables searching stored data to limit the number of elements on the sessions
list only to those containing the specified phrase.

Management

T Add filter ~

& Generate repart

ions containing specified string of characters

Define search options
ooy o pag i

| 1 P S8H ash 2015-07-21 13:32 2015-07-21 13:32 & &
L fudia 55H ssh 2015-07-21 13:30 2015-07-21 13:32 0:01:47  56% JMOKB = &
F oo fuda SBH ash 2015-07-21 13:30 2015-07-21 13:30 0:00:05 100% 14.0 KB & i
> & fudo 55H ssh 2015-07-21 13:28 2015-07-21 13:28 0:00:07 100% 14.0 KB =5 X

Note: Playing a session containing the specified phrase starts from the moment of its first
occurrence.

The player allows for skipping between each occurrence of the specified phrase.
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8 0o Session B483BB53Z2111147062
X hasps:/10.0.40.50/ses5ions /B4E3RE532111 147062

The search phrase is highlighted

Skip to the previous occurrence

Skip to the next occurrence

00:00:10 00:00:25 @ info m Ft Share |

12.1.3 Managing user defined filter definitions
Current filtering settings can be stored as a user defined filtering preset for the convinience of
the system’s operator.
Storing a user defined filter definition
1. Define filtering options as described in the Filtering sessions section.
2. Provide the name for the filter definition.

3. Click the save icon to store the filter definition.

Management

Sesslons il Active T Add filter = Generate report Q~

By protocol

Store the filtering definition

Editing a user defined filter definition

1. Click Add filter and select the desired filter definition.
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Management 4 Fudo’ &admin~ 7
Sessions il Active Debetn % OCR T Add fitter - S Generate report  Sea Q-

By pratocal

By user

By connection
B admin  fudod  SSH ssh L R W52 00005 100% T.OKB & &
P admin fudod S5H ssh 20150711 By erganization Je:0n 00000 0% 16,0 KB = i
B admin  fuded  S5H ush 2015-07-1)  From date W01 Q0000 0% 15.0KB = &
B admin  fuded  SSH ssh 2015-07-1| 1o date W01 G000 0% 15.0 KB = &
B admin fuded  SSH ssh 0is07- O W0l 00000 0% 18.0 KB - &
B admin  fudod  SSH ssh 2015-07-10 my_very_own_fiter PE:01 20000 D% 15.0 KB B &
B admin  fudc 2016-00-1608:01 00000 0% 15,0 KB = 4

2. Change the filtering parameters as desired.

3. Click the save icon to store changes in the filter definition.
Deleting a user defined filter definition

1. Click Add filter and select the desired filter definition.

Management ¢ Fudo’ &admin - 7
Sessions il Active Dicbote = OCR T Add filter - = Generate report Soa) Q-

By peotocol

By usar

By connection
» admin  fudod  SSH ssh 15072 g e W52 00005 100%  T.OKB = i
> admin  fudod  SSH ssh 2018-07-1 By arganization 8:01 o000 D% 16,0 KB = &
» admin  fuded  SSH ssh 2015-07-1) From date 8:01 00mDD D% 15.0 KB B &
» admin  fudod  SSH ssh 2018-07-1 1O date W01 G000 0% 15.0 KB = &
> admin  fuded  SSH ssh 2015071 OO0 801 00000 D% 18.0 KB = X
» admin  fudod  SSH ssh 2015-07-1(  my_very_own filler PE:01 0:00:00 D% 15.0 KB = i
» admin  fudo 2015-07-18 0B:01 000D 0% 16.0 KB - X

Management

T Add filter ~ = Generate report

By protocol | 554 |

my_wary_own_filter B @
Delete filtering definition )

3. Confirm deleting the selected filtering definition.
Related topics:
e System overview

e Reports

12.2 Viewing sessions

Wheel Fudo PAM allows viewing recorded sessions as well as current user connections.

To view a session, proceed as follows.
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1. Select Management > Sessions.
2. Find desired session and click the play icon next to it.

Session player options

Note: Some options are available for live sessions only.

800 Session 6871947604880708823 '
{% https://10.0.8.64 /sessions/6871947604880708823/

Last login: Tue Oct 7 08:38:17 2014 from 10.0.1.13
root@marcin-fudo:~ #

Play recorded session

Fast forward x2 Skip to the current live session activities

Fast forward x4 Display information on current session
Skip to next user action Display detailed timeline with user's activities

Display the relative or the actual connection time =

ECEE . 3 01:16:20 01:16:25
Join session

Pause session

Terminate session

Timeline with user's activities, e.i. mouse clicks, keyboard input, etc

Note: Playing a session containing the specified phrase starts from the moment of its first
occurrence.

The player enables skipping between each occurrence of the specified phrase.
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8 0o Session B483BB53Z2111147062

TealS0 4. )-MILEASE [(GENERTC) #0: Hon Apr 9

re coaralt She ERAN
it's vpdated Crequeantly

The search phrase is highlighted

Skip to the previous occurrence

Skip to the next occurrence

00:00:10 00:00:25 @ info m E Shara

Note: Click the displayed elapsed time to switch between the connections’s actual and relative
time.
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® 00 Session 6871947604880708823 v
(B https://10.0.8.64/sessions/6871947604880708823/

Last login: Tue Oct 7 08:38:17 2014 from 10.0.1.13
rootémarcin-fudo:~ #

Click to switch between displaying the relative or the actual connection time

01:16:27 @lnfo P Share | " |

& Terminate = Pause | = Join Live view!

Related topics:

e Sensitive features

12.3 Viewing live sessions

Wheel Fudo PAM enables viewing current connection sessions, allowing to supervise user’s ac-
tivities.

1. Select Management > Sessions.

2. Click Add filter and select Active.

3. Select Yes from the drop-down list.

4. Find desired session and click the play icon to start playback.
Related topics:

o Viewing sessions

e Terminating connection

12.4 Pausing connection

In case a current user action requires analysis, the connection to the server can be paused.
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Note: Pausing connection temporarily suspends data transmission. After resuming connection,
buffered user’s actions are forwarded to the server.

1. Select Management > Sessions.

2. Click Add filter and select Active.

3. Select Yes from the drop-down list.

4. Find desired session and and click the play icon to start playback.
5. Click Pause.

- Nals) Session 671923719081296898
{3 https://10.0.8.63/apps/play/671923719081296898/

elcome to FreeBSDI

.3

Bafore seeking technical support, please use thae following resources:

Security advisories and updated errata information for all releases ara
at http://www.FreeBSD.org/releases/ - always consult the ERRATA section
for your relesss first as it's updated frequently.

The Handbook and FAQ documents are at bttp://www.FreeBSD.org/ and,
along with the mailing lists, can be searched by going to
http://www.FreeBSD.org/search/. If the doc package has been installed
{or fetched via pkg_add -r lang-freebsd-doc, where lang is the
2-letter language code, &.g. en), they are also available formatted
in /usr/local/shara/doc/fresbsd.

If you still have a question or problem, please take the output of

“uname -a", along with any relevant error messages, and email it

as & gquestion to the gquestionef@FresBSD.org mailing list. If you are
nfamiliar with FreeBSD's directory layout, please refer to the hier(7)
manual page. If you are not familiar with manual pages, type “man man®.

[Edit /etc/motd to change this login announcement.
fhads-radius# c

m > » ¢ 000415 NG 000009 @nfo  ®Details  #* Share

) Terminate = Join Live View!

’ y S5
Click to pause live user session

cd

Related topics:
e Replaying session
e Joining session

o [Filtering session

12.5 Terminating connection

In case the administrator notices access rights misuse, Wheel Fudo PAM allows to terminate
the session and automatically block given user.
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Note:  Wheel Fudo PAM can automatically block user account upon detecting a defined
pattern. For more information refer to Policies.

1. Select Management > Sessions.
Click Add filter and select Active.
Select Yes from the drop-down list.

Find desired session and click the playback icon to start playback.

AT ol B

Click Terminate.

Note: Terminating connection automatically blocks given user.

enon Session 671923719081296898
fX https://10.0.8.63/apps/play/671923719081296898/

alcome to FreaBSDI

K

Bafore seeking technical support, please use the following resources:

Security advisories and updated errata information for all releases are
at bhttp://wvww.FreeBSD.org/releases)/ - always consult the ERRATA section
for your releass first as it's updated frequently.

The Handbook and FAQ documents are at http://www.FreseBSD.org/ and,
along with the mailing lists, can be ssarched by going to
http://www.FreeBSD.org/search/. If the doc package has been installed
(or fetched via pkg_add -r lang-freebsd-doc, where lang is the
2-lgtter language code, e.g. en), thay are alsc available formatted

in fuer/local/share/doc/freabsd.

If you Btill hawe a gquestion or problem, please take the output of

“uname -a°, along with any relevant error messages, and email it

a8 A gquestion to the gquestionsfFresBSD.org mailing list. If you are
nfamiliar with FreeBS5D"s directory layout, please refer to the hier(7)
nanual page. If you are not familisar with manual pages, type “man man®.

Edit /etc/motd to change this login announcemsnt.
fhedS-radiue# c

n » » ¢ ooos1s |GG 00000 @nfo  ®Detals  © Share |

- Click to terminate user connection

Pause = Join Live Wiew!

6. Decide whether the user should remain blocked or not.

Related topics:

e Policies

Security measures

Joining live session

Sharing sessions

Filtering sessions
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12.6 Joining live session

Wheel Fudo PAM allows joining an ongoing session to work simultaneously with the remote
user.

Note: Session joining feature is supported in SSH, RDP, VNC and Telnet (excluding 5250 and
3270) connections.

To join currently established session, proceed as follows.
1. Select Management > Sessions.
2. Click Add filter and select Active.
3. Select Yes from the drop-down list.
4. Find desired session and and click the play icon to start playback.
5. Click Join.

800 Session 671923719081296898
{x https://10.0.8.63/apps/play/671923719081296898/

elcome to FreeBSDI

.1

Bafora seeking technical support, please use tha following resources:

Security advisories and updated errata information for all releases ara
at http://www.FreeBSD.org/releases - always consult the ERRATA section
for your releass first as it's updated frequently.

The Handbook and FAQ documents are at http://www.FreeBSD.org/ and,
along with the mailing lists, can be searched by going to

http: / /www.FresBSD.org/searchy/. If the doc package has been installed
{or fetched via pkg_add -r lang-freebsd-doc, where lang is the
2-letter language code, e.g. en), they are also available formatted
in /usr/local/shara/doc/freshsd.

If you still hawve a question or problem, please take the output of

unamse -a", along with any relevant error messages, and email it

as & gquestion to the guestions@FreeBSD.org mailing list. If you are
nfamiliar with FreeBSD's directory layout, please refer to the hier(7)
nanual page. If you are not familiar with manual pages, type “man man®.

[Edit /etc/motd to change this login announcement.
fhadS-radius# c

m » » ¢ 000415 NG 00008 @nfo  ®Details  # Share

| Click to join user session
cd

9 Terminate Pause Live View!

Related topics:
o Replaying sessions

. ,
e Sharing sesstons

Filtering sessions

Supported protocols
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12.7 Sharing sessions

Wheel Fudo PAM enables sharing given session with another user.
Sharing a session
To share a session, proceed as follows.

1. Select Management > Sessions.

2. Find desired session and and click the play icon to start playback.

@ admin win-2003 ROF rdp-podmiana 071120141128  07.11.2014 15011 Jd3:43 4% 10,0 ME SEHE L

Open session player

3. Click Share.

800 Session 671923719081296898
{x https://10.0.8.63/apps/play/671923719081296898/

elcome to FreeBSDI

.3

Baforea seeking technical support, please use thae following resources:

Security advisories and updated errata information for all releases ara
at http://www.FreeBSD.org/releases/ - always consult the ERRATA section
for your releass first as it's updated frequently.

The Handbook and FAQ documents are at http://www.FreeBSD.org/ and,
along with the mailing lists, can be searched by going to

http: / /www.FresBSD.org/searchy/. If the doc package has been installed
{or fetched via pkg_add -r lang-freebsd-doc, where lang is the
2-letter language code, e.g. en), they are also available formatted

in /usr/local/shara/doc/freabsd.

If you still have a question or problem, please take the output of

uname -a", along with any relevant error messages, and email it

as & gquestion to the guestions@FreeBSD.org mailing list. If you are
nfamiliar with FreeBSD's directory layout, please refer to the hier(7)
nanual page. If you are not familiar with manual pages, type “man man®.

[Bdit /etc/motd to change this login announcement.

Share session

» > » ¢ o00:04:15 ([ co:00:09 @nfo @ Details [ Share ) .

) Terminate Pause = Join Live View!

4. Provide session availability time frame and click Confirm to generate URL.
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Share session

Define the time frame when shared material will be available

T
Available From

| 2014-04-11 11:40:44

Available to

| 2014-04-11 19:40:44

"

Define whether the third party will be able to actively participate in

Generate s

5. Copy the system generated URL and click Close.
Revoking session URL
To revoke a session URL, proceed as follows:

1. Select Management > Sessions.

in (applicable to live

2. Find desired session and click the share icon to display sessions sharing management

options.

» admin win-2003 ROF rdp-podmiana 07.11.201411:28 07.11.2014 1511

343:43 4%

3. Click the revoke icon to deactivate given URL.

Session sharing management

10,0 MB

L% )

on sharing options

https://10.0.45.212/5...  2014-12-30 09:57 2014-12-30 17:57
key=DdKHqOiw1yDh...
https:/A10.0.45.212/s... 2014-12-31 08:56 2014-12-31 17:56
key=JgasElcXIEQAs...

URL has expired

admin

admin a

Fevoke the URL

Close

12.7. Sharing sessions
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Related topics:

o Replaying sessions

e Joining sessions

e [iltering sessions

12.8 Commenting sessions

Wheel Fudo PAM enables adding comments and tags to recorded sessions.

Adding a comment

1.

Select Management > Sessions.

2. Find desired session and click the playback icon to start playback.
3. Click Details.

4.
5

Click the lower part of the timeline to add a comment.

. Define time interval which applies to this comment.

Note: Click and drag either side of the tag to change the starting/ending time.

6.
7.

Add comment.

Click Submit.

12.8. Commenting sessions
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Search comments

Hide comments list

#tagi
fage

Klikni], aby przeskoczyc do oznaczone| sekcji

1:42:39 ®info P Ghare
HERD

Mag!
Kliknij, aby otworzy¢ komentarz

W \|i\cnij, aby doda¢ komentarz

Editing a comment
1. Select Management > Sessions.
2. Find desired session and click the playback icon to start playback.
3. Click Details.
4. Find and click desired comment.
5. Click the edit icon.
6. Change the comment and Submit.

Deleting a comment

—_

. Select Management > Sessions.

2. Find desired session and click the playback icon to start playback.
3. Click Details.
4

. Find and click desired comment.
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5. Click the trashcan icon.

6. Click Delete to delete the comment.

Edit comment

0:02:26 - 0:02:31

admin 2014-12-30 14:18

Replying to a comment
1. Select Management > Sessions.
2. Find desired session and click the playback icon to start playback.
3. Click Details.
4. Find and click desired comment.
5. Click Reply.
6. Enter message and click Submit.
Related topics:

e Sensitive features

12.9 Exporting sessions

Wheel Fudo PAM allows converting stored session data to one of supported video formats.
To export a session, proceed as follows.
1. Select Management > Sessions.

2. Find desired session and click the session export icon.
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Management & admin~ 7

T Add filter - & Generate report Search

Click to acces ssion conversion and download options

P anonymous RDP-10.0.B.103- anocnymaous 2016-01-1112:31  2016-01-11 13237 1:06:24 8% 24.0MB

- anorymous RDP-0-TLS-10.0,40.100-ANONYMOUS ANGAYMOUS 201601111213 2016-01-1112:27 014:22 63% 264 MB

3. Select the output file format.

Note: The output file format and the resolution determine conversion time and the size of the
output file.

]
Wybierz opcje konwersji

Anuluj Tatederct

Rozpocznij konwersje

4. Select the video resolution (not applicable to the text log file format).

Note: Autodetect option will export video in the native user’s screen resolution.

5. Click Confirm to start conversion and open the downloads page.

Note: The Downloads page enables monitoring conversion progress.

6. Find desired session and click the Download icon to download converted session material.
Fudo® &admin - 7

Downloads e

7 B4B3BAEIZ111147068 0 bytes DS (V) Monitor conversion progress
&  B4B383532111147083 0 bytes DivXS AV Autadetact
5 B4B388532111147076 4445 KB DivES (A1) Autodetect &
4 B48388S32111147076 4656 KE Fiash Vides (FLV) Autadetact &
B4B38A532111147076 4.5MB MJPEG {very high quaity) —®
2 B4B3IEASI2N11147075 2.1 MB MPEG-2 (very popular codec) Autadetect i
4 Downloads 1 B4B3BA5IZ1 11147076 520.9 KB Xid (AVI) Autodetect &

Related topics:

e [iltering sessions
e Sharing sessions

e Viewing sessions
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e Joining sessions

12.10 Deleting sessions

To delete a recorded session, proceed as follows.
1. Select Management > Sessions.
. Find and select desired session.

2
3. Click Delete.
4

. Confirm deleting selected sessions.

Note: Wheel Fudo PAM can automatically delete sessions after certain time, specified by the
retention parameter. Refer to the Backups and retention topic for more on data retention.

Related topics:
o [iltering sessions
e Sharing sessions
o Replaying sessions

e Fxporting sessions

12.11 OCR processing sessions

Recorded RDP and VNC sessions can be processed and indexed for full-text search purposes.

Warning: OCR processing is CPU intensive and may have negative impact on system’s
performance.

Automated sessions processing
To have RDP and VNC sessions automatically processed, proceed as follows.
1. Select Management > Connections.
2. Find and click desired connection.
3. Select OCR sessions option.
4

. Select the language of processed material.
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Management

Connection

General

] BAR3HA532111147016
Name ash-przekarywanie-0
++ Connections
Blacked
Motifications 5 Sesmslon atart Session finish
& Session join 0 Session leava

B Session policy match

ar

Settings

4. Click Save.
Processing selected sessions
To process selected sessions, proceed as follows.
1. Select Management > Sessions.
2. Select desired RDP or VNC sessions and click OCR.

Management

.l Active T Add filter ~ & Generate report Q-

Saasions © Delete

Select desired sessions

A015-05-07 11:18 2015-05-07 11:18 o018 100%  2T.0KB

A015-05-07 11:10 2015-05-07 11:10 Dd31  100%  43.0KB

admin  fuded  S5H

elected material

LU L
[ R

2015-05-05 13:06 2015-05-05 13:06 D300 0% 4.0 KB
adrmin - fudod  SSH =shi 2015-06-05 13:06 2015-06-05 13:06 whxk00 0% 40 KB
B momin fuded  S5SH ssh 2015-05-05 13:06 2015-05-05 13:06 D00 0% 4.0 KB

Note: Filtering options allows for selecting processed or unprocessed objects.

3. Confirm processing selected sessions.
Related topics:
e [iltering sessions

o Accounts
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12.12 Timestamping selected sessions

To timestamp selected sessions, proceed as follows.

1. Select Management > Sessions.

2. Select desired sessions and click Timestamp.

cifrix Ica-anon cirix-anon  2017-02-16 16:51 2017-02-17 0752 15000042 0% 131.0 KB &
cifrin ica-ancn  cirix-anon  2017-02-1616:48  2017-02-1818:51  0:02:24  42%  TO20KB &
citrix ica-anon cirix-anon  2017-02-16 16:46  2017-02-16 16:46  0:00:04 0% 83.0KB &
citrix ica-ancn  citrix-anon  2017-02-1616:45  2017-02-18 16:46  0:00:05 0% 123.0 KB &
citrix ica-anon cirix-anon  2017-02-16 16:43  2017-02-16 16:45 0:02:05  46% 443.0 KB &

3. Click Confirm.

Timestamp confirmation

Are you sure you want to timestamp 1 session?

£ o

Note: Click the @ to view the timestamp data.

Related topics:
o [iltering sessions

o Accounts

12.13 Approving pending connections

12.13.1 Fudo management interface

1. Select Management > Sessions.

2. Click + in a specific row
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Management Fudo® &edmin- P
Sessions Delate @ OCH Timestamp &= Generate report & Approve  Reject T Add fitter ~ Search Q-

B system  SSH system  system  system  2017-08-29 04:04 2017-08-30 04:04 1 day, 0000 0% 5 bytes a = 4

B cystem Tenet3270  system  system  system  2017-08-29 04:04 2017-06-30 04:04 1day, 0:0000 D% 97 bytes & = &

? system SSH system  system system  2017-08-29 04:04 2017-08-30 04:04 1 day, 0:00:00 0% 58 bytes v R

» system Tenet3270  system  system  system  2017-08-20 04:04 2017-08-30 04:04 1day, 0:0000 D% 93 bytes am

7 system BSH system  system  system  2017-08-29 04:04 2017-08-30 04:04 1day, :0000 0% 15 bytes v n

+ system Tenei32T0  system  system  system  2017-08-20 04:04 2017-08-30 04:04 1day, 0:00:00 0% 118 biytes 9

* system SSH sysiem  system system  2017-08-29 04:04 2017-08-30 04:04 1 day, U: x

7 system  Tenet3270  systern  systemn  system  2017-08-20 04:04 2017-08-30 04:04 1 day, :00:00 0% 70 byt %

or select desired pending sessions and click Approve.

Management |:“|_|UD- & admin~ P

Sessions Delate = 0GR Timestamp & Generate report » Reject T Add fitter - Search. Q-

system  SSH

Select pending connections 29 04:04 2017{08-30 04:04 1 day, 0:0000 0% 5 bytes a B &

9 04:04 2017{08-30 04:04 1day, 00000 0% 97 bytes & & &

| Approve selected access requests

2017-08-30 04:04 1 day, 0:00:00 0% 58 bytes v x

ayatem  Tainet 3270 ayalem  Syabem aystem  2017-08-20 04:04 2017-08-30 04:04 1 ey, 0:00:00 0% 93 bytes s
system  S5H SYSIBm  System systam  2017-08-29 04:04 2017-08-3004:04 1 aay, 0:00:00 0% 15 bytes ¥R
system  Tenet3270  systern  systemn system  2017-08-20 04:04 2017-D8-30 04:04 1y, 0:0000 0% 118 bytes vx

system  55H SYSlem  System system  2017-D8-29 0404 2017-08-30 04:04 1 gay, 0:00:00 0% 35 oytes X

system  Tenet3270  system  system  system  2017-08-29 04:04 2017-08-30 04:04 1 day, 0000 0% 70 bytes vx

12.13.2 Fudo Mobile

1. Start and login to the Fudo mobile application.

2. Select profile that you want to list connections from.

3. Select pending connection and tap Approve or swipe it right and tap D
Related topics:

o User authentication methods and modes

e Declining pending connections

o Sessions

12.14 Declining pending connections

12.14.1 Fudo administration interface

1. Select Management > Sessions.

2. Click * in a specific row
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Management Fudo® &edmin- P
Sessions Delate i OCR # Timestamp &= Generate report = Approve ® Reject T Add fitter ~ Search... Q-

» system SSH system  system system  2017-08-29 0404 2017-08-20 04:04 1 dary, 0:00:00 0% 5 bytes & = i
®» system Teinet3270  system  system  system  2017-D8-20 04:04 2017-D8-30 04:04 1 diay, D:00:00 0% 97 bytes a & &
? system SSH system  system system 200 7-08-29 04:04 2017-08-30 04:04 1 day, 0:00:00 0% 58 bytes %
® system  Tenet3270  system  system  system  2017-08-20 04:04 2017-D6-30 04:04 1day, 0:00:00 0% 93 bytes am
T system SS5H system  system  system  2017-08-29 04:04 2017-08-30 04:04 1 day, 0:00:00 0% 15 bytes v
? system  Teinet 3270 systern  system system  2017-08-29 04:04 2017-08-30 04:04 1 day, 0:00:00 0% 118 bytes 49
* system SSH system  system system  2017-08-29 04:04 2017-08-30 04:04 1 day, 0:00:00]
7 system  Tenet 3270 system  Sysbem system  2017-08-29 04:04 2017-08-30 04:04 1 dary, 0:00:00 0% 70 Bytes oW

Fudo’ deimn- P
Saaalons Delate = OCR # Timestamp & Generate report = Approve |I & Reject | T Add filter ~ Search... Q-

2017-08-30 04:04 1 dary, 0:00:00 0% 5 bytes a s i

Teinet 3270

85H

2017-08-30 04:04 1day, 00000 0% 97 bytes & & &

0170630 0404 1y, 0:00:00 0% 58 bytes vx
system  Tenet3270  system  system  system  2017-D8-20 04:04 2017-08-30 04:04 1day,0:0000 0% 99 biytes im
system  SS5H System  system systam 20M7-08-29 04:04 2017-08-30 04:04 1 day, 0:00:00 0% 15 bytes Ea
system  Tenet 3270 system  system  system  2017-08-29 04:04 2017-08-30 04:04 1day, 0:0000 0% 118 bytes vx

system  55H SYSlem  System system  2017-D8-29 0404 2017-08-30 04:04 1 gy, 0:00000 0% 35 byles X

system  Teinet 3270 system  system system  2017-08-29 04:04 2017-08-30 04:04 1 diary, 0:00:00 0% 70 bytes xR

3. Optionally, enter the reason for rejecting given access request.

Note: Rejection reason is displayed on the session list after positioning cursor over the # icon.

4. Optionally, select the option to block the user.

Note: User blocking reason will be the same as the entered session rejection reason.

5. Click Confirm.

Enter access rejection reason

Feanon of ejectian

Disable user account

Decline pending access request

12.14.2 Fudo Mobile

1. Start and login to the Fudo mobile application.

2. Select profile that you want to list connections from.

3. Select pending connection and tap Deny or swipe it left and tap n
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4. Enter reason why you decline given connection.
5. Optionally, select the option to disable user account.
6. Tap Decline to confirm access disapproval.

Related topics:

User authentication methods and modes

Approving pending connections

Termainating connection

Blocking a user

Sessions
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Reports

Reporting service generates detailed statistics of users access sessions.

Full reports are generated periodically (daily, weekly, monthly, quarterly) by the system and can
be accessed by users with the superadmin role assigned. Reports generated periodically upon
users with admin or operator requests, will include only information regarding sessions objects
which they have access permission assigned to.

In addition to the system default settings, cyclic reports can be also generated based on the user
defined filtering definition.

Report can also be generated on demand and include data related to specified user sessions.
Subscribing to a periodic report

To enable automatic periodic report generation for the logged in user, proceed as follows.

Note: Periodic reports, generated upon specific user’s request, include only sessions, to which
given user has sufficient access rights.

1. Select Management > Reports.
2. Click Manage subscriptions.

3. Select the report definition from the drop-down list.

Note: The list contains system default options and user defined filtering definitions.

4. Choose how often the given report should be generated.

5. Click Sawve.
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Managament

(e o) -
Select report generation frequency

Add another report subscription [T ()
Store changes —

Cancelling a periodic report subscription

To cancel a subscription to a cyclic report, proceed as follows.
1. Select Management > Reports.

2. Click Manage subscriptions.

3. Click the report definition removal icon.

4. Click Save.

& - . - - - - -
Management : FUDO" Administration panel Display available subscription management options ik ncknin +

Reports Delete . # Manage subscriptions

my_very_own_filer H Daily Quarterly =~ Every year

Cancel the given report subscription

Store changes

Generating reports on demand
A report can be prepared for a specified subset of user sessions, determined by filtering options.
1. Select Management > Sessions.

2. Click Add filters and define filtering parameters (for more information on sessions filtering,
refer to the Sessions: Sessions filtering topic).

3. Click Generate report, to have the report generated based on the current filtering criteria.

Management Add filtering parameters

[ 3 MS SQL (TDS) 2015-06-02 05:51 2015-06-02 05:51 EFL
B admin mssql  MS SOL(TDS)  messgl 2015-08-02 0581 2015-06-02 0551 0:0G00 0% BOKB = L
B admin  maesgl MS SOL(TDS)  mesgl 2015-D6-02 05:51 2015-06-02 05:51  Oo0O:O0 D% 3.0KB = &
B admin mssgl MSSOLTDS)  mssgl 20150602 0551 2015-06-02 051 (D00 D% J0KBE = L
P admin mEsgl MS SOL(TDS)  mssgl 2015-06-02 05:51 2015-06-02 05:51 0:00:00 D% B.OKB &= i
» Badmin_masgl  MS SOL (TDS)  mssgl 2015-06-02 05:51 2015-06-02 05051 00000 0% 3.0 KB E 4
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4. Note your report’s identifier or click it to display the report.

Management 4 Fudo & sdmin -+ ¥

Sessions - Active Delete =l OGR T Add filter - & Generate repart  Sea a-

By protocol = @ x

Reparf "887194760488 B proated successfully,

Click the report's identifier to view its content

B admin mssql MSSOL(TDS)  mssql 2015-06-02 0557 2015-08-02 0551 0000 0% J0KB =rL
B samin mesgl  MS SOL(TDS)  mesgl 2015-06-D2 05:51 2015-06-02 05:51 D00 D% A.0KB = L
B admin mssgl M5 S0OL(TDS)  massgl 2015-06-02 0551 20715-06-02 05:31 000 0% J.0KB = L

5. Select Management > Reports.

6. Find desired report and click the view icon.

7. Click the corresponding button to save the report in selected format.
Opening and downloading reports

1. Select Management > Reports.

2. Find desired report and click the view icon.

Managament

Re Delata T Add fitter ~ # Manage subscriptions

BET1047604BROSZIZ00 2015-08-19 01:00:03 Daily {2015-08-18) - System default report system ]
D|5p|a¥ the repm-ts- list 2015-08-18 07:22:59 Rapan generatad by admin BTN
BE71847604BR0SZI20E 2015-08-18 0705231 Repon generated by admin TN
2015-08-18 01:00002 Daily {20715-08-17) - System default repart Bystam

BH 71947 B04BR0SZIZ0E 2015-08-17 01:00:00 Weekly (2015-08-18) - System default report System

a Click to display given report
BET1 94 THOSBR0S ] Q=16 070000 Daity {2015-08-15) - System default report system B
G871847604BB0523200 2015-08-15 01:00:01 Daily {2015-08-14) - System defaull regart aystam B

3. Click the corresponding button to save the report in selected format.
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Management ¢ F.Llljl:l. & admin ~ 7

Report B48388532111147045

Save the report in selected format
Report criteria

» From dsie = 2015-12-10
+ To date = 2015-12-10

Servers

[ Server [Number of [Number of [Sessions total | Sessbons iotal AVerage scssion Average session
| | sessions | wsers | time | size time size

| RDP-10.0 35 53-Windows X P 1 1 iEL (]} 1810 KB [IZL1] 1810 KB
RDP-10.0 40.100- 3 2.3 ! 2.3
Windows2012 1 1 0:24 23MB 0:24 23 MB

| RDP-10.0.40.202-Windows8 | 1] 1] 003 | 1T MB 0:03 170 MB

| S5H-10.0.35.1 12 1] 1:34 14.5 MB 0:07 1.2 MB

Users

Settings

User | Number of sessions | Number of servers | Sessions otal time | Sessions total size | Average session time Average session ine
userll 15 4 202 443 MB 0:08 30MB

Deleting reports
1. Select Management > Reports.
2. Find, select desired reports and click Delete.
3. Confirm deleting selected reports.
Related topics:
e Notifications

e Filtering sessions
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Efficiency analyzer

Wheel Fudo PAM features a productivity analysis component which tracks users’ activities and
can provide precise information on activity and idle times.

14.1 Overview

Overview displays data on users’ activity in selected time interval.

Note: Activity rating is based on the user’s interaction with the monitored system. Wheel
Fudo PAM divides the time into 60 seconds long time intervals and monitors the activity within
the interval. Lack of any actions in a given time period accounts such as a non-productive time.

To view the users’ activity rundown, proceed as follows.

1.

Select Management > Productivity.

2. Select the Ouverview tab.
3.
4. Click Generate report to generate rundown of the displayed data in HTML, CSV or PDF

Define the users’ list filtering.

format.

Note: The report can be accessed in the Reports section.
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Manageameant

Overview Session analysis Comparison

g A\ 3 filter, to limit the number of elements on the list

Click to sort table content

434:58 8847
Show users within the given organization

Hide users within the given organization

Managament

Cverview Session analysis Comparison bl LR
Diarte from 2014-10-01
206 19
81 16
31 1
31 1
B4 2
B0 1

Click to display sessions list for the given user/organization

Related topics:
e Productivity analysis - Sessions analysis
e Productivity analysis - Comparison

o Sessions

14.2 Sessions analysis

Sessions analysis shows in detail users/organizations productivity in the given time period. The
activity threshold parameter allows identifying sessions, users and organisations which do not
exceed the required user activity rating and helps establishing the threshold value attainable for
a given number of users or sessions.
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Fudo’ & admin -~ ¥

Overview  Session analysis Comparison Generate repart
{ Add a filter to limit the number of users included in the rundown

Users activity chart in the given time interval
Soosion Bt ~

[ Sessions total sctive time ] Sessions total time 8 Shew tatal time

Sun0% TusD7 ThuOS Set1l Mon13 Wed 15 Eri17 Sun19 Tue2! Thu23 Sat25 Mon27 Wed29 Fndsatd!

Activity thresheld < 20 >

Il Bolow ttreshoic: & 11 @1 B 140 [l Avove threshoi: & 13 2 3156

deweiopment [ HEE HEEE HEEE [EEIETET] 41 %
wess W | [ || EEEN EEER 12:49 FIBL41%

wvs  AHNEEEENENE EEEEEE EEER BT 4%
wes [ HNTNEEEEEE EEEEEE EEEE 210115702
user26 [l [ | 0:53 351 <5

unzssigned [N A NEEEEE EEEEEE EEEEE BT 2%
pesn) | T 0o%
user-27 ] TR T 9%
sz n n T
user 04 213

.Dailyr users productivity listing in the given time interval

Users activity rating

Users activity rating allows identifying sessions which do not exceed the required user activity
level. Further material analysis helps determining the reason for low activity in the given session
and draw relevant conclusions.

Note: The listing does not cover time periods longer than 31 days. In case the defined time
interval is longer than that, only data from the first 31 days is presented.

Change the activity threshold to update the listing

Activity rating in the given time interval

B Beiow threshoia: & 11 @1 BEae [ Above threshold: & 13 W2 B 155

Cct. 24, 2004
Sessions time: 1229
user-33 .. ... . .. |m-..m|ma:u:zz

=vi: [IHHAHNEEEEEEE BEEEEEE Nl etme o
user-25 [ INIIE
user-26 I

unissignes [N ENEEEEE EEEEEE EEEEER
user-80 | ]
user-27 ||

Total connections time in the given time interval

Total active time in the given time interval
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tssigred [ HE N NENEEEE EEEEEE EEE

wezs [[HHAHNTNEEEEE EEEEEER NI

sessions for the given day

Oct. 24, 2014

Sasgions time: 1229
= ; ] _— Active time: 0:22
Click to display only data on the given organization [REL G Ry
Sessions count: 1
Producthity: 25 %

user-26 I [ | I

' Hover over a given element to dispay detailed information

1245 51100000
[EZTRETE <
1:54 160:53 g0

2101 157:02 gk

l;l_:::E 100%%
oo S

Related topics:

e Productivity analysis - Overview

e Productivity analysis - Comparison

14.

3 Activity comparison

Efficiency analyzer module enables comparing users/organizations activity in given time periods.

To compare users/organizations, proceed as follows.

1.

6.

Select Management > Productivity.

2. Select the Comparison tab.
3.
4
5

Select object types being compared.

. Select the time interval.

. Add objects to the comparison and define starting date for each object.

Click Confirm to compare selected objects.

Related topics:

e Productivity analysis - Sessions analysis

o Productivity analysis - Overview

o Sessions

14.3. Activity comparison
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Administration

This section covers Wheel Fudo PAM administration topics.

15.1 System

15.1.1 Date and time

System events registered by Wheel Fudo PAM (sessions, system log events, etc.) are timestam-
ped. Wheel Fudo PAM can obtain the time information either from an NTP server or the system
clock.

Warning:

e [t is strongly advised for the date and time settings to be obtained from a reliable NTP
server. Changing date and time settings manually may result in system malfunction.

e Date and time synchronization with NTP server is required in cluster configurations.

Changing date and time settings

Note: Manual time setting is disabled if there are NTP servers configured.

To change the Wheel Fudo PAM’s system clock settings, proceed as follows.
1. Select Settings > System.

2. Change date and time parameters in the Date and time section.
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Management L F"I.II:II:I. & sdmin ~ 7

Genaral Upgrade License Diagnostics

BEREW Select timezone —

Timazone Warsaw 3 )

EJB‘BEEI.IM 2016-02-07 23:40 l
Set the date and time

NTP servers

3. Click Sawve.

Time servers configuration

Note: NTP servers ensure that the system time on all IT infrastructure devices is synchronized.
Using NTP servers guarantees that the timestamp of the recorded session matches the time
settings on the monitored server.

Adding an NTP server definition
To add an NTP server definition, proceed as follows.

1. Select Settings > System.

2. Click + in the NTP servers section to add an N'TP server.

3. Enter NTP server IP address or host name.

Management <«  Pudg &sdmin- 7
General Upgrade License  Diagnostics
Date and time
Timazone Warsaw
Date&time | 2015-02-07 23:00

Add NTP server
MNTF serve

Provide hostname or IP address

4. Click Save.

5. Select Restart from user menu to reboot Wheel Fudo PAM and apply new time settings.
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Display user options

- P &
Managemaent £ FUOO Administration panal & sdmin

fudp-1-172E8.upg
1-17361 fudo=1-17361.upg

BLogout

Editing an NTP server definition
To edit an NTP server definition, proceed as follows.
1. Select Settings > System.

2. Find and change desired NTP server configuration parameters in the NTP servers section.

?

Managament L & admin -

General License

Upgrade Diagnostics

Date and time

Timazomne Wirsaw E
Date & time 2018-02-08 18:07
NTP servers

ll pl.pool. Atp.crg I o
Click to edit NTP server's IP address/hostname of the

3. Click Save.
4. Select Restart from user menu to reboot Wheel Fudo PAM and apply new time settings.

Display user options

L P &
Management < FudO Administration panel & admin

1-17268 fudo-1-17 268 upg 55.8 MB
Reboot system 5

117361 fude=1-1T361.upg 884 MB

BLogout

Deleting an N'TP server definition
To remove and NTP server definition, proceed as follows.
1. Select Settings > System.

2. Find desired NTP server definition in the NTP servers section and click the X icon.
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-
Management ¢ Fudo &admin- ?
General Upgrade License Diagnostics

Date and time

Timezone Warsaw
Date & time 2016-02-04 15:07
NTP servers

Pl pool. Atp.ong 9
- Remove MTP server

3. Click Sawve.

Related topics:

o Timestamping

15.1.2 SSL certificates

SSL certificate allows prevent phishing attacks.
Configuring SSL certificate for Fudo administration panel
1. Select Settings > System.

2. In the Fudo HTTPS certificate section, click the Browse button next to the HT'TPS Cer-
tificate field and point to the location of the SSL certificate file in PEM format.

3. Click the Browse button next to the HTTPS Private Key field and point to the location
of the SSL key definition.
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Management Fud |:|° &admin- P
General Upgrade License Diagnostics

Date and time

Timezone Wiarsaw

Date & time 2018-04-19 12:27
NTP servers
pl.pool.np.org x
+
FUDQ HTTPS certificate

Upload certificate in PEM format

HTTPS cartificate Cnoose e MO file chosen
HTTPS private key Crocse fie | MO fike chosen )
W Upload private ke —
User portal HTTPS cer‘tmc
HTTPS certificate Cnoose fie MO file chosen
HTTPS private key Crocse fig MO file Shosen
Session
Deny new cann ections

User authentication

[Datault domain test

SSH access

e | |

4. Click Save.

Configuring user portal SSL certificate
1. Select Settings > System.

2. In the Fudo HTTPS certificate section, click the Browse button next to the HT'TPS Certi-
ficate field in the HTTPS certificate section and point to the location of the SSL certificate
file in PEM format.

3. Click the Browse button next to the HT'TPS Private Key field and point to the location
of the SSL key definition.
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Management Fudo’

Date and time
Timezone

Date & time

NTP servers

FUDQ HTTPS certificate

HTTPS cortificate

HTTPS private key

HTTPS certificate
HTTPS private key
Session
Deny new connections
User authentication

[Datault domain

SSH access

4. Click Save.

Related topics:
e Security measures

e Servers

15.1.3 Deny new connections

Enabling this option results in a denial of all new connections requests.

Blocking new connections

1. Select Settings > System.

General Upgrade License Diagnostics

Warsaw

an

2018-04-19 12:27

pl.pool.nip.org x

+

Upload certificate in PEM format
Croose fie | MO file chosen

Cnocge fie WO file chosen )

T L
User portal HTTPS certific el sl s —

Cnoose fie MO fike chosen

Conocnn fie MO fike chosen

test

2. Select Deny new connections option in the Session section.

3. Click Save button.

Related topics:

o Network interfaces configuration

15.1.4 SSH access

& admin

?

SSH access option enables remote access to Wheel Fudo PAM for servicing and maintenance

purposes.
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Enabling SSH access
To enable SSH access, proceed as follows.
1. Select Settings > System.
2. Select Enabled option in the SSH access section.
Fudo’ sadmin- ?
General Upgrade License  Diagnostics

Date and time

Timezone Warsaw
Date & time 2016-02-08 15:07
NTP servers
pl.pool.mp.ong o
+
ol FUDO HTTPS certificate
&= System
HTTPS certificate wiybierz piic | N8 wybrano pliku
HTTPS private key wiypierz plie | Nia wybrano pliku
SSH access

Enable SSH senvice access
Sensitive features

Activating these features requines a consent of two superadmin users.

Show keyboard input

3. Click Save button.
Related topics:

o Network interfaces configuration

15.1.5 Reset account

Reset account enables resetting Wheel Fudo PAM to factory settings.
Enabling reset account
To enable reset account, proceed as follows.

1. Select Settings > System.
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2. Select Enabled option in the Reset account section.
3. Click Save button.
Related topics:

e Network interfaces configuration

15.1.6 Sensitive features

Sensitive features is a set of options enabling which requires a consent from two superadmin
users.

Enabling displaying keyboard input

Note: Keystrokes are not displayed in the session player by default. Enabling keystrokes
display requires a consent from two superadmin users.

To enable keyboard input display, proceed as follows.
1. Select Settings > System.
2. Select Show user input in the Sensitive features section to initiate the feature.

3. Click Sawve.
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L]
Managameant ‘ Fudo &admin - ?
Genaral Upgrade Licanse Diagnostics

Date and time

Timezong Warsaw B
Date & time 2016-02-08 15:07
NTP servers
pl.paal.ntp.ong x
+
FUDO HTTPS certificate
HTTPS certificate wiybierz piic | MW wybrano pliku
HTTPS private key Wybisrz plix | NI WYBrENO pliku
S5H access
Enabled a

Sensitive features

Activating these fagtures requires a consant of two superadmin users.

Select to display keyboard input in session player

4. Notify another system administrator that the keyboard input showing feature has been
initiated and requires a confirmation.

Related topics:

o Viewing sessions

15.1.7 System update

Note:

e In addition to the current system version, Fudo PAM stores the previous revision, allowing
for restoring the system to its previous state.

e The system update process does not influence the system configuration or the session data
stored on Fudo PAM.

e The storage usage may temporarily increase during system update.
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15.1.7.1 Updating system

The upgrade mechanism consists of two phases: Prepare phase and actual Ezecute phase.

Prepare phase is responsible for migrating data in monthly batches to the new database in the
background during normal operational use of Fudo PAM.

It is advised to allow the mechanism to copy as much data as possible during this phase as
the final upgrade will have to copy the remaining data, hence data copied in the prepare phase
reduces overall time required to perform the final offline upgrade.

The upgrade mechanism makes resumable snapshots of migration progress. At each step of the
migration, a snapshot is made and in case of failure, the mechanism is able to restart the process
from the last valid state both with the same package and potentially with a new package released
at a later time. This step is important especially for large installations where the Prepare phase
can take significant time.

Note: Session retention is unavailable during the Prepare phase as it could attempt to remove
data that has been already copied to the new database.

Note: Run check button is disabled as it has no use due to big database version changes.

Warning;:

e The storage required for performing the upgrade is estimated before the process is exe-
cuted. Fudo mechanism reports how much additional space is required if the currently
available storage is too small to safely perform the upgrade.

e If the storage usage on the system being updated exceeds 85%, contact Fudo Security
technical support before proceeding with upgrading the system.

e During the system update, all current users’ connections will be terminated. Use the
Deny new connections option in the Sessions section of the system settings menu to
limit the number of active connections before performing system upgrade.

1. Select Settings > System.

2. Select the Upgrade tab.

3. Click Upload.

4. Browse the file system to find and upload the update image file (.upg).

5. Click Prepare upgrade.

General Upgrade License Diagnostics B e o e eiipload
o
0 43- fudo-4.3- 543.6 MB Upgrade check

63794 63794.upg Upgrade check not available. 1 Prapars upgrade

Prepare upgrade
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Note: Running Prepare upgrade can be put on hold by clicking the Stop button. When the
current batch of data is copied (1 month) the Prepare phase will stop instead of starting to copy
the next batch. Clicking the Start button resumes the process. Prepare phase can be canceled
completely by clicking Cancel, which however does not remove resumable snapshots. If this is
required, please contact Fudo Security support.

6. Once Upgrade Preparation phase is completed, you can click Run upgrade.

General Upgrade License Diagnostics ST A OO © Upload
[m]
O 4.3- fudo-4.3- 543.6 MB Upgrade check ‘ |
63794 B63794.upg Upgrade check not available. ‘_—‘
_ Run upgrade
Prepare upgrade

Upgrade preparation has been completed, the system is ready for the upgrade.

o - | |

Warning:
e After running system update, Fudo PAM will restart automatically.

e Rebooting a physical appliance requires the encryption key. Connect the USB flash
drive containing the encryption key to the USB port before proceeding.

e In case of virtual machine instances, system will prompt for passphrase upon boot up
after running upgrade scripts. Entering incorrect passphrase will restart the machine
in previous revision.

e If an executed upgrade fails, the upgrade package will remain in the Upgrade tab so
you don’t need to re-upload the package again.

15.1.7.2 Deleting upgrade snapshot

Deleting upgrade snapshot will free the storage space occupied by previous system version.

Warning: After deleting the upgrade snapshot it will not be possible to restore the system
to previous version.

1. Select Settings > System.
2. Select the Upgrade tab.

3. Click Remove upgrade snapshot.
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Managament

Genaral

Upgrade Licensa Diagnostics

Delete previous system version

3.1-32574 fude-3.1-32574.upg 1081 MB Upgrace check has not Been run  Fu chack | #* Upgrad |

4. Confirm deleting previous system version.
Related topics:
e System version restore

e Restarting system

15.1.8 License

Uploading new license

To upload a new license file, proceed as follows.

Note: New license will replace existing one.

1. Select Settings > System.
2. Select the License tab.
3. Click Upload.

Management < F"I.lljl:l. &admin -~

General Upgrade License Diagnostics © Uploaa

f ) Upload license file
Serial number 12345676

Expiration date 2016-03-31

License ownar Wheel Systems sp. 200
License type test
Accounting mode hicest, port

Cluster nodes Bmit 1

Number of servers: E Minuse | 14 available
- ”

Sattings Usage statistics

& System

Date from 2015-11-0 o 2016-02-08

Wea 18 A Fioe M 11
!Numwmcnmuﬂm sessions )
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4. Browse the file system to find the license file and click OK to upload and replace current
license definition.

Related topics:

o System

15.1.9 Diagnostics
System diagnostics module enables executing basic system command, such as ping, netcat or
tracerout.
To run a diagnostic utility, proceed as follows.
1. Select Settings > System.
2. Select the Diagnostics tab.

3. Find desired utility, provide necessary parameters and execute the command.

.
Management < Fudo & samin -~ ¥
General Upgrade License Diagnostics @ Download service data
in
ping Enter host address Execute command
G )
Options Mumeric output only Record route
netcat Select optional execution parameters
Host Port -~
hast
Hast -
Settings
& System traceroute
Host (ad
Optians Do not resalve hop adaresses Usa ICMP ECHO instead of
UDP catagrams
Firewall evasion mode Set the "don't fragrmeant” bit
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Command/parameter

Description

Ping

Ping sends a sequence of 10 ICMP packets to selected host.

Numeric output only

Does not resolve host’s IP address to its mnemonic name.

Record route

Enables tracking packets’ route.

netcat etcat allows establishing connection with remote host on spe-
cified port number.

host host is used to determine if the DNS server correctly resolves
mnemonic hostnames.

traceroute traceroute allows for determining packets’ route between

Wheel Fudo PAM and the specified host.

Do not resolve hop addres-
ses

Subsequent hop IP addresses are not resolved to mnemonic na-
mes.

Use ICMP ECHO instead
of UDP datagrams

Enforces traceroute to use UDP packets instead of ICMP.

Firewall evasion mode

Enforces the same port numbers for UDP and TCP packets.
Target port is not incremented with each packet sent.

Set the “don’t fragment”
bit

Disables packet fragmentation in case the packet exceeds defi-
ned MTU (Maximum Transmission Unit) value defined for the
network. Exceeding the MTU value results in an error.

Related topics:

e Troubleshooting

15.1.10 Default domain

Note:

e In case user does not have a domain defined, login string is supplemented with the default

domain value.

o [f there are two users with the same login, one of which has the domain configured the
same as the default domain, and the other does not have the domain defined, Wheel Fudo
PAM will report authentication problem as it cannot determine which user is trying to

connect.

Defining default domain

1. Select Settings > System.

2. In the User authentication section, provide the default domain.

3. Click Save.
Related topics:
e Creating a user

o Users synchronization
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15.1.11 Password complexity
Fudo PAM enables defining static passwords complexity enabling you to enforce passwords that
meet, your internal regulations.
Defining password complexity
1. Select Settings > System.

2. In the User authentication and sessions section, select Password complexity to enforce
defined rules.

Note: Enabling password complexity will trigger password change for users with the Enforce
static password complexity option enabled whose passwords do not comply with the complexity
settings. The password will have to be changed upon logging into the User Portal.

Fudo

You must change your current password before
continuing.

CANCEL

Define the minimum number of characters.
Select Small letters and provide the minimal number of small letters in the password.

Select Capital letters and provide the minimal number of capital letters in the password.

A T

Select Special characters and provide the minimal number of special characters in the
password.

7. Select Digits and provide the minimal number of digits in the password.

8. Select the Different password than current option to enforce a password different from the
current one.

9. Click Sawve.

Note: To enable static password complexity for a particular user, select the Enforce static
password complexity option in the Authentication section on the user form.

Authentication

Authentication fallures @ © & Reset

Enforce static password Enable password complexity enforcement

complexity

Type  Password

Password

Repeat password

Required passward change on next
login

Delete
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Related topics:
e (reating a user

e Users synchronization

15.1.12 Single Sign On in User Portal

Single Sign On automatically authenticates the user when logging into the User Portal.
1. Select Settings > System.

2. In the User portal SSO settings section, provide service identifier that will match the user
account with the service instance.

3. Upload the keytab file containing user’s ID and encryption keys for encrypting and de-
crypting Kerberos tickets.

User portal 550 settings

Provide service identifier —

‘580 principal name ' )

S50 keytab ( X ]
L Upload the keytab file

4. Click Save.

Related topics:
e (Creating a user

o Users synchronization

15.2 Network settings

To change network settings select Settings > Network configuration.
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Managament : ern®

Static routing configuration

Interfaces

% ﬂelﬂ DED0:2THAATAD m @ DHCP

10.0.40.50 / 16 ~ Kl =

10.0.40.51 /|18 F n x

+

% net1 weoozraciz0s m @ OHCP

% net? ceoosrsrezes m @ DHCP

of Metwork configuration

% bridgel wooscsieem ® m @ OHCP

172,128,010 /| 24 F @ o
+

Spanning tree

Members . Configure VLAN

Configure network bridge

15.2.1 Network interfaces configuration

15.2.1.1 Managing physical interfaces

Defining IP address

Defined IP addresses are physical interface’s aliases, which are used in server’s configuration
procedures (Local address field in proxy configuration).

Note: If the list of the assigned IP addresses is empty and the is no option to define an IP
address, check if given interface is a member of a bridge.

To define an IP of a physical network interface, proceed as follows.
1. Select Settings > Network configuration.
2. Click + and provide IP address and subnet mask in CIDR format.

Note: -+ will be inactive if the DHCP option is enabled on the given interface.
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3. Choose additional options for the IP address being defined.

£ Enable access to administration panel on given IP address. Note that the management
IP address is also used for replicating data between cluster nodes.

e Make the alias a virtual IP address which will be take over by another cluster node
in case of the master node’s failure.
Note: Cluster IP address must be added manually on every cluster node, with the
B option enabled.

@

Enable access to User portal on given IP address.

4. Click Save.

Enable access to FUDO administration panel through this IP address

Manageament

Enable User portal access through this IP address

Interfaces Name & DNS

Make the alias a virtual IP address which will be automatically taken
over by another cluster node in case of the master node’s failure

% net0 axocanarsaes Delete IP address
E Obtain IP address from a DHCP server
- -

Assign IP address to redundancy group

Add IP alias to network interface

% netl oeocoearsers TActhe @ DHCP

Irterfses i not active.

@) Network configuration

Note: Current state of each network interface is represented with an icon.

% Interface active and connected.
¢\> Interface active but disconnected.

x Interface disabled.

Remowving defined IP addresses

Warning: Deleting an IP address will disable access to servers which had this IP configured
in the Local address of the proxy server.
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To delete an IP address assigned to a given network interface, proceed as follows.
1. Select Settings > Network configuration.
2. Select desired IP address assigned to given network interface and click z.

3. Click Sawve.

Management

Interfaces

Name & DNS Routing

% nat ococeesrsaes m @ OHGP

Delete IP address
1000.235.153 T ] 9 & o

10.0.235.154 f 16 £ @ n g CHE

+

X netl seoconarsar WACVE @ DHGP

Interface is not actie.

P

Store and apply chang

@ Network configuration

Disabling network interface
To disable a network interface, proceed as follows.
1. Select Settings > Network configuration

2. Click the Active icon next to given interface to deactivate it.

Management

Interfaces Name & DNS Routing

% net onoczearsees

10.0.238,153 T[] 9 h =
10.0.235.154 AT * Gnm S

+

Deactivate selected interface

¥ netl ccocowarsar VAcive @ OHCP

Irterface is not active.

0.0.0.0 {18 A e & =

Save configuration changes

@} Network configuration
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3. Click Sawve.

15.2.1.2 Defining IP address using system console
In case the web administration interface cannot be accessed, IP address can be defined using
console connection.

1. Connect monitor and keyboard to the device.

2. Enter administrator account login and press Enter.

FUDD, S5~-N 12345678, firmware 2.1-23500.

o reset FUDD to factory defaults, login as "reset”.
o fix admin account and change network settings,
login as “"admin" with an appropriate password.

FUDOD (fudo.wheelsystems.com) (ttyvd)

3. Enter administrator account password and press Enter.

FUDO, S-N 12345678, firmware Z2.1-23500.
o reset FUDD to factory defaults, login as "reset”.
o fix admin account and change network settings,

login as "admin" with an appropriate password.

FUDOD (fudo.wheelsystems.com) (ttyvd)

4. Enter 2 and press Enter to change network configuration.
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FUDD, S5~-N 12345678, firmware 2.1-23500.

o reset FUDD to factory defaults, login as "reset”.
o fix admin account and change network settings,
login as “"admin" with an appropriate password.

FUDOD (fudo.wheelsystems.com) (ttyvd)

login: admin

Password :

ast login: Wed Jun 22 10:50:38 on ttyvo

=% FUDD confiquration utility sse=

ogged into FUDO, S~-N 12345678, firmware Z2.1-23500.
Show status
Reset network settings

Exit

hoose an option (@): ]

5. Enter y and press Enter to proceed with resetting network configuration.

FUDD, S~N 12345678, firmware 2.1-23500.

o reset FUDD to factory defaults, login as "reset".
o fix admin account and change network settings,
login as "admin" with an appropriate password.

FUDD (fudo.wheelsystems.com) (ttyvd)

Show status
Reset network settings
Exit

hoose an option (©): 2
re you sure you want to continue? [ysHN]l (n):

6. Enter the name of the new management interface (Wheel Fudo PAM web interface is
accessible through the management interface).
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FUDD, S~/N 12345678, firmware 2.1-23500.

o reset FUDD to factory defaults, login as "reset”.
o fix admin account and change network settings,
login as "admin" with an appropriate password.

FUDOD (fudo.wheelsystems.com) (ttyvd)

Show status
Reset network settings
Exit

hoose an option (B): 2
fire you sure you want to continuwe? [ysNl (nd: y
hooze new management interface (netl wet@):

7. Enter IP address along with the network subnet mask separated with / (e.g. 10.0.0.8/24)
and press FEnter.

FUDO, S-N 12345678, firmware Z.1-23500,

o reset FUDD to factory defaults, login as “reset".
o fix admin account and change network settings,
login as "admin" with an appropriate password.

FUDOD (fudo.wheelsystems.com) (ttyvd)

Show status
Reset network settings
Exit

hoose an option (@): 2

re you sure you want to continue? [ysN1 (nd: y

hoose new management interface (netl net®): net®
Enter new net® address (10.0.150.150-16): 10.0.150.150-16

8. Enter network gate and press Enter.
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FUDD, S5~-N 12345678, firmware 2.1-23500.

o reset FUDD to factory defaults, login as "reset”.
o fix admin account and change network settings,
login as “"admin" with an appropriate password.

FUDOD (fudo.wheelsystems.com) (ttyvd)

login: admin
Password :
ast login: Wed Jun 22 10:56:52 on ttyvo

=% FUDD confiquration utility sse=
ogged into FUDO, S~-N 12345678, firmware Z2.1-23500.

Show status
Reset network settings
Exit

hoose an option (@): Z

re you sure you want to continue? [yrsH1 (nd): y

hoose new management interface (netl net@): netd
Enter new net® address (10.0.150.1560-16): 10.0.150.150-16
Enter new default gateway IP address (10.0.0.1):

15.2.1.3 Setting up a network bridge

Bridge deployment scenario requires setting up a network bridge.
To configure a network bridge, proceed as follows.

1. Select Settings > Network configuration.

2. Click Bridge.

3. Assign network interfaces or VLANSs to the bridge.

Note: Setting up a network bridge requires removing all IP addresses directly assigned to
interfaces which are selected as bridge members.

4. Enter IP address and network subnet in CIDR notation.
5. Select Spanning tree option to enable bridge loops prevention.

6. Select the Management option if the administration interface should be available under
assigned IP addresses and click Active.

7. Click Save.
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x hl’idgEO @ DHCP

Define bridge's IP address " -
A Remove bridge definition

Assign IP address to redundancy group

Enable spanning tree mechanism

Mambers (

» vian0 = m @ DHER

VLAN

Parent interface 1]

15.2.1.4 Setting up virtual networks (VLANSs)

VLAN networks allow separating broadcast domains.
To configure a VLAN on , proceed as follows.
1. Select Settings > Network configuration
2. Click VLAN.
3. Select the physical interface and define VLAN ID.
4. Add IP addresses to given VLAN.

Note: Select DHCP option, to obtain IP address from a DHCP server.

Note: The IP addresses are aliases to the physical interface and are used in servers configura-
tion as proxy server address.

5. Click Active to activate defined VLAN.
6. Click Save.
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Enable configured VLAN

x vian0

15.2.1.5 Setting up LACP link aggregation

Link aggregation enables combining a number of network interfaces for improved transfer rates
and implementation of failover scenarios in which the services remain available in case of a
network switch failure.

To configure a network link aggregation, proceed as follows.
1. Select Settings > Network configuration.
2. Click Link aggregation.

3. Assign network interfaces.

S:; IaggE 00:C4:TAB0:B1:59

Members [ neto | o Q

v netl
netl
net2
net3
net4
nets
vlan0, lagg?1, ID: 12

Note: Setting up a network bridge requires removing all IP addresses directly assigned to
interfaces which are selected as bridge members.

4. Enter IP address and network subnet in CIDR notation.
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5. Choose additional options for the IP address being defined.

£ Enable access to administration panel on given IP address. Note that the management
IP address is also used for replicating data between cluster nodes.

e Make the alias a virtual IP address which will be take over by another cluster node
in case of the master node’s failure.

Q@

Enable access to User portal on given IP address.

6. Click Save.
Related topics:
e Servers management

o Accounts

15.2.2 Labeled IP addresses

IP address labels are global configuration parameters. They are replicated throughout cluster’s
nodes, but their assignment is strictly local, applicable to each node separately. Labels enable
ensuring constant access to LDAP authentication services in case of a node failure and allow for
implementing load balancing scenarios.

Defining a labeled IP address
1. Select Settings > Network configuration.
2. Select the IP labels tab.
3. Click * .

4. Provide IP address and enter label name.

Note: Label name can comprise small letters, digits, _ and - characters.

5. Click Save.

6. Use labeled IP address in listener, server or external authentication source configuration.
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Destination host

g

IP address 10.0.1.35

Bind address || ANy

L]

Labeled IP addresses
 label 0.0.150

labsel_2 [10.0.0.6]
label_3 [10.0.160.151]
label_4 [10.0.150.152)
TG CITRR R T RH 22T P e T T 20T g T o (LA DO et
HLGXzzPixksc DSV +aFind2 2o DBrcZ 2ubhva W3NSz AHFHA 1 FOSZH
NCETREYOpVZZrL3ZEDIMminIGgGallHKRCVP

al:Sfed:ad-31:b0:0F 1488 72:09: 05 secdd-5a o 70054 20057 SHA1

Related topics:
e Network interfaces configuration
e Fxternal authentication
e Servers

e [Listeners

15.2.3 Bypasses configuration

Bypasses enable to physically re-route network packages in case of a system failure.

Note: Bypasses configuration is not available if Wheel Fudo PAM is running in virtualized

environment.

1. Select Settings > Network configuration.
2. Select Bypasses tab.
3. Select bypass mode.

e Bypass mode permanently enabled - this option enforces bypass mode on the ne-
twork interface card. This mode may be used for maintenance purposes or when

troubleshooting network issues.

e Bypass mode enabled only in case of system failure - network packets are re-routed
only in case of a system failure or in case the Wheel Fudo PAM is powered off.

e Bypass mode disabled - in case of system failure, the network packets will not be
routed to the next network appliance.

4. Click Save.
Related topics:

e Network interfaces configuration
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15.2.4 Routing configuration

In default configuration, Wheel Fudo PAM directs all incoming traffic to defined gate. Static
routing enables defining routes for packets coming from selected networks.

Note: When defining default route, enter default in the Network field.

Management

Interfaces MName & DNS Routing
Default network traffic route
Gnnl.a Matwdrk dataiilt Gateway 1000.0.1 o l

Routs Network | 172,128.0.16/32 Gateway 10.0.0.2 L

Adding a route

To add a route, proceed as follows.
1. Select Settings > Network configuration.
2. Select Routing tab.
3. Click Add route to define a new route.
4

. Enter network address along with the network mask (e.g. 10.0.1.1/32) and gateway
address.

5. Click Save.

Editing a route

To edit a route, proceed as follows.
1. Select Settings > Network configuration.
2. Select Routing tab.
3. Find and edit desired route entry.
4. Click Save.

Deleting a route

To delete a route, proceed as follows.
1. Select Settings > Network configuration.
2. Select Routing tab.
3. Find desired route entry and click the delete icon.
4. Click Save.
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.
Managemant £ FUOO Administration panel

Interfaces MName & DNS Routing
Route Network  dafault Gateway 10.0.0.9 -

Route Network | 172,128,0,167%2 Gatewiy 10.0.0.2 @

Select to delete given route entry ]

Sattings

@ Network configuration

Save configuration changes

Related topics:

e Network interfaces configuration

o Time servers configuration

15.2.5 DNS configuration

Note: DNS servers enable using mnemonic hosts names instead of IP addresses when configu-
ring various network resources.

Management

Interfaces Name & DNS Routing IP Labels

Provide DNS server's IP address

Sattings

Add a DNS server

©F Network configuration

Defining domain search path

Domain search path enables convenient hosts identification based on short names. For example,
defining tech.whl as the domain search path, enables defining target host as ftp instead of
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ftp.tech.whl.

To define a domain search path, proceed as follows.
1. Select Settings > Network configuration.
2. Switch to the Name & DNS tab.

3. Enter the domain search path.

Note:

e To define more than one value, enter desired values separated by space character. E.g.
tech.whl wheel.com

e Protocol implementation enables defining up to six domain search paths.

4. Click Save.
Adding a DNS server definition
To add a DNS server definition, proceed as follows.
1. Select Settings > Network configuration.
2. Switch to the Name & DNS tab.
3. Click Add new to define new DNS server.
4. Enter DNS server I[P address.
5. Click Save.
Editing a DNS server definition
To edit DNS server definition, proceed as follows.
1. Select Settings > Network configuration.
2. Switch to the Name & DNS tab.
3. Find given DNS server and double-click desired field.
4. Change parameter value as needed.
5. Click Save.
Deleting a DNS server definition

To delete a DNS server definition, proceed as follows.

Note: Deleting a DNS server definition may cause interruptions in device operation, if system
configuration uses hosts names instead of IP addresses.

1. Select Settings > Network configuration.
2. Switch to the Name & DNS tab.
3. Find and select given DNS server definition.

4. Click Delete.
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5. Click Save .
Related topics:
e Network interfaces configuration

e Time servers configuration

15.2.6 Proxy servers configuration

Note: Proxy server is required for facilitating communication between Fudo Mobile application

and Wheel Fudo PAM system.

Management

Cartificate

Interfaces Mame & DNS Routing IP Labels Proxy

Fudo Mobile : ’
Upload proxy service certificate gy

Settings

WOVEC W Enter IP address nad port number —
& Network configuration Hast t s l

Server public key

Download server's public key

Add proxy server
Fudo SSH keys

m s

Adding a proxy server definition

To add a proxy server definition, proceed as follows.
1. Select Settings > Network configuration.
2. Switch to the Proxy tab.

@

]

SHA1

?
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3. In the Fudo Mobile section, click to upload certificate for communication between
Fudo Mobile application and Fudo’s API.

4. Provide IP address or hostname and port number for Fudo Mobile application access.

Note: Click + to define additional hosts.

5. Provide IP address or hostname and port number of proxy host for communication over
SSH.

6. Click to download server’s public key.

Note: Click ¥ to define additional proxy hosts.

7. Click Sawve.

Note: SSH keys displayed in the Fudo SSH keys section, are used to configure an external
proxy service on a dedicated host. For more information refer to 4-Eyes authentication proxy
service topic.

Editing a proxy server definition
To edit a proxy server definition, proceed as follows.
1. Select Settings > Network configuration.
2. Switch to the Proxy tab.
3. Find desired proxy server and change its parameters as needed.
4. Click Save.
Deleting a Fudo Mobile communication IP address

To delete an IP address used for communication with Fudo Mobile application, proceed as
follows.

Note: Deleting an IP address may result in communication problems between Fudo Mobile
application instances and Wheel Fudo PAM.

1. Select Settings > Network configuration.

2. Switch to the Proxy tab.

3. In the Fudo Mobile section find desired IP address and click
4. Click Save.
Deleting a proxy server definition

To delete a proxy server definition, proceed as follows.
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Note:

Fudo Mobile application.

Deleting a proxy server definition may cause issues with delivering push notifications to

1.
2.

3. In the Proxy servers section, find desired proxy server definition and select Delete.

4.

Select Settings > Network configuration.

Switch to the Proxy tab.

Click Sawve.

Related topics:

Adding a mobile device

Network interfaces configuration
Time servers configuration
Approving pending connections

Declining pending connections

15.2.7 ARP table configuration

Note:

Adding an entry to ARP table can resolve network communication issues.

Adding an ARP entry

To add an ARP entry, proceed as follows.

1.

2
3
4.
)

Select Settings > Network configuration.

. Switch to the ARP table tab.

. Click + Add to define new ARP table entry.
Enter IP address and corresponding MAC address.
. Click Save.
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Management

Btk Prc 3 DNS — Routing 1P Labels  ARP Table  Proxy

Provide IP and MAC addresses

IP address ~ 10.0.0.155 MAC  R2:D2YO:HE2U

(I’lddms MAC

Settings

< Network configuration

Editing an ARP table entry

To edit an ARP table entry, proceed as follows.
1. Select Settings > Network configuration.
2. Switch to the ARP table tab.
3. Find and edit desired ARP table entry.
4. Click Save.

Deleting an ARP table entry

Note: Deleting an ARP table entry may cause system malfunction due to network communi-
cation issues.

To delete an ARP entry, proceed as follows.
1. Select Settings > Network configuration.
2. Switch to the ARP table tab.

3. Find desired ARP entry and click the * icon.
4. Click Save .
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Management

Interfaces MName & DMNS Routing IP Labeals ARP Tabla Proxy

IP address ~ 10.0.0.155 MAC  R2:D2YO:HE2U

Remove ARP entry

Save changes

Settings

< Network configuration

Related topics:
e Network interfaces configuration

o Time servers configuration

15.3 Notifications

Wheel Fudo PAM can send email notifications concerning defined connections (session start,
session end, session inject start, session inject end). Notification service is configured when
creating new or editing existing connection.

Note:
e Notifications can be received by users with operator, admin or superadmin roles.

e To receive notifications, login to Wheel Fudo PAM administration panel and select desired
notifications in safe’s configuration.
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Management Fudo'
Safe
General
o BABE1 TE34INSTIEGE
Name sale
Blocked
Lagin reasan

Regquire approval

Select desired notifications

Motifications Session stant Sessian start (push)
Session finish Sassion join
Session lpave Sessian palicy match
Policies a
Settings
Users | cpmwior Il user | a
Email notifications service requires configuring SMTP server.
To configure SMTP server, proceed as follows.
1. Select Settings > Notifications.
2. Select Enabled option.
3. Enter configuration parameters for the primary SMTP server.
Management Fudo’ & admin -~ ¥
Settings Undeli - - e s
‘_Enahle email notifications service
Primary SMTP server Provide main SMTP server configuration parameters
-
Host smtp.whesalsysiems.com
Port 25
Bind address Any H
Sender amail fudo-cwt-40.508wheelsystemns.com
Raquires authentication
User natify
\ ’
useTLs @ Test server connection
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Parameter Description

Address SMTP server IP address.

Port SMTP service port number.

Sender email Email address from which the emails will be
sent.

Requires authentication Select if the SMTP server requires authenti-
cation.

User User name for authentication on SMTP se-
rver.

Password User password for authentication on SMTP
server.

Use secure connection Select if the mail server uses TLS protocol.
(TLS)

Note: Click Test connection to make sure server parameters are correct.

4. Optionally, enter configuration parameters for the secondary SMTP server.

Secondary SMTP server Provide main SMTP server configuration parameters
-
Host
Port 25
Bind address Any B
Sender amail nomeply@fudo. wheelsystams. com

Requires authentication

User

Password

Repeal password

Test server connection

' Test connaction '

5. Enter server certificate in PEM format.

Use TLS

Secondary SMTP server Provide main SMTP server configuration parameters
-

Host

Port 25

Bind address Any

ar

Sender email noreply@fudo.wheelsystams.com

Requires authentication

User

[Repeat password

Test server connection

l Tast connection '

Use TLS
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6. Click Save.
Related Topics:

o Accounts

15.4 Trusted time-stamping

A trusted timestamp makes recorded session a more convincing evidence in court.

Note: Trusted time-stamping feature requires signing a contract with an institution providing
time-stamping services.

Enabling and configuring trusted time-stamping

Note: Wheel Fudo PAM will also timestamp sessions recorded before the feature was enabled.

1. Select Settings > Trusted Timestamping.
2. Select Enabled option.

3. Select from the Provider drop-down list the institution providing trusted time-stamping
services.

4. Provide the certificate and the private key of the time-stamping service.

Note: You should receive these information from your time-stamping service provider.

5. Click Sawve.

Note: Trusted time-stamping requires that Wheel Fudo PAM can reach the following resources:
e 193.178.164.5 (in case of time-stamping service being supplied by the PWPW)

e http://www.ts.kir.com.pl/HttpTspServer (in case of time-stamping service being sup-
plied by the KIR)
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L]
Management < Fudo & admin ~ ¢

Timestamping . . .
Enable timestamping semvice

r'__
Provider  KIR N
File with cartificate and wybierz pik | Nie wybrano pliku
private key In PKCS12
format

Password to file

Repeat password

Define configuration parameters

Related topics:

e Security measures

15.5 External authentication

Some of the authentication methods, require defining connections to external authentication
servers. These are:

e CERB,
e RADIUS,
o LDAP,
o Active Directory.
Authentication servers configuration page

Authentication servers configuration page enables adding new and editing existing authentication
servers.

To open the authentication servers configuration page, select Settings > Fxternal authentication.

Management ¢ & admin ~ P

External authentication

........ External authentication semice type

Authentication server |P address and port number

FUDO IP address for commucation with the
authentication server

Delete selected definition

Save configuration changes

Reset changes

Add external authentication server

Adding a new external authentication server
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To add an external authentication server, proceed as follows.

—_

. Select Settings > FEaxternal authentication.

. Click + Add external authentication source.

2
3. Select authentication service type.
4

. Provide configuration parameters depending on selected authentication system type.

Parameter Description

CERB

Host Server’s IP address.

Port Port used to establish connections with given server.
Bind address IP address used for sending requests to given host.
Secret Secret used to establish server connection.

Service CERB service used for authenticating Wheel Fudo PAM users.
RADIUS

Host Server’s [P address.

Port Port used to establish connections with given server.
Bind address IP address used for sending requests to given host.
Secret Secret used to establish server connection.

NAS ID RADIUS server NAS-Identifier parameter.

LDAP

Host Server’s I[P address.

Port Port used to establish connections with given server.

Bind address

IP address used for sending requests to given host.

User DN template

Template containing a path which will be used to create queries to
LDAP server.

Active Directory

Host

Server’s IP address.

Port Port used to establish connections with given server.
Bind address IP address used for sending requests to given host.
Domain Domain which will be used for authenticating users in Active Direc-
tory.
Note: Labeled IP addresses

In case of cluster configuration, select a labeled IP address from the Bind address drop-down list
and make sure that other nodes have IP addresses assigned to this label. For more information
refer to the Labeled IP addresses topic.

5. Click Save.
Editing authentication server definition
To edit an authorization server definition, proceed as follows.
1. Select Settings > External authentication.
2. Find the server definition and change its configuration as desired.

3. Click Sawve.

15.5. External authentication 332



Fudo PAM 3.10 - System Documentation, Release is not supported

Deleting authentication server definition
To delete authentication server definition, proceed as follows.
1. Select Settings > External authentication.
2. Find desired server definition and select the Delete option.
3. Click Save.
Related topics:
o User authentication methods and modes
e System overview

e [ntegration with CERB server

15.6 External passwords repositories

Wheel Fudo PAM supports external passwords repositories for managing passwords to monitored
servers.

15.6.1 CyberArk Enterprise Password Vault

Adding a new passwords repository
1. Select Settings > FEaternal passwords repositories.
Click + Add server.
Select CyberArk Enterprise Password Vault from the Type drop-down list.
Enter object’s name.
Provide the URL to the passwords server’s API.
Provide application identification.
Define the account format string.

Click Sawve.

e A R

Define server’s object name and ERPM namespace in the External password repository
sections.

Select Management > Servers.

Browse object and click an server to access the settings form.

In the External password repository section, provide the Server object name
and FRPM namespace.

External password repository
‘Server object name

ERPM namespace

e Click Save

10. Assign external password repository to an account.
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Select Management > Accounts.

Browse objects and click an account to access the settings form.

Replace secret with drop-down list.

password repository.

Credentials

pisswen tam extenal epositary

Replace secret with

External passwords repository t ext passwd repostory : }

Select repository from which the password will be retrieved —

e Click Save.

Editing a passwords repository
To edit a passwords repository definition, proceed as follows.
1. Select Settings > FExternal passwords repositories.
2. Find the repository definition and change its configuration as desired.
3. Click Save.
Deleting a passwords repository
To delete a passwords repository definition, proceed as follows.
1. Select Settings > FExternal passwords repositories.
2. Find desired repository definition and select the Delete option.
3. Click Save.
Related topics:
o User authentication methods and modes
e System overview

o [ntegration with CERB server

15.6.2 Hitachi ID Privileged Access Manager

Adding a new passwords repository
1. Select Settings > FEaxternal passwords repositories.
. Click + Add server.

. Select Hitachi ID Privileged Access Manager from the Type drop-down list.

2

3

4. Enter object’s name.

5. Provide the URL to the paswords server’s API.
6

. Enter user login allowed to access passwords directory.

In the Credentials section, select password from external repository from the

From the Ezternal passwords repository select one of the previously defined

Select option to replace the secret with the password from the passwords repository
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7. Provide user password in the Password and Repeat password fields.
8. Click Save.

9. Define server’s object name and ERPM namespace in the External password repository
sections.

e Select Management > Servers.
e Browse object and click an server to access the settings form.

e In the External password repository section, provide the Server object name
and ERPM namespace.

External password repository
Server object name

ERPM namespace

e Click Save
10. Assign external password repository to an account.
e Select Management > Accounts.
e Browse objects and click an account to access the settings form.

e In the Credentials section, select password from external repository from the
Replace secret with drop-down list.

e From the Fxternal passwords repository select one of the previously defined
password repository.

Credentials

Select option to replace the secret with the password from the passwords repository

Replace secret with || password fram extemal repository

External passwords repository t ext passwd repository ] }

Select repository from which the password will be retrieved —

e Click Save.

Editing a passwords repository
To edit a passwords repository definition, proceed as follows.
1. Select Settings > External passwords repositories.
2. Find the repository definition and change its configuration as desired.
3. Click Save.
Deleting a passwords repository
To delete a passwords repository definition, proceed as follows.
1. Select Settings > FEaternal passwords repositories.
2. Find desired repository definition and select the Delete option.
3. Click Save.

Related topics:
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o User authentication methods and modes
e System overview

o [ntegration with CERB server

15.6.3 Lieberman Enterprise Random Password Manager

Adding a new passwords repository
1. Select Settings > FExternal passwords repositories.
Click + Add server.
Select Lieberman Enterprise Random Password Manager from the Type drop-down list.
Enter object’s name.

Provide the URL to the paswords server’s API.

SRR e B

Define authention module assigned to the user who is allowed to access passwords reposi-
tory.

Enter user login allowed to access passwords repository.
Provide user password in the Password and Repeat password fields.

Click Sawve.

e ®© % N

Define server’s object name and ERPM namespace in the External password repository
sections.

e Select Management > Servers.
e Browse object and click an server to access the settings form.

e In the External password repository section, provide the Server object name
and ERPM namespace.

External password repository
Server object name

ERPM namespace

e Click Save

10. Assign external password repository to an account.
e Select Management > Accounts.
e Browse objects and click an account to access the settings form.

e In the Credentials section, select password from external repository from the
Replace secret with drop-down list.

e From the Fxternal passwords repository select one of the previously defined
password repository.
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Credentials

Domain

Legin Select option to replace the secret with the passwaord from the passwords repository

Repiace secretwith || pessword from extemnal repository

External passwords repository t ext passwd repostory : }

Select repository from which the password will be retrieved —

e Click Sawve.

Editing a passwords repository
To edit a passwords repository definition, proceed as follows.
1. Select Settings > FEaxternal passwords repositories.
2. Find the repository definition and change its configuration as desired.
3. Click Save.
Deleting a passwords repository
To delete a passwords repository definition, proceed as follows.
1. Select Settings > FExternal passwords repositories.
2. Find desired repository definition and select the Delete option.
3. Click Save.
Related topics:
e User authentication methods and modes
e System overview

o [ntegration with CERB server

15.6.4 Thycotic Secret Server

Adding a new passwords repository
1. Select Settings > FExternal passwords repositories.
Click + Add server.
Select Thycotic Secret Server from the Type drop-down list.
Enter object’s name.
Provide the URL to the paswords server’s API.
Enter user login allowed to access passwords repository.
Provide user password in the Password and Repeat password fields.
Define secret string format used for identifying objects on Thycotic Secret Server.

Click Sawve.

© 0 o N o g W N

Define server’s object name and ERPM namespace in the External password repository
sections.

e Select Management > Servers.
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e Browse object and click an server to access the settings form.

e In the External password repository section, provide the Server object name
and FRPM namespace.

External password repository
Server object name

ERPM namespace

e Click Save
10. Assign external password repository to an account.
e Select Management > Accounts.
e Browse objects and click an account to access the settings form.

e In the Credentials section, select password from external repository from the
Replace secret with drop-down list.

e From the Ezxternal passwords repository select one of the previously defined
password repository.

Credentials

Select option to replace the secret with the password from the passwords repository

Replace secretwith || pessword from extemal repository

External passwords repository t ext passwd repcostory ) }

Select repository from which the password will be retrieved —

e Click Save.

Editing a passwords repository
To edit a passwords repository definition, proceed as follows.
1. Select Settings > FExternal passwords repositories.
2. Find the repository definition and change its configuration as desired.
3. Click Save.
Deleting a passwords repository
To delete a passwords repository definition, proceed as follows.
1. Select Settings > Eaxternal passwords repositories.
2. Find desired repository definition and select the Delete option.
3. Click Save.
Related topics:
o User authentication methods and modes
e System overview
o [ntegration with CERB server
Related topics:

o User authentication methods and modes
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e System overview

e [ntegration with CERB server

15.7 Resources

15.7.1 RDP/VNC login screen configuration

Wheel Fudo PAM enables customizing RDP and VNC login screen.

Customizable logo

Fudo

Local announcement

Changing logo
1. Select Settings > Resources.
2. Select the RDP/VNC' tab.
3. In the RDP or VNC section, click Choose File button and select desired image.

Note: Maximum image size is 512 x 512 px.

4. Click Sawve.

15.7. Resources 339



Fudo PAM 3.10 - System Documentation, Release is not supported

Managamant Eudo” andmin- P

RDP/VNC User portal

RDP

Maximum image size: 512 x 512 px.
Background color code: #020854,

Chaaas file

Current image —
Restore the default user login screen

Select an image file for the user login screen

Mew image file ke chosan

Global announcemant

Settings

VNC Login screen announcement

Maximum image size: 512 x 512 po.
Background color code: #020854,

Mew image file Chooes file | N0 Tile chosan
e [E]e]e)
Restors datault

Giobal announcement

Store changes

m St

Restoring default logo
1. Select Settings > Resources.
2. Select RDP/VNC tab.
3. In the RDP or VNC section, select Restore default option.
4. Click Save.
Defining global announcement

Global announcement is displayed on RDP and VNC login screen.

Note: Apart from global announcement, WHEEL Wheel Fudo PAM PAM also enables confi-
guring local server message in server configuration form.

1. Select Settings > Resources.
2. Select RDP/VNC tab.
3. In the RDP or VNC section, enter desired message in the Global announcement field.
4. Click Save.
Related topics:
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e Quickstart - RDP

15.7.2 User portal login screen configuration

Wheel Fudo PAM enables customizing information displayed on the User portal login screen.

Fudo

Announcement to users

Thee: Sun will DOME OUL oMo,

Technical support
contact information SeChesppu o

Company nams
Address, en.

Company information

1. Select Settings > Resources.
2. Select the User portal tab.

3. Provide company information.

Note: Company information can be five lines, up to 70 characters.

4. Enter help desk contact information.

Note: Helpdesk contact information can be five lines, up to 70 characters.

5. Provide the login screen announcement.

Note: Login screen announcement can be four lines, up to 120 characters.

5. Click Sawve.
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Managamant

RDP/VNC

Usar portal

Seller information

Company information —]

\ J

Helpdesk inf ti . . .

Fipdesk miormation Technical support contact information
\ i

Login screen announcement

f~ .

Settings

Login screen message —J

-Stc»re changes

Related topics:

e User portal

15.8 System version restore

In the case there is a problem with the current system revision, it is possible to restore the
system to its previous version.

Warning: Restoring the system to the previous version will bring back the system’s state
prior the update. Session data and configuration changes in the current system revision will
be lost.

To restore the system to the previous revision, proceed as follows.
1. Connect one of the USB flash drives containing the encryption key.

2. Select Restart from user options menu.

Display user options

L]
Managemeant L FUOO  Administration panel & admin

Upgrade Upload & Delete sslected
117288 fudo-1-172E8.upg
1-17361 fudo-1-17361.upg

BHLOgoUL

3. Select the previous system revision to be loaded after restarting the system.
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Note: Current system version is selected by default.

System restart x

Select the system version

[ Version 2.2-26195 (active)

Cancel Confirm

Proceed with system restart

4. Click Confirm to proceed with restarting the system to the selected revision.

Warning: Restrating the system will terminate all current users’ connections.

Related topics:
o System initiation

e System update

15.9 System restart

Note:
e System restart requires USB flash drive with the encryption key connected to the device.
e Restrating the system will terminate all current users’ connections.

e Use the Deny new connections option in the Sessions section in the system settings menu.

1. Connect one of the USB flash drives containing the encryption key.

2. Select Restart from user options menu.

Display user options

L]
Managemeant FUOO Administration panal

Delete selected

1-17288 fudo-1-17268.upg

1-17361 fudo=1-17361.upg

#Logout
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3. Select the previous system revision to be loaded after restarting the system.

Note: Current system version is selected by default.

System restart X

Select the system version

[ Version | 2.2-26195 (active)

Proceed with system restart

4. Click Confirm to proceed with restarting the system to the selected revision.
Related topics:
e System initiation

o System version restore

15.10 SNMP

Wheel Fudo PAM’s status can be monitored over SNMPv3 protocol.

15.10.1 Configuring SNMP

1. Select Settings > System.
2. Select Enabled option in the SNMPuv8 section.

w

From the IP address drop-down list select IP address, which will be used for SNMP
communication.

Click Save.
Select Management > Users.

Click + Add.

N o e

Select service from the Role drop-down list and fill in the rest of the General section
parameters.

8. Select password from the Authentication drop-down list and enter the password string.

Note:
e SNMP user password must be at least eight characters long.

e SNMP service authenticates the service account using the first defined password.
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9. Select Enabled option in the SNMP section.
10. Select authentication methods from the Authentication method drop-down list.
11. Select the SNMP encryption algorithm from the Encryption drop-down list.
12. Clike Save.

15.10.2 SNMP MIBs

Wheel Fudo PAM supports following MIBs:
e MIB-II (RFC 1213)
e HOST-RESOURCES-MIB (RFC 2790) - partly supported
e UCD-SNMP-MIB

15.10.3 Getting SNMP readings using snmpwalk

Note: Getting SNMP readings requires installing Net-SNMP 5.7.3.

Fetching all SNMP information

snmpwalk -v3 -u "${SNMP_USER}" -a SHA -A "${SNMP_PASSWORD}" -x AES -X
"${SNMP_PASSWORD}" -1 authPriv "${FUDO_IP}" .1

Fetching specific SNMP information

snmpwalk -v3 -u "${SNMP_USER}" -a SHA -A "${SNMP_PASSWORD}" -x AES -X
"${SNMP_PASSWORD}" -1 authPriv "${FUDO_IP}" .1.3.6.1.4.1.24410

Data specifier Description
1.3.6.1.4.1.24410.1.1.1 Disk status (ZFS status)
1.3.6.1.4.1.24410.1.1.2 Power supply status

Note: This feature is not supported on all
Wheel Fudo PAM units. Contact Wheel Sys-
tems technical support for more information.

1.3.6.1.4.1.24410.1.1.3 CPU temperatures
.1.3.6.1.4.1.24410.1.1.4 S.M.A.R.T status

15.10.4 Wheel Fudo PAM specific SNMP extensions

Overview

Extensions enable monitoring the number of active sessions, ZFS status, PSU status (if availa-
ble), CPU temperature on all cores, S.M.A.R.T status such as temperature, health or reallocated
sectors.
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MIB specification file

Provided MIB file specification can be uploaded to the SNMP manager to enable Wheel Fudo
PAM specific SNMP extensions.

WHEEL-SYSTEMS-MIB DEFINITIONS ::= BEGIN

-- MIB definition for Wheel Systems products

IMPORTS
MODULE-IDENTITY, OBJECT-TYPE, Integer32, Gauge32, Counter32, enterprises
FROM SNMPv2-SMI;

wheel MODULE-IDENTITY
LAST-UPDATED "201704240000Z" -- 24 April 2017
ORGANIZATION "www.wheelsystems.com"
CONTACT-INFO
"Postal: Wheel Systems Inc. (USA)
31 N 2nd Street 370,
San Jose, CA 95113

Phone: +1 (415) 800 3230
email: info@wheelsystems.com"
DESCRIPTION
"Top-level infrastructure of the Wheel Systems enterprise MIB tree"
REVISION "201704240000Z"
DESCRIPTION
"Moved common to .1, fudo to .2."
REVISION "201703270000Z"
DESCRIPTION
"Added objects for checking CPU temperature."
REVISION "201703150000Z"
DESCRIPTION
"Added objects describing status of power supply units."
REVISION "201703060000Z"
DESCRIPTION
"New objects to monitor disk status."
REVISION "201702140000Z"
DESCRIPTION

"First draft"
::= { enterprises 24410 }

products O0BJECT IDENTIFIER ::= { wheel 1 }
common OBJECT IDENTIFIER ::

—product.
fudo  OBJECT IDENTIFIER ::

{ products 1 } -- Objects common to more than one

{ products 2 }
zpool OBJECT IDENTIFIER ::= { common 1 }

syncPercentage OBJECT-TYPE
SYNTAX Integer32 (0..100)
MAX-ACCESS read-only
STATUS current
DESCRIPTION
"Percentage of vdev synchronization."

(continues on next page)
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::= { zpool 1 }

syncTimeLeft OBJECT-TYPE
SYNTAX OCTET STRING
MAX-ACCESS read-only
STATUS current
DESCRIPTION
"Time left for synchronization or N/A if it cannot be determined."
::= { zpool 2 }

vdevTable OBJECT-TYPE
SYNTAX SEQUENCE OF VdevEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
"The table of vdevs. The vdev is an element in ZFS pool"
::= { zpool 3 }

vdevEntry OBJECT-TYPE
SYNTAX VdevEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
"An entry for one vdev status in ZFS pool."
INDEX { vdevIndex }
::= { vdevTable 1 }

VdevEntry ::= SEQUENCE {
vdevIndex Integer32,
vdevStatus OCTET STRING

}

vdevIndex OBJECT-TYPE
SYNTAX Integer32 (1..2147483647)
MAX-ACCESS read-only
STATUS current
DESCRIPTION

"A unique value for each vdev in ZFS pool."
::= { vdevEntry 1 }

vdevStatus OBJECT-TYPE
SYNTAX OCTET STRING
MAX-ACCESS read-only
STATUS current
DESCRIPTION
"Status of the vdev in ZFS pool."
::= { vdevEntry 2 }

powerSupply OBJECT IDENTIFIER ::= { common 2 }

powerSupplyTable OBJECT-TYPE
SYNTAX SEQUENCE OF PowerSupplyEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
"The table of power supply units status, such as which unit is

(continues on next page)

15.10. SNMP 347




Fudo PAM 3.10 - System Documentation, Release is not supported

(continued from previous page)

operating."
::= { powerSupply 1 }

powerSupplyEntry OBJECT-TYPE

SYNTAX PowerSupplyEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
"An entry in power supply table representing the status of the
associated power supply unit."

INDEX { powerSupplyIndex }

::= { powerSupplyTable 1 }

PowerSupplyEntry ::= SEQUENCE {
powerSupplyIndex  Integer32,
powerSupplyStatus INTEGER

}
powerSupplyIndex OBJECT-TYPE
SYNTAX Integer32 (1..2147483647)
MAX-ACCESS read-only
STATUS current
DESCRIPTION

"A unique index for each power supply unit."
::= { powerSupplyEntry 1 }

powerSupplyStatus OBJECT-TYPE

SYNTAX INTEGER {
unknown (1),
present(2),
absent(3),
configError(4),
acLost(5),
predictiveFailure(6),
failed(7)

}

MAX-ACCESS read-only

STATUS current

DESCRIPTION

"The status of power supply unit. When everything is working, reported
status should be present(l). This information is gathered from IPMI
subsystem."

::= { powerSupplyEntry 2 }

cpu OBJECT IDENTIFIER ::= { common 3 }

cpuTable OBJECT-TYPE
SYNTAX SEQUENCE OF CpuEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
"The table of CPUs statuses."
s:={ cpul}

cpuEntry OBJECT-TYPE
SYNTAX CpuEntry

(continues on next page)
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—Note

CpuEntry ::= SEQUENCE {

cpulndex OBJECT-TYPE

cpuTemperature O0BJECT-TYPE

smart OBJECT IDENTIFIER ::= { common 4 }

smartTable OBJECT-TYPE

smartEntry OBJECT-TYPE

SmartEntry ::= SEQUENCE {

MAX-ACCESS mnot-accessible
STATUS current
DESCRIPTION
"An entry in CPU table representing the status of the associated CPU."
INDEX { cpulndex }
::= { cpuTable 1 }

cpulndex Integer32,
cpuTemperature Gauge32

SYNTAX Integer32 (1..2147483647)
MAX-ACCESS read-only
STATUS current
DESCRIPTION

"A unique index for each CPU."
::= { cpuEntry 1 }

SYNTAX Gauge32
MAX-ACCESS read-only
STATUS current
DESCRIPTION
"The temperature of CPU in degree Celsius."
::= { cpuEntry 2 }

SYNTAX SEQUENCE OF SmartEntry
MAX-ACCESS not-accessible

STATUS current

DESCRIPTION

"The table contains devices with enabled SMART and their statuses.

that interpretation all elements reported in this table are hard disk
manufacturer dependent. Values are reported as raw value or as
(normalized value - threshold). The lower is value of

(normalized value - threshold) the worst. Keep in mind that every
manufacturer uses their own algorithms for calculating 'normalized
value'."

::= { smart 1 }

SYNTAX SmartEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
"An entry in SMART table representing the status of the associated
device."

INDEX { smartIndex }

::= { smartTable 1 }

(continues on next page)
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smartIndex Integer32,
smartModelFamily OCTET STRING,
smartDeviceModel OCTET STRING,
smartSerialNumber OCTET STRING,
smartHealth INTEGER,
smartTemperature Gauge32,
smartReallocatedSectors Gauge32,
smartPendingSectors Gauge32,
smartUncorrectable Gauge32,
smartUdmaCrcErrors Gauge32,
smartReadErrorRate Gauge32,
smartSeekErrorRate Gauge32

}

smartIndex OBJECT-TYPE
SYNTAX Integer32 (1..2147483647)
MAX-ACCESS read-only
STATUS current
DESCRIPTION

"A unique index for each SMART-enabled device."
::= { smartEntry 1 }

smartModelFamily OBJECT-TYPE
SYNTAX OCTET STRING
MAX-ACCESS read-only
STATUS current
DESCRIPTION
"Model family of device."
::= { smartEntry 2 }

smartDeviceModel OBJECT-TYPE
SYNTAX OCTET STRING
MAX-ACCESS read-only
STATUS current
DESCRIPTION
"Device model."
::= { smartEntry 3 }

smartSerialNumber OBJECT-TYPE
SYNTAX OCTET STRING
MAX-ACCESS read-only
STATUS current
DESCRIPTION
"Serial number of the device.
::= { smartEntry 4 }

smartHealth OBJECT-TYPE
SYNTAX INTEGER {
unknown (1),
ok(2),
failed(3)
}
MAX-ACCESS read-only
STATUS current
DESCRIPTION
"Health of the device as reported by SMART system."

(continues on next page)
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::= { smartEntry 5 }

smartTemperature OBJECT-TYPE
SYNTAX Gauge32
MAX-ACCESS read-only
STATUS current
DESCRIPTION
"The temperature of disk in degree Celsius."
::= { smartEntry 6 }

smartReallocatedSectors OBJECT-TYPE
SYNTAX Gauge32
MAX-ACCESS read-only
STATUS current
DESCRIPTION
"The number of reallocated sectors: bad sectors found and then,
—Tremapped.
Reported as raw value of 'Reallocated Sectors Count' SMART attribute."
::= { smartEntry 7 }

smartPendingSectors OBJECT-TYPE
SYNTAX Gauge32
MAX-ACCESS read-only
STATUS current
DESCRIPTION
"The number of sectors waiting to be remapped. Reported as raw value
—of
'Current Pending Sector Count' SMART attribute."
::= { smartEntry 8 }

smartUncorrectable OBJECT-TYPE
SYNTAX Gauge32
MAX-ACCESS read-only
STATUS current
DESCRIPTION
"The number of uncorrectable errors when accessing sectors. Reported,
—as
raw value of 'Offline Uncorrectable Sector Count' SMART attribute."
::= { smartEntry 9 }

smartUdmaCrcErrors OBJECT-TYPE
SYNTAX Gauge32
MAX-ACCESS read-only
STATUS current
DESCRIPTION
"The number of errors in data transfer determined by the means of,
—ICRC.
Reported as raw value of 'UltraDMA CRC Error Count' SMART attribute."
::= { smartEntry 10 }

smartReadErrorRate OBJECT-TYPE
SYNTAX Gauge32
MAX-ACCESS read-only
STATUS current
DESCRIPTION
"The rate of hardware read errors. Reported as

(continues on next page)

15.10. SNMP 351



Fudo PAM 3.10 - System Documentation, Release is not supported

(continued from previous page)

(normalized value - threshold) of 'Read Error Rate' SMART attribute."
::= { smartEntry 11 }

smartSeekErrorRate OBJECT-TYPE
SYNTAX Gauge32
MAX-ACCESS read-only
STATUS current
DESCRIPTION
"The rate of seek errors. Reported as (normalized value - threshold)
—of
'Seek Error Rate'."
::= { smartEntry 12 }

sessionTable OBJECT-TYPE
SYNTAX SEQUENCE OF SessionEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
"The table of active sessions on Fudo."
::= { fudo 1 %}

sessionEntry OBJECT-TYPE

SYNTAX SessionEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
"An entry for one session type on Fudo. For example, information about
active RDP sessions."

INDEX { sessionIndex }

::= { sessionTable 1 }

SessionEntry ::= SEQUENCE {
sessionIndex Integer32,
sessionName OCTET STRING,
sessionDescription OCTET STRING,
sessionActive Counter32

}

sessionIndex OBJECT-TYPE
SYNTAX Integer32 (1..2147483647)
MAX-ACCESS read-only
STATUS current
DESCRIPTION

"A unique value for each supported sessions on Fudo."
::= { sessionEntry 1 }

sessionName OBJECT-TYPE
SYNTAX OCTET STRING
MAX-ACCESS read-only
STATUS current
DESCRIPTION
"A name of session type."
::= { sessionEntry 2 }

sessionDescription OBJECT-TYPE
SYNTAX OCTET STRING

(continues on next page)
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MAX-ACCESS read-only
STATUS current
DESCRIPTION
"A description of session type."
::= { sessionEntry 3 }

sessionActive OBJECT-TYPE
SYNTAX Counter32
MAX-ACCESS read-only
STATUS current
DESCRIPTION
"A number of active sessions of this type."
::= { sessionEntry 4 }

END

Related topics:
e Security measures

e Troubleshooting

15.11 Backups and retention

Data retention

Wheel Fudo PAM implements two stage data retention. First data is moved from the internal
storage to the external storage connected over fiber channel interface. After defined time period
session data is automatically deleted.

To enable data retention service, proceed as follows.

1. Select Settings > Backups and retention.

2. Select Mowving session data to external storage enabled option in the Data retention section.
3. Define how long data will be stored locally before it is moved to the external storage.
4

. Select Session data removal enabled option to have the data automatically removed after
specified time period.

5. Define how long data will be stored before being deleted.

Note: Global retention parameter values have lower priority than the values set in the accounts.

6. Click Save.
System backup

Warning: Data backup contains confidential information.

Data stored on Wheel Fudo PAM can be backed up on an external server running rsync service.
Backup service has to be enabled on Wheel Fudo PAM and requires uploading external server’s
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public SSH key, to authorize access to Wheel Fudo PAM.

Automated data backup requires configuring rsync service on a remote server and granting
access rights to data stored on Wheel Fudo PAM by uploading to Wheel Fudo PAM server’s
public SSH key.

Note: Sessions data is stored on a compressed file system with compression ratio of up to 12:1.
Data is decompressed upon being copied by rsync thus it will occupy more space on the target
server than indicated by Wheel Fudo PAM storage usage. Make sure there is enough storage
space on the target server to store uncompressed data.

To enable automated backups service, proceed as follows.
1. Select Settings > Backups and retention.
. Select Enabled option in the System backup section.
. Click Add SSH public key.

2
3
4. Paste or upload the remote server user’s public SSH key.
5. Click Save.

6

. Run rsync on the backup server:

rsync -avze ssh backup@fudo_ip_address:/ <destination_folder>

Managamaent

Backups and retention

Data retention

System backup

To backup FUDO run rayne -gvee ssh backup@10.0.150.150 <largat drectory= on 8 remate hoat.

Public S5H key Q
S ] Upload backup server user's public SSH key

Delete S5H key

Add backup server's SSH key

Store configuration changes

Reset changes

Restoring system from backup
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System restore service is provided by Wheelsystems technical support department on terms
agreed in the SLA.

Related topics:
e FEzxporting/importing system configuration

o Security measures

15.12 External storage

Wheel Fudo PAM enables storing session data on external storage devices connected to Fudo
through a fiber channel interface.

Note: External storage in cluster configuration
e In cluster configuration, each node must have a dedicated WIWWN object.

e Data stored externally is not replicated between cluster nodes.

15.12.1 Configuring external storage

1. Select Settings > Faternal storage.

Note: Fiber channel cards status is depicted by the icons.
e B - both fiber channel cards are operational.
e - external storage volume is degraded - one of the fiber channel card is down.

e B - hoth fiber channel cards are down.

2. Select fiber channel cards operating mode.

e Failover - data is transmitted using one fiber channel interface. If the card fails, the
other one takes over ensuring continuous availability of the external storage device.

e Load balancing - both fiber channel interfaces are used to transfer data between
Wheel Fudo PAM and the external storage device.

3. In the Ezternal storage devices section, select desired WWN object and click the
icon.

Note: Click the = icon to refresh the list of available storage devices.

4. Click Save and proceed with enabling session data retention.
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Management Fudo’ &admin~ P
General
General
FC card #1 isp0 [ ]
FC card #2 isp1 [ ]
Gonnection mode load balancer ]

External storage devices <&

WWN: 20000004cf2bd686 734GB | %
WWN: 20000004cf2bd78a 73.4GB | %
WWN: 20000004cf4f77b6 734GB | %
Settings
WWN: 20000004cf9b0aa3 73.4GB | %

15.12.2 Expanding external storage device

After resizing the WWN object, it must be expanded in Wheel Fudo PAM in order to take
advantage of the additional storage space.

Warning: The storage device cannot be down-sized after it has been expanded.

1. Select Settings > Faternal storage.
2. In the section describing the WIWN object click Expand.

Management ¢ &admin~ 2

General
General
FC card #1 12345678 a
FC card #2 12345678 a
Connection mode failover v

WWN: 20000004cf2bd686

The mounted resource has been resized to 11 GB, click Expand to enlarge the volume. Note
that after expanding the volume it cannot be down-sized.

Volume usage

-e 8GB free
Settings

3. Confirm expanding external storage.
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4. Click Save.
Related topics:

e Backups and retention

15.13 Exporting/importing system configuration

Wheel Fudo PAM enables exporting current system state, defined objects and configuration
settings, which later can be used to initiate the system.

Warning: Exported configuration data contains confidential information.

Note: Configuration export and import options are available only for the superadmin users.

15.13.1 Exporting system configuration

To export system configuration, proceed as follows.
1. Select Export configuration from the user menu.

2. Save the configuration file.

Show user options

& admin -

FL

C Restart
() Shutdown

@ Import configuration

® Export configuration

Export system configuratio
(=Log ou
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15.13.2 Importing system configuration

Warning:
e Configuration data importing is not allowed in cluster configuration.

e [mporting a configuration file and initiating system with imported data will delete all
existing session data.

To import a system configuration file, proceed as follows.

1. Select Import configuration from the user menu.

Show user options

& admin ~ | ?

FL

C Restart
) Shutdown

@® Import configuration
@B .
2 Import system configuration

®Log out

2. Provide the path to the desired configuration file and click Confirm.

3. Click Confirm to proceed with initiating the system with the imported data.
Related topics:

e Backups and retention

e System initiation

e System update

15.14 Cluster configuration

Wheel Fudo PAM cluster ensures uninterrupted access to servers in case of cluster node failure
as well as enables implementing static load balancing scenarios.

Warning;:
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e Cluster configuration does not facilitate data backup. If session data is deleted on one
of the cluster nodes, it is also deleted from other nodes.

e Data model objects: safes, users, servers, accounts and listeners are replicated within
the cluster and object instances must not be added on each node. In case the replication
mechanism fails to copy objects to other nodes, contact technical support department.

All data model objects and sessions data are replicated between cluster nodes. Each node stores
a copy of data recorded on other nodes within the cluster instance.

Data B Data A
Data C e | P Data C
Data D Data D

A A

v v

Data A Data A
Data B e | P Data B
Data C Data D

In case of a node failure, user access requests will be picked up by another cluster node, deter-
mined by the redundancy group priority.

Current session data is replicated to other nodes while the connection is still ongoing.

Session XYZ
Session XYZ Session XY

If the node that fails was recording sessions, those sessions will be terminated. ..

Session XYZ = Session XY

...and users will have to reconnect.
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Session QWR

Session XY

Session XYZ < Session QWR

A part of the session data from the node that malfunctioned, which has synchronized, can be
accessed on the other nodes, but the session will be fully accessible once the node becomes
operational and session data is synchronized between cluster nodes.

Session QWR

Session XYZ
Session QWR

Session XYZ
Session Q

Cluster replication status can be reviewed on the dashboard or on the cluster settings view.

Replication status: from n2 to asd

Network
_ Session data: 2017-12-14 06:57:49 _
0531 Objects: 2017-12-14 04:56:27 200 0d

. N

u\/\n/'\rv‘\/\-f

®laggl @ne=tl @ne

e Session data - the timestamp of the session data replicated from the given node.

e Objects - the timestamp of the replicated data model objects.
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Node name n2
& Cluster Node description n2
Node address 10.0.70.132
Replication status Active.

Latest data synchronization: 2017-12-10 17:02:33 y

Node public SSH key ssh-rsa |:|
AAAAB3NzaG1yc2 EAAAADAQABAAABAQDD72+LQDWEYMO/DChOf1
gk'YRhdeGsN3ugOeEBm4XKelgcdQIBjRYpyPU3tJUwOJINQNBaQzTmz
PhRI92KfRga01 1talRFcIIhEVRsMsY/g35zN2H4hu/5UbYVP6 +xPLogM
XinPgghCbfKG+thw3NTAZFORJ5+0zEUUapx8Qs7jp40goOPEDdr+oee
JjsixLBYFEYsIT53eV]bXWZbuuulpVgsLnFdJ3hhf8E2Dr8AJAKB+USBW
SapqDWsPFDGe/DQerCptiuiDEqrkMd0ZUpfigNvBwBtSq6sIDT2gRZ/
sbkJVk73KMBoYVNy1/wiHgUIp/dpBeDoafmMN53ZMkLh

Delete

15.14.1 Initiating cluster

Warning: In cluster configuration all cluster nodes must have NTP server configured.

To initiate Wheel Fudo PAM cluster, proceed as follows.
1. Select Settings > Cluster.

2. Click C'reate cluster, to display cluster definition options.

L]
Management < FUOO Administration panal

Cluster

Initiate cluster configuration

( Create cluster

Join cluster

3. Provide node name and description helping identify given object.

4. From the Address drop-down list, select IP address for communicating with other cluster
nodes.
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.
Managamant £ FUOO Administration panel & admin -

Description allowing resouce identification

Sattings

Address IP for communicating with cluster nodes

Jaiin cluster Store cluster definition E

5. Click Submit.

Note: Message concerning cluster key can be ignored when initiating cluster.

Related topics:

Adding cluster nodes

Editing cluster nodes

Deleting cluster nodes

Security: Cluster configuration

Redundancy groups

Cluster configuration

15.14.2 Adding cluster nodes

Warning:

e Session and configuration data (servers, users, safes, accounts, listeners, external au-
thentication servers) of the joining node are deleted and initiated with data replicated
from the cluster.

e Data model objects: safes, users, servers, accounts and listeners are replicated within
the cluster and object instances must not be added on each node. In case the replication
mechanism fails to copy objects to other nodes, contact technical support department.

To add a node to Wheel Fudo PAM cluster, proceed as follows.
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1. Log in to the Wheel Fudo PAM administration panel where the cluster has been initiated.
2. Select Settings > Cluster.

3. Click Add node to display new node configuration parameters.

Manageameant

Initiating cluster node information

r: -
Nama HACHster
Description High Avaliability Ciustar
Settings
Address 10.0.8.64
[Force full
synchronization
Dolote
- o’

Add cluster node

4. Provide node’s name and optional description.

5. Provide node’s IP address.

Note: Management option has to be enabled on given network interface. Refer to Network
settings: Network interfaces configuration for details on configuring network interfaces.
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Cluster node name

Cluster node description

Foree full IP address for communicating with other cluster nodes
synchronization

Delete

Store configuration

Reset changes

Click Submit, to add node definition.
Copy cluster key to clipboard.

Log in to administration panel of the joining node.

© e N e

Select Settings > Cluster.

10. Click Join cluster.

Management ; Fudo® Administration panel
Cluster

Create cluster

t Join duster )

Join existing FUDO cluster

11. Paste cluster public SSH key and click Submit.
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.
Managamant £ FUOO Administration panel & admin -
Cluster

Craale clusier

Jain cluster

-
Cluster public ssh

ey

Sattings

Cluster initiating node's SSH key

!

12. Click I understand the consequences, proceed.

Note: Cluster replication status can be reviewed on the dashboard or on the cluster settings
view.

Replication status: from n2 to asd

Network
Session data: 2017-12-14 06:57:49

oo Objects: 2017-12-14 04:56:27 =0 -

. N

NMAaAAAL

®laggd  @nst0 @ne

o Session data - the timestamp of the session data replicated from the given node.

e Objects - the timestamp of the replicated data model objects.
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Node name

Node description

Node address

Replication status

Node public SSH key

Delete

n2

n2

10.0.70.132

Active.
Latest data synchronization: 2017-12-10 17:02:33

ssh-rsa

AAAAB3NzaG1yc2 EAAAADAQABAAABAQDD72+LQDwoYmO/DChOf1

gkYRhdeGsN3ugOeEBm4XKelgcdQIBjRYpyPU3tJUwOJINQNBaQzTmz
PhRig2KfRgaC011talRFe9IhEVRsSMsY/g35zN2H4hu/5UbYVPE +xPLogM
XinPgghCbfKG+thw3NTAZFORJ5+0zEUUapx8Qs7jp40goOPEDdr+oee
JjsixLBYFEYsIT53eV]bXWZbuuulpVgsLnFdJ3hhf8E2Dr8AJAKB+USBW

SapgDwsPFDCe/DQerCptiuiDgEaqrkMd0ZUpflgNvewBtSqBsiDT2gRZ/

sbkJVk73KMBoYVNy1/wiHgUIp/dpBeDoafmMN53ZMkLh

Related topics:
e Fditing cluster nodes
e Deleting cluster nodes

o Security: Cluster configuration

15.14.3 Editing cluster nodes

To modify a cluster node’s configuration, proceed as follows.

1. Select Settings > Cluster.

2. Find and edit desired node parameters.

3. Click Submit.
Related topics:

e Adding cluster nodes

e Deleting cluster nodes

e Security: Cluster configuration

15.14.4 Deleting cluster nodes

Warning: Removing a node and re-adding it to a cluster may result in data loss.

To remove a cluster node, proceed as follows.

1. Select Settings > Cluster.

2. Find desired node and select Delete.

3. Click Submit.
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Managamant

HACuster

Description High Availabiity Cluster

Settings

10.0.8.64

Select option to exclude given node from cluster

Save configuration changes

Related topics:
e Adding cluster nodes
o Fditing cluster nodes

o Security: Cluster configuration

15.14.5 Redundancy groups

Redundancy groups agregate IP addresses assigned to network interfaces enabling implementing
static load balancing scenarios while fully preserving high availability features.

Note: Redundancy groups configuration options are available only after initializing the cluster.

Adding redundancy groups
To add a redundancy group, proceed as follows.
1. Select Settings > Cluster.
2. Switch to the Redundancy groups tab.
3. Click + Add redundancy group.
4

. Define group properties.
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Parameter Description

Name Descriptive name of the redundancy group.

ID Redundancy groups identifier (1-255).

Priority Redundancy group priority (0-254), the lower the number the higher the
priority.

Redundancy group with higher priority assumes the master role and
handles all requests to monitored servers accessed through IP addresses
assigned to this group. In case given cluster node crashes, user requests
are directed to on of the remaining nodes with the highest priority defined
for given redundancy group.

Interface Network interface used for communicating with other cluster nodes.

Managamaent

Nodes Redundancy groups

Enable failover m
Enable failover mechanizm

Provide configuration parameters

Click to add redundancy group

5. Click Save.
6. Select Settings > Network configuration.

7. Click + to add new IP address.

8. Enter IP address and click the ® icon to mark the entry as a cluster IP address.
9. Assign previously added redundancy group.
10. Click Save.
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Interfaces MName & DNS Routing IP Labels

% net

100,150,150 f | 18 @ & x

s

Note: Cluster IP address must be defined on every cluster node.

Editing redundancy groups
To modify a redundancy group, proceed as follows.
1. Select Settings > Cluster.

2. Switch to the Redundancy groups tab.

3. Find and edit desired redundancy group definition.
4. Click Save.

.
Management Fudo & sdmin ~ ¥

Nodes Redundancy groups

Enable tailover m

Narme Group 255

Group 1D 255

Hame grupaz4d
Group ID 243
Priority 0
Network interface mat1

Delete

Store changes
=
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Deleting a redundancy group
To delete a redundancy group, proceed as follows.
1. Select Settings > Cluster.

. Switch to the Redundancy groups tab.

2
3. Select Delete next to the desired redundancy group.
4. Click Save.

Management < F‘UUU.

Nodes Redundancy groups

Enabile tailover n
- 3
Marne Group 255
Group ID 255
Priority o

HNetwork interface mat1

Delete selected redundancy group

Mame grupaza3
Group ID 243
Pricrity o
Network interface nat1

Delete

Store changes
=

Demoting a redundancy group

& admin ~ 7

Note: Demoting redundancy group transfers the master role for given group to another cluster
node. The master role is assumed by on of the remaining nodes, on which the given redundancy

group has the highest priority defined.

To demote a redundancy group, proceed as follows.
1. Select Settings > Cluster.
2. Switch to the Redundancy groups tab.
3. Click Demote next to the desired redundancy group.
4. Click Confirm.
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Management ¢ F"l.ldu. & admin ~ 7

Nodes Redundancy groups

Enabie failover m
- 3
Marne Group 258
Group ID 255
Pricrity 0

Network interface mati

Delete

Demote selected redundancy group

Name grupaz43
Group ID 243
Priarity o
Network interface net1

Delete

Store changes
s

Note: If after demoting a redundancy group no other node assumes the master role for the
given group, it will be reassigned to the node which previously had this role.

Enforcing a slave role

Note: FEnforcing a permanent slave role on a redundancy group ensures that the given node
will not assume master role on given redundancy group despite the state that other nodes are in.
It’s recommended for directing all traffic to other nodes before performing maintenance tasks
on given cluster node.

To enforce a permanent slave role on a redundancy group, proceed as follows.
1. Select Settings > Cluster.
2. Switch to the Redundancy groups tab.

3. Find desired redundancy group and select Enforce slave mode from the Interface drop-
down list.

4. Click Save.

Related topics:
e Security: Cluster configuration
o [nitiating cluster

o Cluster configuration
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15.15 Events log

System log is an internal registry of users activities which influence system state (login informa-
tion, administrative actions, etc.).

To display system log contents, select Settings > System log.

Management Add filter to limit the number of displayed log entries Export events log entries Ak sximin v

= | :

External syslog servers configuration

15.15.1 External syslog servers

Note:
e Wheel Fudo PAM communicates with the syslog server over UDP protocol.
e Messages to the syslog server are send through an interface with the s option enabled,

with an IP address that the target host’s network is reachable from or using the default
gateway.

Adding a Syslog server
To add a Syslog server, proceed as follows.
1. Select Settings > Fwvents log.

2. Click Configure syslog to display syslog servers configuration settings.
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3. Select Enable events logging on syslog servers option to activate sending logs to defined
syslog servers.

4. Click +.
5. Provide server’s IP address and port number.

6. Click Save.

Note:

e Log entries sent to syslog servers are formatted as follows:
[<log_level>] (<component_name>) (object_name: object_id) <message>
Example:

[INFO] (fudordp) (fudo_server: 848388532111147015) (fudo_session:
848388532111147219) (fudo_user: 848388532111147012) (fudo_connection:
848388532111147014) User userO authenticated using password logged in from IP
addres: 10.0.40.101.

e For detailed list of log messages, refer to the Log messages topic.

Editing Syslog server definition
To edit a Syslog server definition, proceed as follows.
1. Select Settings > Fwvents log.
2. Click Configure syslog to display syslog servers configuration settings.
3. Find and edit desired syslog server definition.
4. Click Save.
Deleting Syslog server definition
To delete a Syslog server definition, proceed as follows.
1. Select Settings > Fvents log.
2. Click Configure syslog to display syslog servers configuration settings.
3. Find desired server definition and click the i icon.
4

. Click Sawve.

15.15.2 Exporting events log

To export events log entries, proceed as follows.

1. Select Settings > Fwvents log.

2. Click Export logs and select where to save exported log entries.
Related topics:

e Log messages

e Security
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e Managing servers

15.16 Changing encryption passphrase

In case of Wheel Fudo PAM deployed in a virtual environment, data is encrypted using a
passphrase. To change current passphrase, proceed as follow.

1. Log in to system console on an account with superadmin privileges.

2. Type in 3 and confirm by pressing the Enter key.

ue Mar 13 10:49:41 CET 2018
FUDO, S»N 11111111, firmware 3.4-40163.

reset FUDD to factory defaults, login as "reset"”.
fix admin account and change network settings,
login as “"admin" with an appropriate password.

"UD0 (fudo.wheelsystems.com) (ttyvo)
»

gin: admin

assword:

.ast login: Mon Mar 12 14:12:31 on ttyvld

*% FUDD configuration utility e

Logged into FUDO, S-N 11111111, firmware 3.4-40163.
Show status
Reset network settings

Change disk encryption passphrase
Exit

“hoose an option (OQ): I

3. Type in y and press the Enter key, to proceed with changing encryption passphrase.
4. Enter the new passphrase and press the Enter key.

5. Enter the passphrase once again and press the Enter key.
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3. Change disk encryption passphrase
3. Exit

“hoose an option (0): 3
Aire you sure you want to continue? [ysN] (n): y

setup new non-empty passphrase for data encryption.
Press <CTRL+C> to cancel and return to main menu.

ter passphrase:
y Enter passphrase:
te, that the master key encrypted with old keys and-/or passphrase may still ex
ists in a metadata backup file.
[0+1 records in
1+0 records out
1024 bytes transferred in 0.001268 secs (807628 bytess/sec)

adminsh: INFO: FSI0468 A passphrase used to decrypt disks was changed.

Show status

Reset network settings

Change disk encryption passphrase
Exit

hoose an option (0Q):

6. Restart the system to apply changes.
Related topics:
e System update

e Backups and retention

15.17 Integration with CERB server

CERB is complete user authorization solution which supports a number of authorization me-
chanisms (i.e. mobile token, onetime passwords, etc.). The following procedure describes con-
figuration steps required to enable Wheel Fudo PAM to verify users credentials using CERB
server.

CERB server configuration
1. Adding RADIUS client.
e Select RADIUS clients > Add client to add Wheel Fudo PAM as a RADIUS client.

15.17. Integration with CERB server 375



Fudo PAM 3.10 - System Documentation, Release is not supported

Main menu 4| List of clients

& Users - Client IP Name Server Radius password Blockage

[
£ Groups + 1 127.0.0.1 None =Y [}
|

Y

‘w¥ Services 2 10.0.35.1

B Qccurrences diary
igj Licence

a Settings

{F Radius dients

g__. Delete the clent

L Block the client

+| [+] [+

¥ Unblock the client [4 4 Page 1lof1 b Bl @

e Provide Wheel Fudo PAM IP address, client’s name and password and click Save.

Enter FUDO configuration parameters.

Adding a Radius client 3

10.0.6.61

Client name: & | FUDO

Password: ;ﬁ'_' | ITTITITITY) |GEI‘IEFEIE

Note: Password will be required to define external authorization server in Wheel Fudo PAM
administration panel.

2. Adding user group.

e Select Groups > Add group to define Wheel Fudo PAM users who will be authorized by
the CERB server.
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Click to define new user group.

E;:j CERB - Administration panel

Main menu <| List of groups

£ Users + Group name
£3 Groups - 1 cerb:admins
ER Add g . 2 | fudo_grupa
‘W Services +

B QOccurrences diary 4

{9 Licence +

£ settings &

{# Radius dients +

logged in as:
admin

date and time on the server:
2012-12-20 11:44 i Page 1)of1 b Bl &

Comment

O o|m

Displaying 1 -2 of2

e Enter group’s name (fudo_users) and click Save.

Provide basic information.

Adding group

Group basic settings

Group name: i | fudo_users |

Comment: & | FUDO users |

Additional attributes | Services Server Radius (external) options
Attribute name Attribute value

Attribute name Attribute value

| CleariDefault settings |

Add an attribute

Close |

Delete an attribute

Click to add group definition.

3. Adding user.

e Select Users > Add user to open new user definition window.
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Click to define new user.

- Administration panel

Main mienu 4 — Allusers || "0 Active users "= Blocked users " Expired users H Users synchronized with Active Directory

Groups :| All groups hd Search; | Type in a searched phrase... 17

& Add T . .
m User name Comment Authentication module st.| [
L. =

S 1| admin !\ | Static password e O
& Block user 2 cerbuser Testowy uZytkownilk FUDO-CERB ._‘@ CerbToken @ O
& Unblock user

13 Groups +

‘wl Services

+

B Occurrences diary
[ Licence

£ Settings

{¥ Radius dients

+ || [#] | [#] | [+

logaed in as:

admin /4 4 Page 1loft b M & Displaying 1 -2 o0f2

date and time on the server: e g o ) ;
2012-12-20 11:49 4 Allmethods | || CerbToken || [z CerbToken || g SMSToken h_. Static password || ¥F Radius

e Provide user name, description and select desired authorization module (refer to CERB
server documentation form more information on authorization modules).

Enter basic user information.

Adding use »

User's sgttings

uthentication module: CerbToken (time-based, mult-profie) A

| Select user authentication module.
Authentication options | Additional attributes Groups Account's expiration

r/Tw::-e of token: | literal | ~ |
Generation frequency: | 10 seconds |" |
Token's length: |5 |
Static password: | | | Set a static password
Application's identification: | |
e »,
|E‘.lear.fDefaurl 5-etting,5| | Save | | Close |

Provide configuration parameters for selected authentication module.

Note: Username is used to authenticate users on Wheel Fudo PAM.

e Assign user to previously created fudo_users group and click Save.
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Wybierz zaktadke aby przypisac uzytkownikowi grupe.

Dodawanie uiytkownika »

Ustawienia uzytkownika
MNazwa uiytkownika: % jan.kowalski f
Opis: 4 Jan Kowalski -"1"
Modut uwierzytelnienia: s CerbToken {czasowy, wieloprofilowy) h g
Opcje uwierzytelnienia Atrybuty dodatkowe rm Okres waznosc konta

rane -ﬁnstqpne
fudo_users cerb:admins

E fest_users

Przypisz uzytkownikowi grupe.

|L'u‘ycz:.réé.-'[:-um:.réln& wartosci Zamknij

Kliknij aby dodac uzytkownika.

4. Configuring service.

e Select Services > Add service to open new service definition window.

Click to define new senice.

E;:j CERB - Administration panel

Main menu «|  List of services
= Service name Comment Attribute NAS-IP-Ad... Attribute NAS-I..  [O]
+ 1 cerb:mgmt B
2 | fude B
B QOccurrences diary 4
[ Licence +
{ settings s
{¥ Radius dients +
logged in as:
admin
date and time on the server:
2012-12-20 12:05
[4 4 Page 1lof1 b B &2 Displaying 1 - 2 of 2

e Provide name identifying authorization service (cerb_fudo) and service description.
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e Add fudo_users group to service and click Add.

Enter basic service information

Advanced H Additional attributes Click to n a group

Selected

Assign user group to se

Click to store service definition

Wheel Fudo PAM server configuration
1. Adding CERB external authorization server.
e Select Settings > External authentication.

o Click Add external authentication source to add CERB server definition.
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- Py 2
Management L FUOO Administration panel

External authentication

55 external authentication sources configuration page

emal authentication

Click to add external authentication semi

e Provide CERB server IP address, secret and service name identifying authorization service.

Note: Secret must match the RADIUS client password on CERB server. Service name must

match the service name on CERB

e Select 'Cerb’ type and provide host information

Type  Ced

Host 10,0012

10.0.150.150

Bind address

Delete

e Click Save.
2. Adding user.

e Select Management > Users.

e Click Add.

Select IP add for communicating with CERB server

Provide senice parameter as configured in CERB for
authenticating FUDQ users

Provide RADIUS client password as defined in CERB

15.17. Integration with CERB server

381



Fudo PAM 3.10 - System Documentation, Release is not supported

Managament Open users management page

Test2

admin superadmin z.mroczkowskiBiwheelsysiems.com Password 8 minutes ago
admin_2 admin Password 1 week ago

admin_3 adin Password 1 month aga

apl Baimin Password 7 months ago
jahr_smith user Password, One time password 2 months, 1 week ago
mickEy_Mouse  user Mickey Mouse nees

minnie_mousa user Minnie Mouse never

e Provide basic user information.

Note: Username must match the user name defined on CERB server.

User ) ) )
Provide user information
[ — ™
General
Login uar_carb
Blocked
Account validity Indefinie x
Role [TL1_ g &
Preferred language English &
N .
Safes =3 a

o Add safes that the user will be able to access.
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User
General
Login usar_carb
Blocked
Account validity Indefinie .
Role uger .

Praferred language

(s EE™ °a)

e In the Authentication section, select External authentication from the Type drop-down list
and select previously created Cerb server from the Ezternal authentication source drop-
down list.

Authentication

Type External authentication =
External authentication source Cerb 10.0.0.12 service:fudo v
Delete .

e Click Save.
Related topics:
o Users
o Fxternal authentication

o User authentication methods and modes

15.18 System maintenance

The following section contains descriptions of maintenance procedures.

15.18.1 Backing up encryption keys

Encryption keys stored on USB flash drives are necessary to initialize the file system, which
stores session data. If the USB flash drive is lost or damaged, it will be impossible to boot the
system and access session data.

Microsoft Windows
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Warning: After connecting the flash drive to your computer, do not initiate or format it.
Ignore the system message about it not being able to read data and proceed with the backup
procedure.

1. Download and install HDD Raw Copy Tool.

http://hddguru.com/software/HDD-Raw-Copy-Tool/ (portable version is also
available)

2. Start the program.

3. On the source drive selection window, choose the USB drive with the encription key and
click Continue.

| SOURCE Dewice Selection - HDD Rav Copy Tood 110 Free L
HDD AW COPY TOOL 110  Free WAALHDDGURLL DM
i
| RS MO FIRRMWARE SERLAL NUAMARER LR CaPRCITY
| SATA STID0OOMADNE-TYHLGE (L) CCag 1ADGGRM L9%3,52% 168 0002 GE
| SATA Sanlusk SLSSIHH PESDG I I0GHL EFEE i iRk ] 300,118,152 25006 GE
use Generic Flash Udik (D] D00 Badixngl1E4D 7,864,192 A026.46 ME
— — — — —
FILE IMAGE of Geners Flash Udise D000 DadisFal164T 7.564,192 402646 ME

L f |

| opyright B 2005- 2013 HODGUF 1 II*W‘EELEHWUME | IU“WU':':'?‘I I

Diiahes found: 3

4. Click FILE twice, select the target image file and click Continue.
5. Click START to proceed with copying data.
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B H0D Raw Cogy Tool 190 Free _ o "

SURCE: 2] Gemners Flash Udisk 0000 [4026.46 MB] AbDUE
TARGET: [FRLE] C:\usensiwhes |\ Dooumentsipen. imge

Copynght A5 013 HDDGURLLCOM
CoPy

1215/ 3016 3:22:01 PM
12f15/2016 3:32:01 PM  HOD Raw Copy Tool L.10; hitpy/fhddgund.com

12715/ 2016 3:22:01 PM
12715/3016 3:22:01 PN Source: [2] Generic Flash Udisk 0000 [£004.48 ME]

12115/3016 3:72:01 PM Target: [FILE] C:\Users\wheeNDocuments\penuimge

Cuwrrent task progress

Stop | START |

[2] Generic Flash Udisk 0000 [4026.46 MBE] #ex  [FILE] C:\Users\wheel\Dofuments | pen.|

6. Once the following message occurs

Operation terminated at offset... close the application and disconnect the
USB drive.

15.18. System maintenance 385



Fudo PAM 3.10 - System Documentation, Release is not supported

B H00 Raw Cogy Tood 110 Free B o v

SOURCE: [2] Generic Flash Udisk 0000 | $006.46 ME) Aboit
TARGET: [FILE] C\Users\wheel\Documentspen. imge

Copyright D005 201 3 HDDGLIRLLCOR
COPY

12/15/3016 3:32:41 PM  Copying... a
12/15/3016 3: 2637 PM  Read Error ocourmed at offset 2,493,448, 192; LBA4670,016 [The system cannot find the fi
12715/ 3016 32637 PM  Sournte wad unplugged, aborting...

LU T B Aeras e annl Lt S A6
12715/ 016 3: 2637 PM  Operation terminated at offset 2,493,4458,192 LBA 4,870,016 I

Current tatk progress

62% complete 12.9 MB/s
Current sector: 4,874,112 stop | START |

2] Generic Flash Udisk 0000  [4036.48 MB 535 [FILE] CAUser\wheel\Dotuments' imge

7. Connect another USB drive and start HDD Raw Copy Tool.

8. On the source drive selection screen select FILE and browse the file system to find the
encryption keys image file.

9. Select the newly connected USB flash drive as a target device and click Continue.

TARGET Deswsie Sebachion - MDD Haw Copy Tool 110 Fres -
HIDD AW COPY TOOL 110 Frese WAL HDIDGLURLL COMA
Bus MODIL FIRATWEIRE SERLAL NUAABLR LA CAPACITY
SATA STIDDODNDOE-FYMNIET [C:) CCag 15AD5GRM L953.535,168 10003 6B
EATA SanDish SOSS0HDISEG WII0ARL 313378045159 00,118,152 06 GB
(151 ] Generic Flash Udisk [Dc) 5] L9353 1645 7,854,192 40006 46 MB
FIE T LEIE (IR 10 Cyrer TiE

itk Man P o

=
Flgase select TARGET I Contirug »»> II

Diiics fowand: 3

10. Click Continue.
11. Click START.
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12. The copying will end once the following message occurs:

Operation terminated at offset....

B HDD Raw Copy Tool 190 Fres - O =
SOURCE: [0] IMAGE of Generic Flash Udisk 0000 | 802646 MB) E00ut
TARGET: [2] Generic Flash Udisk D000  [4026.46 MB]
Copyrght £ 2005 20 3 HDDG LU, DO
Oy

12/15/ 2016 33375 PM LoChing device..,
12/15/ 2016 33375 PM Copying...
12/15/2006 3:3%:38 PM End of source image file; operation complete.

LF1S/ 2008 3:35:38 PM_ Average ipaad: 6.7 MB/s _ _
I 12/ 15/ 2006 3:35-38 PM Operanen terminated at ofset LA93 448,192 LBA 4,870,006

Current task progress

62% complete 6.7 MB/s
Current sector: 4,874,112 Stop | START |

[0] IMAGE of Generic Flash Udisk 0000 [ 403446 MB) 223 [2] Generic Flash Udick 0000  [a006.45 MB)

13. Close the application and disconnect the USB drive.
Mac OS X
1. Start the terminal.
2. Execute the sudo -s command and enter password.
3. Execute the diskutil 1list to list connected drives.

4. Find the drive with the following partitions layout:

/dev/disk2 (external, physical):

#: TYPE NAME SIZE IDENTIFIER

0: GUID_partition_scheme *8.0 GB disk2

1: F649773F-1CD6-11E1-9AD2-00262DF29F0D 3.1 KB disk2sl
2: 2B163C2B-1FE5-11E1-8300-00262DF29F0D 1.0 KB disk2s2

5. Execute the dd if=/dev/disk2 of=fudo_pen.img bs=1m command, where if points to
the USB drive.

6. Disconnect the flash drive and connect the new one.

7. Execut the dd if=fudo_pen.img of=/dev/disk2 bs=1m command.

8. Execute the sync command.

9. Disconnect the USB flash drive from your computer.

Linux
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1. Start the terminal.

Execute the sudo -s command and enter password.

- 0N

the USB drive.

Disconnect the flash drive and connect the new one.

N o

Execute the sync command.

8. Disconnect the USB flash drive from your computer.
Related topics:

e Fuvents log

o Frequently asked questions

15.18.2 Monitoring system condition

Execute the dmesg | less command to determine the USB flash drive identifier.

Execute the dd if=/dev/disk2 of=fudo_pen.img bs=1m command, where if points to

Execut the dd if=fudo_pen.img of=/dev/disk2 bs=1m command.

Monitoring system condition allows preventing system failures and overloads, ensuring Wheel

Fudo PAM Wheel Fudo PAM remains operational.
Monitoring active sessions
1. Login to Wheel Fudo PAM administration panel.
2. Select Management > Dashboard.

3. Check the number of currently running user sessions.

Note: Wheel Fudo PAM supports up to 300 RDP connections.

Monitoring network bandwidth
1. Login to Wheel Fudo PAM administration panel.
2. Select Management > Dashboard.

3. Check current network transfer rate.

Note: Wheel Fudo PAM features 1Gbps network interface cards.

In case the current ne-

twork bandwidth usage exceeds 500Mbps, users may notice a decrease in system communication

performance.
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Minimize menu pane

User options menu

Dashboard

Connections distribution in time

Active user session —]

Tve sessions Lo A
>
7 " .y
Disk activity Disk usage Disks status
oe:a1 omaz 0843 08:44 -
/ - ED- ED- &N
\J )
.. “ C e I
o
Storage status information
-
Cluster status
0000 o200 04:00 06:00 0a00
asd .
n2 .
\ ®memory  @processor ®lag0  @net) @t @netZ @retd @retd @rets  @viand

Events log Recent system log events

0.1.35. juser: 68681 7234205736961

to “AES" for Uiser admin. (us

ser admin. (user:

¢ System information

Related topics:

e System log

o Frequently asked questions

15.18.3 Hard drive replacement

In default configuration, Wheel Fudo PAM’s storage array comprises 12 hard drives in RAIDZ2
configuration running ZF'S file system allowing the system to remain fully operational in case of
a failure of two hard drives.

Replacing a hard drive

1. Move the front bezel release latch to the left and take the front bezel off.

15.18. System maintenance 389



Fudo PAM 3.10 - System Documentation, Release is not supported

_='—'-_- -:m'

Pull the latch to the left, to take off the front bezel

2. Push the hard drive tray lever release button and pull the lever to take out the tray from
the chassis.

A e Y w—

= "

| = - |

e |
Pull the lever to take out the hard drive tray from the server -

3. Unscrew the screws securing the hard drive and take out the hard drive from the tray.
4. Install replacement hard drive in the tray and secure it with the screws.

5. Install the hard drive tray back in the server.

Note: Wheel Fudo PAM will automatically detect the change in the storage array state and
will start rebuilding the data structure. The duration of the array rebuilding process depends
on the volume of data stored on the server.

Related topics:
o Hardware overview

o Frequently asked questions

15.18.4 Resetting configuration to default settings

Warning: Configuration reset procedure is irreversible and it results in deleting all recorded
sessions, system settings and defined objects. The device needs 2 pendrives plugged in to be
properly executed.

1. Log in to Fudo administration panel.
2. Select Settings > System.

3. Select Enabled in the Reset account section.
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SNMPv3

Enabled a

IP address 100,236,100 7| Port 181

Reset Account

Enabled a

Sensitive features Enable reset account

Show keyboard input

4. On terminal login screen, enter reset as login.

Starting fcgiportal.
Gtarting nginx.
Btarting nginxportal.
Starting crom.
Gtarting dbrepd.
Starting passwdd.
Starting dbsendd.
Starting dbrecwvd.
Gtarting eventd.
Starting sampd.
Starting hipamd.
Gtarting fudoocrd.
Btarting devd.

ue Apr £4 13:57:43 CEST 2018

FUDOD, S5~-N 12345678, firmware 3.6-36739.

o reset FUDD to factory defaults, login as "reset”.
o fix admin account and change network settings,
login as "admin" with an appropriate password.

FUDD (fudo.wheelsystems.com) (ttyvd)

5. Enter y and press Enter to confirm.
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Starting dbrepd.
Starting passwdd.
Gtarting dbsendd.
Btarting dbrecwd.
Gtarting eventd.
Gtarting sampd.
Starting hipamd.
Gtarting fudoocrd.
Btarting devd.

ue Apr 24 13:57:43 CEST 2018

FUDD, S~+N 12345678, firmware 3.6-36739.

o reset FUDD to factory defaults, login as “reset”.
o fix admin account and change network settings,
login as “"admin" with an appropriate password.

FUDOD (fudo.wheelsystems.com) (ttyvd)

login: reset

=x FUDO factory reset utility s

Do you want to reset FUDO to the factory defaults? [ysNH1 (n):

6. Enter y and confirm by pressing Enter.

Btarting fudoocrd.
Gtarting devd.

ue Apr 24 13:57:43 CEST 2018

FUDOD, S~-N 12345678, firmware 3.6-36739.

o reset FUDOD to factory defaults, login as "reset”.
o fix admin account and change network settings,
login as "admin" with an appropriate password.

FUDD (fudo.wheelsystems.com) (ttyvd)

login: reset

=% FUDO factory reset wutility ===

Do you want to reset FUDD to the factory defaults? [y-sN1 (n): y

ARNING: This will remove all the data stored on the FUDO appliance,
including configuration, logs, user database, authentication data,
SSL keys and certificates. It will also reset network settings
and admin password to the factory defaults.

re you sure you want to continue? [ysHN]l (n):

Note: In case you are returning a demonstration unit, remember to also erase the USB flash
drive containing the encryption key.

Related topics:
e Network interfaces configuration

e System maintenance
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Reference information

16.1 RDP connections broker

Connections broker enables users to reconnect to their existing sessions on a specific server within
a pool of load-balanced resources.

If the broker identifies an existing user session on another server, the connection will be redirected
to it and the user will be prompted to login again.

7Y

connect
ccmnectv-
.
i connected
>
. Y
*a::twe session &
cunnectﬂ
connect
connect
cunnectv- >

Note: To successfuly redirect a connection, the server identified by the broker must be defined
on Wheel Fudo PAM, it must listen on default RDP port (3389) and user must be allowed to
connect to given server.
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Related topics:
e Data model
e RDP
o Servers

o Accounts

16.2 Log messages

Note: Message code contains information on the type of the log message and the component
that logged the information.

System component

Message type

| - information

W - warning
E - error

Message code

Message and description

FSE0001 Internal system error.

FSE0002 Fudo certificate error.

FSE0003 Unable to change configuration settings.

FSE0004 Configuration import error.

FSE0005 Unable to initialize ${disk}.

FSE0006 Invalid license.

FSE0007 Unable to find license file.

FSE0008 Unable to attach hard drive ${disk}.

FSE0009 Upgrade failed.

FSE0010 License expired.

FSW0011 Retention module was unable to delete session ${sessid} from database.

FSW0012 Retention module error, session ${sessid} skipped.

FSI10013 Session ${sessid} removed according to retention policy.

FSW0014 Retention module was unable to remove session ${sessid}.

FSI0015 Redundancy group ${name} switched to master role.

FSW0016 Unable to send email, SMTP server not configured.

FSI0017 Redundancy group ${name} switched to slave role.

FSI0018 Hard drive ${disk} initialization started.

FSI10019 Hard drive ${disk} initialization completed. Data synchronization may
take a moment.

FSE0020 System backup error.

FSI10021 Hard drive ${disk} attached.

FSI10022 Unsupported hard drive hot-swap.

FSI10023 Manual encryption does not support hard drive hot-swap.

Continued on next page
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Message code

Message and description

FSE0024 Hard drive belongs to another Fudo (${diskserial}) ${disk}.

FSI0025 Cluster node ${name} (${address}) host key set to ${hostkey}.

FSE0026 Cluster communication error.

FSI10027 Cluster node ${name} initialized.

FSE0028 Unable to join node to cluster.

FS10029 Resumed data synchronization.

FS10030 Node ${node} initially synchronized.

FSE0031 Timestamping service communication error.

FSE0032 Unable to timestamp session.

FSE0033 Unknown timestamping service provider.

FSI10034 Session ${SESSION} was timestamped.

FSI0035 Email ${mailname} sent to ${admin_email}.

FSWO0036 Unable to send email ${mailname} to ${admin_email} through ${acco-
unt} server.

FSW0037 Output from SMTP client: ${out}.

FSI0038 Saved email ${mailname} sent to ${admin_email}.

FS10039 System image version ${FULLNEW} uploaded successfully.

FSE0040 Communication error with cluster node %s (%s): Fudo version mismatch
(local: %s, remote: %s).

FS10041 Initial connection from master cluster node.

FS10042 Cluster node %s (%s) connected from address %s.

FSI0043 Connection from another cluster node.

FSI10044 Connected to cluster node %s (%s) on address %s.

FS10045 Initial database replication to cluster node %s (%s) completed.

FSE0046 There is no filter called %s.

FSW0047 Error sending notification.

FSE0048 Error authenticating user over RADIUS.

FUI0049 User %s authenticated using password logged in from IP address: %s.

FUI0050 User %s authenticated using password.

FUI0051 User %s authenticated through %s (Host: %s, Port: %d, %s: %s) logged
in from IP address: %s.

FUI0052 User %s authenticated through %s (Host: %s, Port: %d, %s: %s).

FUI0053 User %s authenticated through LDAP (Host: %s, Port: %d) logged in
from IP address: %s.

FUI0054 User %s authenticated through LDAP (Host: %s, Port: %d).

FUI0055 User %s (domain %s) authenticated through Active Directory (Host: %s,
Port: %d) logged in from IP address: %s.

FUI0056 User %s (domain %s) authenticated through Active Directory (Host: %s,
Port: %d).

FUE0057 Authentication method ‘password’;, required by MySQL, requested by
the user %s, logging in from IP address %s, was not found.

FUE0058 Authentication method ‘password’, required by MySQL, requested by
the user %s, was not found.

FUWO0059 User %s, logging in from IP address %s, has more than one ‘password’
method, using the first password.

FUWO0060 User %s has more than one ‘password’ method, using the first password.

FSE0061 Incorrect password repository configuration: login is empty.

Continued on next page

16.2. Log messages

395



Fudo PAM 3.10 - System Documentation, Release is not supported

Tablica 1 — continued from previous page

Message code Message and description

FSE0062 Incorrect password repository configuration: password is empty.

FSE0063 Incorrect server configuration: ERPM namespace is empty.

FSE0064 Incorrect server configuration: ERPM name is empty.

FSE0065 License configuration error.

FSE0066 Unable to block user %jd.

FSE0067 Error connecting to Lieberman ERPM server %s: incorrect URL in con-
figuration.

FSE0068 Error connecting to Lieberman ERPM server %s: incorrect protocol spe-
cified.

FSE0069 Error fetching password from Lieberman ERPM server %s: unable to
get sessid for user %s.

FSE0070 Error fetching password from Lieberman ERPM server %s: unable to
get password for user %s for the %s/%s server.

FSI0070 Established proxy connection from %s to %s (%s:%u).

FSI10071 Established gateway connection from %s to %s (%s:%u).

FSI0072 Established transparent connection from %s to %s (%s:%u).

FSI0073 Bastion connection from %s to %s (%s:%u).

FSWO0074 Connection terminated because license has expired or was not set.

FSWO0075 Connection terminated because number of nodes in cluster exceeded li-
cense limit.

FSE0076 Unable to establish connection, could not find specified transparent se-
rver (tcp://%s:%u).

FSE0077 LDAP authentication error.

FSE0078 LDAP authentication error: unable to connect from %s to %s.

FUE0079 Authentication timeout after %ju key attempt%s and %ju password at-
tempt%s.

FUEO0080 Authentication timeout after %lu key attempt%s.

FUEO0081 Authentication timeout after %lu password attempt%s.

FSE0082 Unable to establish connection to server %s (%s).

FSE0083 Unable to establish connection from %s to server %s (%s).

FSI10084 Terminating session: %s.

FSI0085 Session finished.

FUI0086 User %s blocked due to connection policy violation.

FUWO0087 Session has been terminated due to user %s account expiration.

FUWO0088 Session has been terminated due to exceeding the time window defined
in the connection %s time policy.

FUE0089 Authentication timeout.

FSE0090 Unable to connect to the passwords repository server %s.

FSE0091 Unable to add server %s.

FSE0092 Passwords repository server %s communication error.

FSE0093 Error connecting to Thycotic server %s: incorrect URL in configuration.

FSE0094 Error connecting to Thycotic server %s: incorrect protocol specified.

FSE0095 Error fetching password from Thycotic server %s: unable to get sessid
for user %s.

FSE0096 Error fetching password from Thycotic server %s.

FSE0097 Error fetching password from Thycotic server %s: unable to get secretid

for server %s.

Continued on next page
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Message code

Message and description

FSE0098 Error fetching password from Thycotic server %s: unable to get password
for user %s for the %s server.

FUE0099 Connection terminated.

FUI0100 HTTP connection beetwen client and server initiated.

FUE0101 Unable to find matching HT'TP connection.

FUI0102 Session terminated by system administrator.

FUE0103 HTTP connection error.

FUI0104 %s connection terminated.

FUIO0105 HTTP session inactive, terminating.

FUEO0106 Authentication failed: %s.

FUWO0107 Invalid inactivity timeout, falling back to %d seconds.

FUE0108 MySQL connection error.

FUI0109 MySQL connection terminated.

FUEO110 Oracle connection error.

FUIO111 Oracle connection terminated.

FUEO112 RDP connection error.

FUEO113 TLS Security configured, but missing TLS private key.

FUEO114 TLS Security configured, but missing TLS certificate.

FUEO115 Standard RDP Security configured, but missing private key.

FUEO116 TLS certificate verification failed.

FUEO117 RSA key verification failed.

FUI0118 Successfully authenticated against the server.

FUIO119 Successfully authenticated against the server as user %s using %s.

FUI0120 Successfully authenticated against the server as user %s within domain
%s using %s.

FUIO121 An anonymous user successfully authenticated against the server.

FUIO122 An anonymous user successfully authenticated against the server as user
%s.

FUI0123 An anonymous user successfully authenticated against the server as user
%s within domain %s.

FUE0124 SSH connection error.

FUEO0125 User %s failed to authenticate after %d attempts, disconnecting.

FUIO126 Successfully authenticated against the server as user %s using password.

FUEO127 Invalid authentication method: expected passwordor sshkey, got %s.

FUI0128 User %s authenticated using SSH key.

FUE0129 Failed to authenticate against the server as user %s using %s.

FUE0130 Failed to authenticate against the server as user %s using %s (received
%s).

FUWO0131 Functionality %s is not allowed.

FUE0132 Client requested incorrect terminal dimensions (%dx%d).

FUE0133 MSSQL connection error.

FUE(O134 TN3270 connection error.

FUE0135 Unknown TN3270 command: %02x.

FUWO0136 Functionality %s not allowed.

FUE0136 Telnet connection error.

FSEO0137 Unable to read private key.

FSE0138 Server’s certificate does not match configured certificate.

Continued on next page
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Message code

Message and description

FUE0139 VNC connection error.

FUEO0140 Client version: %s is higher than the client integrated in Fudo: %s.

FUE0141 VNC connection error. Client answered with unsupported security type:
Y%hhu.

FUE0142 VNC connection error. Server version: %s is lower than client version:
%s.

FUI0143 VNC connection closed: %s.

FUEO0144 User %s failed to authorize logging in from IP address: %s.

FUE0145 User %s failed to authorize.

FUEO0146 User %s failed to authenticate logging in from IP address: %s.

FUEO147 User %s failed to authenticate.

FSE0148 Listening on %s:%u failed while adding bastion %s.

FAI0149 User %s deleted previous system version.

FAI0150 User %s changed backup and retention settings.

FAIO151 User %s %s bastion %s.

FAI0152 User %s deleted bastion %s.

FSEO0153 Session indexing failure.

FSE0154 Session conversion failure for session %s.

FSI10155 Starting encoding session video %s.

FSI0156 Completed session video %s encoding.

FAIO157 User %s %s failover configuration.

FAI0158 User %s added node %s.

FAI0159 User %s changed %s in node %s.

FAI0160 User %s deleted node %s.

FAIO161 User %s disconnected node from the cluster.

FAIO162 Cluster has no active nodes. Cluster will be disabled.

FAIO163 User %s created new cluster.

FAIO164 User %s attached current node to cluster.

FAE0165 Error authenticating user %s.

FAI0166 User %s restored original logo for protocol %s.

FAIO167 User %s changed logo for protocol %s.

FAI0168 User %s confirmed sensitive feature %s.

FAI0169 User %s removed confirmation for sensitive feature %s.

FAI0170 User %s changed following notifications settings: %s.

FAIO171 User %s enabled email notifications.

FAI0172 User %s disabled email notifications.

FAI0173 User %(username)s is upgrading Fudo.

FAIO174 User %(username)s upgraded Fudo.

FAIO175 User %(username)s uploaded new upgrade image (version: %(version)s,
size: %(size)d).

FAIO176 User %(username)s deleted upgrade files.

FAIOL77 User %s uploaded license file.

FAWO0178 User %(username)s triggered system restart.

FAWO0179 User %(username)s triggered system shutdown.

FAWO0180 User %s %s remote SSH access.

FAWO0181 User %(username)s changed timestamping settings.

FAW0182 User %(username)s uploaded new PKCS12 file.

Continued on next page
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Message code

Message and description

FAW0183 User %(username)s changed timestamping provider to %(provider)s.

FAW0184 User %(username)s %(action)s timestamping.

FAT0185 User %s imported system configuration.

FAIO186 User %s exported system configuration.

FAI0187 User %s added NTP server %s.

FAI0188 User %s removed NTP server %s.

FAE0189 Error saving NTP servers: “%s”.

FAI0190 User %(username)s changed date & time from %(old date)s to
%(new_date)s.

FAI0191 User %s changed timezone to %s.

FAT0192 User %s changed Fudo HTTPS private key and certificate.

FATI0193 User %s %s SSH access.

FAIO194 User %s requested service data.

FAI0195 User %s added %s to %s for %s %s.

FAI0196 User %s removed %s from %s for %s %s.

FAI0197 User %s changed %s from %s to %s for %s %s.

FAI0198 User %(username)s added IP address %(new_inet)s/%(new netmask)s
to interface % (interface)s with %(new management)s management and
%(new _cluster)s cluster address.

FAI0199 User %(username)s changed subnet mask from %(old netmask)s to
%(new_netmask)s on %(new_inet)s/%(new netmask)s address on in-
terface %(interface)s.

FAI0200 User  %(username)s  %(new_cluster)s  cluster  address  on
%(new _inet)s/%(new netmask)s address on interface %(interface)s.

FA10201 User  %(username)s  %(new management)s management  on
%(new _inet)s/%(new netmask)s address on interface %(interface)s.

FAI0202 User %(username)s deleted IP address %(old _ip)s from interface %(in-
terface)s.

FAI0203 User %(username)s %(action)s interface %(interface)s.

FAI0204 User %(username)s added member %(member)s to bridge % (interface)s.

FAI0205 User %(username)s removed member %(member)s from bridge % (inter-
face)s.

FAI0206 User %(username)s enabled spanning tree propagation on bridge %(in-
terface)s.

FAI0207 User %(username)s disabled spanning tree propagation on bridge % (in-
terface)s.

FAI0208 User %(username)s changed VLAN %(interface)s parent interface from
%(old _parent interface)s to %(new parent interface)s.

FAI0209 User %(username)s changed VLAN % (interface)s ID from %(old _vlan)s
to %(new_vlan)s.

FAI0210 User %s deleted interface %s.

FAIO211 User %s changed LDAP synchronization settings.

FAWO0213 LDAP error during fetching groups: %s.

FAI0214 User %s enforced full LDAP synchronization.

FAI0215 User %s disabled events logging on syslog servers.

FAI0216 User %s removed syslog server: %s:%s.

FAI0217 User %s added syslog server: %s:%s.

Continued on next page
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Message code

Message and description

FAI0218 User %s removed syslog server %s.

FAI0219 User %s changed remote log dispatch settings.

FAT0220 User %s changed network interfaces settings.

FAI0221 User %s changed hostname from %s to %s.

FAI0222 User %s added DNS server IP address %s.

FAI0223 User %s removed DNS server IP address %s.

FAI0224 User %s added new route for network %s with gateway %s.

FAI0225 User %s changed gateway for network %s from %s to %s.

FAI0226 User %s deleted network %s with gateway %s.

FAI0227 User %s (%s) terminated session.

FATI0228 Anonymous user from IP address %s with access rights granted by user
%s joined session.

FAI0229 User %s from IP address %s joined session.

FAT0230 User %s (%s) suspended session.

FAI0231 User %s (%s) resumed session.

FAE0232 MySQL session playback error.

FAT10233 Anonymous user from IP address %s accessed session %s shared by %s
with key %s.

FAI0234 User %s from IP address %s accessed session %s.

FAI0235 User %s %s comment %d for session.

FAI0236 User %s generated key %s with %s access.

FAI0237 User %s is viewing user input for session.

FAI0238 User %s blocked server %s.

FAT0239 User %s unblocked server %s.

FAI0240 User %s blocked connection %s.

FAT0241 User %s unblocked connection %s.

FA10242 User %s addedd new time policy to connection %s for %s from %s to
%s.

FA10243 User %s changed connection %s %s time policy %s from %s to %s.

FAI0244 User %s deleted time policy for %s %s - %s from connection %s.

FA10247 User %s deleted server %s.

FAI0248 User %s %s server %s.

FAI0251 User %s deleted connection %s.

FAI0252 User %s %s connection %s.

FAI0253 User %s deleted session.

FAI0254 User %s requested OCR processing for session.

FAWO0255 User %s tried to disable a non-exisitent sharing key for session.

FAI0256 User %s disabled anonymous access key %s for session.

FAI0259 User %s deleted download %s.

FAI0260 User %s downloaded file %s for session %s.

FAI0261 Anonymous user from IP address %s terminated session shared by %s
with key %s.

FAT0262 User %s terminated session.

FAI0263 User %s blocked user %s.

FAI0264 User %s modified policies settings.

FAT0265 User %s modified regular expressions settings.

FSW0266 Failed to send email.

Continued on next page
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Message and description

FSE0267 Error generating report %d: %s.

FAI0268 User %s deleted report “%s”.

FAW0269 User %s cannot delete report “%s”.

FAI0270 Report {} created by user {}.

FAWO0271 User %(username)s is blocked.

FAW0272 User %(username)s is not allowed to log in.

FAWO0273 User %(username)s logging from IP %(ip)s not found.

FAI0276 User %s unblocked user %s.

FAI0277 User %s deleted user %s.

FAI0278 User %s added user %s to connection %s.

FAI0279 User %s changed user %s.

FAIO281 User %s logged out from Fudo administration panel.

FAT0282 User %s successfully changed his password.

FSE0283 Unable to process pattern: %s

FSW0284 Pattern %s matched on %s with priority %s in session.

FSE0285 Unable to read certificate.

FSE0286 No peer certificate received.

FSWO0287 No server key configured, skipping verification.

FSI0288 Server key verification failed.

FUI0289 MSSQL connection terminated.

FS10290 User %s (%d) was removed. Reason: user wasn’t in any of synchronized
groups.

FS10291 System backup initiated, fingerprint: ${fingerprint}.

FS10292 System backup initiated.

FS10293 System backup completed, fingerprint: ${fingerprint}.

FS10294 System backup completed.

FAI0295 User %s blocked bastion %s.

FAI0296 User %s unblocked bastion %s.

FA10297 User %s created bastion %s.

FAI0298 User %s changed bastion %s.

FAT0299 User %s created server %s.

FAI0300 User %s changed server %s.

FAI0301 User %s changed connection %s.

FAT0302 User %s created connection %s.

FAI0303 User %s created user %s with role %s.

FAI0304 User %s modified %s for %s %s.

FUE0305 Client connection closed: encryption is not available.

FUE0306 Client connection closed.

FSE0307 Error fetching password from HiPAM server %s: unable to get sessid for
user %s.

FSE0308 HiPAM server internal error.

FSE0309 Error fetching password from HiPAM server %s: unable to get sessdat
for user %s.

FSE0310 Incorrect server configuration: HIPAM name is empty.

FSE0311 Unable to fetch password from HiPAM.

FSE0312 Error connecting to HIPAM server %s: incorrect URL in configuration.

FSE0313 Error connecting to HIPAM server %s: incorrect protocol specified.

Continued on next page
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FUE0314 Invalid pixel format.

FSE0330 Bad login field configured on LDAP server %s. Error while processing
user %s.

FSE0331 Error while processing userAccountControl value of user %s.

FS10332 User %s will be blocked.

FSI10333 User %s will be unblocked.

FSW0334 User %s has incorrect principal name.

FS10335 User %s synchronized from LDAP server %s.

FSI10336 Remove pair connection %s user %s.

FS10337 Add conection %s to user %s.

FSW0338 User %s paired with connection %s, server conflict.

FSI10339 User %s (%s) was removed. Reason: user was not in any of synchronized
groups.

FSI10340 Full synchronization from LDAP server %s started.

FS10341 User %s connections cleared.

FS10342 User %s will be resynchronized from server %s.

FS10343 Resynchronized user %s will be removed.

FSW0344 Connection to LDAP server error: %s.

FSI0345 Successfully fetched password from %s.

FUE0346 Client sent a packet bigger than %d bytes.

FSE0348 Unable to get configuration settings.

FAI0349 Anonymous user from IP address %s with access rights granted by user
%s left session.

FAI0350 User %s from IP address %s left session.

FUEO0351 Client sent unsupported NTLM v1 response.

FSE0352 Bastion requires login and server delimited with one of ‘%s’ (%s).

FAI0353 User %(username)s is deleting upgrade snapshost.

FAIO0354 User %(username)s deleted upgrade snapshot.

FSE0355 Inconsistent data, starting recovery replication to cluster node %s (%s).

FUWO0356 Unsupported X11 extension: %s.

FUWO0357 Server uses higher resolution than the current limit: %dx%d.

FUWO0358 Server uses higher color depth than the current limit: %d bpp.

FUE0359 Server rejected X11 connection: %.*s.

FUE0360 Server requires unsupported X11 authentication: %.*s.

FSWO0361 Fudo started.

FSE0362 Unable to propagate ARP.

FUE0363 User %s has no access to host %s:%u.

FUI0364 RDP server sent a redirection packet.

FUE0365 RDP server %s:%u has to listen on the default RDP port in order to
redirect sessions.

FSE0366 Error connecting to CyberArk server %s: incorrect URL in configuration.

FSE0367 Error connecting to CyberArk server %s: incorrect protocol specified.

FSE0368 Error fetching password from CyberArk server %s.

FSE0369 Error fetching password from CyberArk server %s: unable to get pas-
sword for user %s for server %s.

FUIO370 User %s authenticated using OTP logged in from IP address: %s.

FUI0371 User %s authenticated using OTP.

Continued on next page
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FSE0372 Unable to invalidate OTP password %jd.

FUWO0373 Session has been terminated due to exceeding the time window defined
in a time policy for the user %s and the safe %s.

FSI10374 Established %s connection from %s to %s:%u.

FSE0375 Unable to add listener %s.

FSE0376 Unable to add listener %s because %s is listening on same IP address
and port.

FSE0377 Bastion requires login and server to be delimited with one of the ‘%s’
characters (listener: %s, login: %s).

FSE0378 Unable to establish connection: server not found, user not found or user
has no access to the server (listener: %s, login: %s).

FSE0379 Unable to establish connection: transparent server (tcp://%s:%u) not
found or cannot be reached through listener (listener: %s, login: %s).

FSE0380 Unable to authenticate user %s: server is blocked.

FSE0381 Unable to authenticate user %s: account not found.

FSE0382 Unable to authenticate user %s: account is blocked.

FSE0383 Unable to authenticate user %s: user not found.

FSE0384 Unable to authenticate user %s: user is blocked.

FSE0385 Unable to authenticate user %s: safe not found.

FSE0386 Unable to authenticate user %s: safe is blocked.

FSI0387 Password for account %s verified successfully.

FSI0389 Password for account %s changed successfully.

FAI0393 User %s displayed password history for account %s.

FAI0394 User %s displayed password to account %s changed at %s.

FAT0395 User %s displayed current password for account %s.

FAI0396 User %s blocked safe %s.

FAI0397 User %s unblocked safe %s.

FAI0398 User %s deleted safe %s.

FAI0399 User %s changed safe %s.

FAI0400 User %s created safe %s.

FAT0401 User %s blocked account %s.

FA10402 User %s unblocked account %s.

FAI0403 User %s deleted account %s.

FAI0404 User %s changed account %s.

FAI0405 User %s created account %s.

FATI0406 User %s blocked listener %s.

FAI0407 User %s unblocked listener %s.

FAI0408 User %s deleted listener %s.

FAI0409 User %s changed listener %s.

FAI0410 User %s created listener %s.

FAI0411 User %s blocked password change policy %s.

FAI0412 User %s unblocked password change policy %s.

FAI0413 User %s deleted password change policy %s.

FAIO414 User %s changed password change policy %s.

FAIO0415 User %s created password change policy %s.

FSI10416 Connection between safe %s and user %s has been removed.

FS10417 Connection between safe %s and user %s has been added.
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FS10418 User %s was removed from safes %s.

FSE0420 Unable to authenticate user %s against server %s.

FAT0421 User %s assigned listener %s to safe %s.

FAI0422 User %s unassigned listener %s from safe %s.

FAT0423 User %s assigned account %s to safe %s.

FAI0424 User %s unassigned account %s from safe %s.

FAI0425 User %s assigned authentication method %s to user %s.
FAT0426 User %s unassigned authentication mathod %s from user %s.
FAI0427 User %s changed authentication mathod %s assigned to user %s.
FAI0428 User %s assigned user %s to safe %s.

FA10429 User %s unassigned user %s from safe %s.

FAT10430 User %s blocked password changer %s.

FAT0431 User %s unblocked password changer %s.

FAI0432 User %s deleted password changer %s.

FAI0433 User %s changed password changer %s.

FAI0434 User %s created password changer %s.

FSW0435 Password changer timed out for acccount %s.

FUI0436 User %s authenticated using token logged in from IP address: %s.
FUI0437 User %s authenticated using token.

FAWO0438 User %s authenticated using new token while the old one still exists.
FAW0439 User %s authenticated using old token.

FAT0440 User %s granted access for account %s to user %s.

FAI0441 User %s revoked access for account %s from user %s.

FAI10442 User %s granted access for listener %s to user %s.

FATI0443 User %s revoked access for listener %s from user %s.

FAI0444 User %s created policy %s.

FAT0445 User %s deleted policy %s.

FAT10446 User %s changed policy %s.

FAT0447 User %s assigned regexp %s to policy %s .

FAT0448 User %s unassigned regexp %s from policy %s.

FAT0449 User %s created regexp %s.

FAT0450 User %s deleted regexp %s.

FAI0451 User %s changed regexp %s.

FAT0452 User %s granted access for safe %s to user %s.

FAI0453 User %s revoked access for safe %s from user %s.

FAI0454 User %s granted access for server %s to user %s.

FAT0455 User %s revoked access for server %s from user %s.

FAI0456 User %s granted access for user %s to user %s.

FAI0457 User %s revoked access for user %s from user %s.

FAT0458 User %s displayed password history for account %s. Reason: %s.
FAT0459 User %s displayed password to account %s changed at %s. Reason: %s.
FAI0460 User %s displayed current password for account %s. Reason: %s
FSE0461 Invalid data from %s LDAP server.

FAI0462 User {} created redundancy group {}.

FATI0463 User {} deleted redundancy group {}.

FAE0464 User %s is not allowed to login from address %s.

FUWO0465 Establishing new connections has been disabled.

Continued on next page
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Tablica 1 — continued from previous page

Message code

Message and description

FSE0466 Fudo versions do not conform.

FUEO467 Client tried to authenticate using an invalid UTF-8 login.

FSI10468 A passphrase used to decrypt disks was changed.

FSE0469 Unexpected number of bastions (%s).

FSE0470 Unexpected number of servers (%s).

FSE0471 Unexpected number of users (%s).

FSE0472 RDP servers %s must all use TLS (NLA) or Standard RDP Security.

FSE0473 Fudo cannot be upgraded to PAM.

FSI0474 Fudo can be upgraded to PAM.

FSE0475 Connection %s replaces a login and forwards a secret for servers %s which
is not allowed.

FSE0476 ZVOL with encryption key does not exist.

FSE0477 Replication of encryption key to cluster node %s (%s) failed.

FSE0478 Unable to join cluster’s node ${name}. Fudo versions do not conform
(local: ${VERSION}, remote: ${rversion}).

FSE0479 Servers %s must all use the same %s settings.

FSE0480 Servers %s must all use the same protocol.

FAI0481 New OTP for user %s has been generated.

FSW0482 Unable to verify password for account %s.

FUI0483 User %s authenticated using Citrix logon ticket logged in from IP ad-
dress: %s.

FUI0484 User %s authenticated using Citrix logon ticket.

FUE0485 ICA connection error.

FUI0486 ICA server closed connection.

FAI0487 User %s requested timestamping for session.

FAI0488 User %s requested timestamping for account.

FSI10489 Label %s not defined on this node, skipping listener %s.

FAT10490 User %s created external authentication %s.

FAT0491 User %s changed external authentication %s: %s.

FAI0492 User %s deleted external authentication %s.

FSE0493 Unable to establish connection to server %s (%s): label %s not defined
on this node.

FSI10494 Label %s not defined on this node, skipping external authentication %s.

FSE0495 Communication error with cluster node %s (%s): connection failure.

FSE0496 Communication error with cluster node %s (%s): unable to replicate a
batch with object %jd to table %s.

FSE0497 Communication error with cluster node %s (%s): unable to replicate a
batch with object %jd (name: %s) to table %s.

FSE0498 Communication error with cluster node %s (%s): unable to store object
%;jd in table %s.

FSE0499 Communication error with cluster node %s (%s): unable to store object
%jd (name: %s) in table %s.

FSE0500 Communication error with cluster node %s (%s): unable to connect to
%s.

FSE0501 Communication error with cluster node %s (%s): failure during hand-
shake.

FSE0502 Database error.

Continued on next page
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Message code

Message and description

FSE0503 Communication error with a cluster node: Fudo version mismatch (local:
%s, remote: %s).

FSE0504 Communication error with cluster node %s (%s): %s.

FSE0505 Communication error with a cluster node: failure during handshake.

FSI10508 Successfully replicated encryption key to node %s (%s).

FSE0509 Communication error with cluster node %s (%s): unable to replicate
session data.

FSE0510 Communication error with cluster node %s (%s): intial replication failed.

FSWO0511 There has been an attempt to reset Fudo to factory defaults. Resetting
Fudo to factory defaults has been administratively disabled.

FAT0512 User %s enabled reset account.

FAI0513 User %s disabled reset account.

FAW0514 User %s of role %s tried to view %s, but has insufficient privileges for
this action.

FSE0515 Unable to upload backup #${currno} at ${datetime}.

FSI0516 Backup #${currno} at ${datetime} successfully uploaded.

FSE0517 Backup configuration error: %s.

FSE0518 Backup internal error.

FSI0519 ${type} backup snapshot ${snapname} successfully taken.

FUE0520 User %s tried to access ICA server %s:%u using Citrix StoreFront which
is not permitted.

FUE0521 Citrix StoreFront sent an ICA file without a destination address.

FSW0522 Roolback to ${oldversion} failed.

FSWO0523 Upgrade to ${oldversion} failed.

FSW0524 Roolback to ${version} succeeded.

FSW0525 Upgrade to ${version} succeeded.

FSE0526 Error communicating with bypass card. Error setting nextboot mode.

FSE0527 FError communicating with bypass card. Error setting bpe mode.

FSE0528 Error communicating with bypass card. Error switching card mode.

FSE0529 Error communicating with bypass card.

FAI0530 User %s enabled snmp.

FAI0531 User %s disabled snmp.

FSW0532 External storage is unavailable.

FSE0533 Unable to attach external storage.

FS10534 External storage attached.

FSE0535 External storage is unavailable in this configuration.

FSW0536 External storage detached.

FSI0537 External storage attached successfully.

FAI0538 Set external storage connection mode to %s

FATI0539 Set configured WWN to %s, external storage connection mode to %s

FAT0540 Interface discovery while configuring external storage: %s

FSWO0540 Found ${cdisk} paths to fiber channel ${wwn} from ${cscbus} devices.

FSW0541 Retention module was unable to move session ${sessid}.

FAI0542 User %s assigned account %s, listener %s to safe %s.

FAI0543 User %s unassigned account %s, listener %s from safe %s.

FSE0544 Failed to list snapshots.

FSW0545 Unable to change password for account %s.

Continued on next page
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Message code

Message and description

FUI0546 ICA client closed connection.

FAE0547 User %s could not create a ticket requesting an access to safe %s.

FAI0548 User %s created ticket %s requesting an access to safe %s.

FAI0549 User %s approved ticket %s requesting an access for user %s to safe %s.

FAI0550 User %s rejected ticket %s requesting an access for user %s to safe %s.

FAIO0551 User %(username)s added member %(member)s to lagg % (interface)s.

FAI0552 User %(username)s removed member %(member)s from lagg %/(inter-
face)s.

FSE0553 Unable to extract public key from CA.

FUE0554 SFTP server uses an unsupported version %u.

FAI0555 User %s added address %s to server %s.

FAI0556 User %s removed address %s from server %s.

FAIO557 User %s changed address %s assigned to server %s.

FSI0558 Starting encoding file for session %s.

FSI10559 Completed encoding file for session %s.

FSE0560 Session has not been approved nor rejected.

FSE0561 Unexpected number of connections (%s).

FAI0562 User %s rejected session %s. Reason: %s.

FAI0563 User %s rejected session %s.

FAIO0564 User: {} tried to accept session: {} but it was accepted by:

FAI0565 User: {} rejected session: {}

FAI0566 User: {} tried to reject session: {} but it was accepted by:

FAI0567 User: {} tried to reject session: {} but it was rejected by:

FAI0568 User: {} accepted session: {}

FAI0569 User: {} tried to accept session: {} but it was rejected by:

FAI0570 User %s approved session %s.

FSI0571 Proxy connection closed.

FSE0572 Proxy connection error.

FSI10573 Client sent an invalid token.

FSE0574 Unable to resolve ${ip} domain to address.

FSE0575 Unable to convert raw file to pcap.

FAI0576 User {} changed 4 Eyes proxy API certificate settings.

FAI0577 User {} changed 4 Eyes proxy settings.

FSI0578 User %s (%s) was removed. Reason: user’s external server dosen’t exists
any more.

FAIO579 User {} changed 4 Eyes Fudo Mobile settings.

FSE0580 Cluster %s has an invalid token: %s.

FAI0581 User %s changed domain search path from %s to %s.

FSW0582 Disk $cdev was removed.

16.3 Fudo 2.2 to Fudo 3.0 parameters mapping

This topic describes how certain parameters from Fudo 2.2 map to Fudo 3.0 data model.
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16.3.1 Connection
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16.3.2 Server

16.4 Data model migration from Wheel Fudo PAM version 2.2 to
3.0

This topic describes data model migration mechanisms that are applied when performing
upgrade from Wheel Fudo PAM version 2.2 to 3.0.

Note: In case of unsuccessful upgrade to version 3.0 data model issues which caused upgrade
procedure to fail can be found in the system evetns log.

16.4.1 Server

Servers, which have the same IP address and port number assigned are replaced with a single
object. Name of the resulting object is a concatenation of the servers’ names in ascending order,
separated by comma.

Warning: If there are two servers with the same IP address and port number assigned
but with different protocol, description, external password repositorie, RDP security level,
HTTP settings, TLS settings, certificates or public keys, upgrade will fail.

16.4.2 Safe (previously connection)

e Anonymous connection becomes a safe object, which can be deleted.

e For each bastion object (a group of servers operating in bastion mode, assigned to the
same bastion) and associated connection, there is a safe object created using the following
naming convention: <connection name> > <bastion name>.

16.4. Data model migration from Wheel Fudo PAM version 2.2 to 3.0 409



Fudo PAM 3.10 - System Documentation, Release is not supported

For each server operating in gateway, proxy or transparent mode, migration procedure
creates a safe object named <connection name> > <server name.

e Automatically created safe object inherits connection’s access rights, granted privileges,
protocols settings, notifications settings and LDAP mapping.

e OCR settings, sessions recording and session data retention parameters are moved to
corresponding account objects.

e Time policies are replicated as user specific regulations applicable to each safe.

Note: Click selected safe on user’s configuration form to display time access settings.

Preferred language English

Click to define access time policy to the safe

Safes =1 203 q

Full name

Email

e After migration, login credentials policies are reflected within the safe.

16.4.3 Account (previously login credentials)

For each login credentials sections in every connection, migration mechanism creates a separate
account object.

e If login credentials contain the user login string the resulting account is of the reqular type
and its name is a combination of the login and server’s name - <login> @ <final server
name>.

e If login credentials do not contain the user login string and concern credentials forwarding
connection, the resulting account object is of the forward type and it is named forward
for <final server name>.

e If login credentials do not contain the user login and are used for anonymous connections,
the resulting account object is of the anonymous type and it is named anonymous for
<final server name>.

e Duplicated loign credentials are replaced by a single account object. Object’s manage-
ment rights, OCR settings, sessions recording settings, session data retention settings are
inherited from the connection object that the account object derives from.

Warning: If login credentials contain the login string but do not contain the secret (if the
login is substituted but the secret field remains empty) the data migration process will fail.
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16.4.

16.4.

4 Listener (previously bastion or part of a server)

For each server operating in proxy, transparent or gateway mode, there is a listener object
created with the same connection mode.

Newly created object inherits server’s access rights, TLS settings and RDP security level
parameter.

Server announcement setting is also passed on to the listener object.

Listener is assigned to all safes that have been created based on connections which were
associated with the server that the listener derived from.

Bastion becomes a listener operating in the bastion mode. Access rights and bastion
settings are transferred to the listener. The listener is assigned to all safes that have been
created based on connections associated with at least one server from the bastion that the
listener derived from.

5 Sessions

Each session has its safe, server and account identifiers updated accordingly. If a session
concerned a server, which was not operating in bastion mode, it also has the listener
identifier set.

16.5 ICA configuration file

The .

mote

16.5.

ica configuration file defines connection parameters for establishing connections with re-
host over the ICA protocol.

1 Non-TLS connections ICA file

[ApplicationServers]
<connection name>=

[<connection name>]
ProxyType=S0OCKSV5
ProxyHost=<host>:<port>
ProxyUsername=x
ProxyPassword=x*
Address=<username>
Username=<username>
ClearPassword=<password>
TransportDriver=TCP/IP
EncryptionLevelSession=Basic
Compress=0ff

Note: <connection name> is for information purpose only and can be any string of characters.
Provided value is displayed in the title of the ICA client application window.

16.5.
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16.5.2 TLS connections ICA file

[ApplicationServers]
<connection name>=

[<connection name>]
SSLEnable=0n
SSLProxyHost=<FQDN>:<port>
Address=<username>
Username=<username>
ClearPassword=<password>
TransportDriver=TCP/IP
EncryptionLevelSession=Basic
Compress=0£ff

Note: <connection name> is for information purpose only and can be any string of characters.

Provided value is displayed in the title of the ICA client application window.

Related topics:
o [CA
e [CA protocol

e Data model

16.5. ICA configuration file
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AAPM (Application to Application Password Manager)

The AAPM module enables secure passwords exchange between applications.

An essential part of the AAPM module is the fudopv script. It is installed on the application
server and it communicates with the Wheel Fudo PAM Secret Manager module to retrieve
passwords.

The AAPM module supports Microsoft Windows, Linux and BSD family operating systems.

17.1 Compiling fudopv tool

The result of this procedure is fudopv application with Python interpreter included.

Note: For information on deploying fudopv without compiling sources files, refer to the De-
ploying fudopv without compiling source files topic.

17.1.1 Python

Windows
Download and install Python version 2.7.9 or newer:

https: //www.python.org/downloads/

Note: Make sure to select the option to add python.exe to the execution path.

Linux
Install Python environment according to the guide provided by the manufacturer.

Exemplary configuration for RedHat 6.7 system:
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./configure \
--prefix=/opt/python-2.7.14 \
--with-ensurepip=install \
--disable-optimizations \
--enable-shared

Note:
e --disable-optimizations - optimizations may result in build failures,
e --with-ensurepip=install - installs tools for managing Python’s packages,

e --enable-shared - one of the fudopv's dependencies requires the Python interpreter .so
library.

17.1.2 Virtual environment

Compiling the package requires the virtualenv module.
1. Execute pip install virtualenv or easy_install virtualenv command.
2. In the fudopv/ execute the virtualenv deps command.
The environment required for building fudopv will be created in the deps/ folder.
Windows
Run the deps\Scripts\Activate command to activate the environment.
Linux

In case of the interpreter build from the source code you can use the included pip and
easy_install tools. You must also set the path to the shared libraries and run the virtualenv
with the -p option:

export LD_LIBRARY_PATH=/opt/python-2.7.14/1ib

virtualenv -p /opt/python-2.7.14/bin/python deps
LD_LIBRARY_PATH=/opt/python-2.7.14/1ib

/opt/python-2.7.14/bin/pip install virtualenv
/opt/python-2.7.14/bin/virtualenv -p /opt/python-2.7.14/bin/python deps

To activate the environment, run the source deps/bin/activate command.

17.1.3 Fetching dependencies

In active virtual environment run the pip install -r requirements.txt to install fudopv
dependencies. Dependencies are installed in the deps/

Note: If the ImportError: No module named _markerlib problem occurs, execute pip
install --upgrade distribute and install dependencies once again.

Windows
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Download and install pywin32: https://sourceforge.net/projects/pywin32/files/

Note: Make sure to select the installer for Python 2.7.

After activating the virtualenv environment, execute the following command with the path to
the pywin32:

easy_install path\to\pywin32

Linux

Linux operating system does not require taking any additional actions.

17.1.4 Package creation script

Execute the python setup.py command, which will create package in the fudopv folder.

Note: The Pylnstaller does not support package creation on a privileged account. If the
ERROR: You are running PyInstaller as user root. This is not supported. error oc-
curs, you can change the check_not_running_as_root () function in the ./deps/1ib/python2.
7/site-packages/PyInstaller/utils/misc.py so that it return the result without checking
anything.

Related topics:
o Using fudopv
e Deploying fudopv without compiling source files

o Authentication methods

17.2 Deploying fudopv without compiling source files

To use fudopv without compiling source files, proceed as follows.

1. Download and install Python environment, version 2.7.9 or newer.

Note: It is advised to run fudopv in virtual environment.

2. Execute pip install virtualenv or easy_install virtualenv command to install vir-
tual environment.

3. In the fudopv/ execute virtualenv deps command.

4. Execute python -m fudopv, to start fudopv.
Related topics:

o Using fudopv

o Compiling fudopv tool
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o API interface

17.3 Using fudopv

Execution parameters

fudopv [<options>] <command> [<parameters>]

Command/option/parameter Description

Commands

getcert Fetch Wheel Fudo PAM SSL certificate.

getpass <type> <account> Fetch password to selected account.
type:

e direct - direct, unmonitored connection;
e fudo - connection monitored by the PSM mo-

dule
Options
-c <path> Use configuration file from provided path.
--cfg <path>
-h, --help Show options and parameters list.

1. Upload fudopv script to the server and change its access rights to allow execution.

[ NON ) @ zmroczkowski — -bash — 148x40

chmod 78E fudopy

2. Log in to the Wheel Fudo PAM administration panel.

3. Create a user object with user role, static or one-time password authentication and server’s
IP address defined in the API section.

e Select Management > Users.

e Click +Add.

e Enter user’s name.

e Define account’s validity period.

e Select user from the Role drop-down list.

e Assign safe and click the object to open its properties.
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-
Management < Fudo
User () Copy user
General
=} B483808532111147042
Synchronize with LDAP
Login fudopv2
Blocked
Account validity Incefinite

Role user

Preferred language English

Settings

Safes

e Select the Reveal password option.

Access time policy "

Enable time policy Reveal password 3
2 Select to enable password retrieval 2308

Mo nday

Tuesday
Wadnesday

Thursday

Saturday

Sunday

e -

e In the Authentication section, select Password or One time password from the Type drop-
down list.

e In case of static password authentication, type in the password in Password and Repeat
password fields.

e In the API section, click the + icon and enter the IP address of the server, which will be
requesting passwords using fudopv script.

e Click Sawve.

4. Run fudopv getcert command to initiate the configuration.
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[ NON ] @ zmroczkowski — -bash — 148x40

Note: fudopv configuration files are stored in the .fudopv folder in user’s home folder.

5. Open fudopv.cfg file in a text editor of your choice.

[ NON ) fudopv — vi fudopv.cfg — 148=40

COMN]
bind_ip=1A.8.1.35

Section Description

[FuDO]

address Wheel Fudo PAM’s IP address.

cert_path Path to the Wheel Fudo PAM’s SSL certificate files.

[CONN]

bind_ip IP address of the server, running the fudopv script. The IP address must be

the same as the IP address defined in the API section in user configuration.

[AUTH]

username User login as defined in step 3.

otp Path to the otp.txt file containing the one time password.

secret Path to the secret.txt file containing user’s static password.
Note:

e In the [FUDO] section, in the address line, enter the Wheel Fudo PAM IP address.

e Leave the cert_path line as is, it will be updated automatically after successfully running
the fudopv getcert command.

e In the [CONN] section, uncomment the bind_ip line and provide the IP address of the
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server running the fudopv script.

e In the [AUTH] section, in the username line, provide the login of the user object defined
in step 3.

e Depending on the users authentication method, comment the corresponding line defining
the authentication secret information.

For example:

[FUDO]
address=10.0.0.8.61
cert_path=<CERT_PATH>

#[CONN]
bind_ip=10.0.0.8.11

[AUTH]

username=fudopv

#otp=/Users/zmroczkowski/. fudopv/otp. txt
secret=/Users/zmroczkowski/.fudopv/secret.txt

6. Run fudopv getcert command to fetch Wheel Fudo PAM’s SSL certificate.

[ NON ) @ zmroczkowski — -bash — 148x40

Note: After running the script successfully, the path to the certificate in the configuration file
will be automatically updated.

17.3. Using fudopv 419




Fudo PAM 3.10 - System Documentation, Release is not supported

[ NON ] fudopv — vi fudopv.cfg — 148=40

i.cert.pem

#[LC
bind_

"f udopy

7. Edit the secret.txt file and provide user’s static password; or edit the otp.txt file and
store the one time password.

Note:

e The one time password can be found in user’s properties, in the Authentication section.

Authentication

RLN Copy the string and save it in the otptxt file — ¥
One time password l BodBb1e509074642161791141a64416724aa702070c560c541af14bfdBOAB3C0 ]

Delete

e The otp.txt file will be automatically updated each time the fudopv getpass command
is run.

8. Run command:

e fudopv getpass direct <account_name>, to fetch password to connect directly to the
server.
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[ NON ] @ zmroczkowski — -bash — 148x40

e fudopv getpass fudo <account_name>, to fetch password to establish monitored con-
nection with the target host.

[ NON ) @ zmroczkowski — -bash — 148x40

Warning: Correct operation of the fudopv script requires disabling the login reason prompt
option in the safe’s properties.

General
[v} B4B3BE532111147017
Marmea po-sajt
Blocked
Login reason . Make sure that the login reason option is disabled
Neotifications Session start Session finish
Session join Session leave

Sesgion policy match

Policies [ polcy | a

Related topics:
o Compiling fudopv tool
e Deploying fudopv without compiling source files
o Authentication methods

e Data model
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System overview

Setting up password changing on a Unix system

17.4 API interface

AAPM’s API interface is described in detail in the Wheel Fudo PAM - API documentation
manual.

Related topics:

Compiling fudopv tool

Using fudopv

Deploying fudopv without compiling source files
Data model

System overview

Setting up password changing on a Uniz system

17.5 Authentication methods

Conventions and symbols:

url: fudo connection address,

->: fudopv request,

<-: response from Wheel Fudo PAM,

status: response status,

FUDO: Fudo IP address,

USER: username,

SECRET: password (static/OTP),

SESSIONID: session token,

method: HTTP protocol method: GET/POST/PUT,
{*“key”: ‘“value”}: JSON included in the request/response.

17.5.1 Static password

Static user password, stored in the secret.txt file.

-> url: https://FUDO /api/portal /login

-> method: POST

-> {"username": "USER", "password": "SECRET"}
<- status:

17.4.
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— 200, OK

* <- {"sessionid": "SESSIONID"}
— 401, UNAUTHORIZED
— <- Not applicable.

17.5.2 Token

One time password stored in the otp.txt file.
e -> url: https://FUDO /api/portal/login
e -> method: POST
e -> {"username": "USER", "otp": "SECRET"}
e <- status:
— 200, OK
* <- {"otp": NEW_SECRET, "sessionid": "SESSIONID"}
— 401, UNAUTHORIZED
— <- Not applicable.
After saving new password in the otp.txt, fudopv sends a confirmation message.
e -> url: https://FUDO/api/portal /confirm
e > method: POST
e > {"otp": "NEW_SECRET"}
e <- status: 204, NO CONTENT
Related topics:
o Compiling fudopv tool
e Deploying fudopv without compiling source files

o Using fudopv
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ROZDZIAL 18

Service Now

18.1 Configuration

To configure ServiceNow, proceed as follows.

1. Select Settings > Ticketing system.

2. Select Enable option to enable ticketing service integration.

3. In the General section, provide IP address and port number of ServiceNow REST APIL.
4. Select the Use TLS option to enable connection encryption.
5

. From the Bind to drop-down list, select the IP address used by Wheel Fudo PAM for
sending requests to ServiceNow API.

Management Fudu- & admin - 4

Genaral

General

Fudo IP address used for sending
requests to ServiceMow

[10.0.9.\92 s
Use TLS a Enable connection encryption
GA Gertificats ' Upload CA certificate

SHA1

6. In the Authentication section, provide user credentials allowed to access ServiceNow over
defined REST API.
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Note: Click Test connection to verify configuration parameter values. The result of testing will
be a ticket in ServiceNow, containing the configuration values prefixed with the test_ string.

Authenticatiog ) )
! User allowed to access ticketing system over AP|

Password ﬂ-_ User password

Test connection to ticketing system

7. In the Template section, in the Assignment group, define the ServiceNow users group to
which the tickets will be assigned.

8. In the Description field, provide the ticket template title.
9. In the Comment field, provide additional information to be included in the ticket.

10. Enter Fudo URL that will be used to create quick access hyperlinks included in tickets.

Template

Name of the group that tickets will be assigned to

& Ticketing systems
Assignment group IT Securities

Description Lz;m'md geslg jai - taki opla. )M

Commant

sdasd
Zadbicié gedia ak - taki kemeio.

Additional information
included in the ticket

Fudo URL used to build hyperlinks included in the tickets

11. Click Save.

Related topics:
o Requesting access to safe

e Granting access

18.2 Requesting access to safe

Note: Usernames on Wheel Fudo PAM and ServiceNow must be the same to ensure correct
requests processing.

To request access to safe, proceed as follows.
1. Log in to User Portal.
2. Find desired safe and click ™.
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Fudo’ s -

& ACCOUNTS
o AUTHENTICATION & LIST OF ACCOUNTS
NAME TYPE SERVER NAME LISTENER HOST PROTOCOL SAFE
WiE  sevicenow regular servicenow 10.0.235.3:22
Request access to given safe servicanow 10.0.8.75:2222 ssh sarvicenaw
Servicenow 10.0.8.175:2222 ssh SEMICENaw
3. Define time period and click OK.
r B’
REQUEST AN ACCESS TO:
Service now

Fram Define timeframe

To

Confirm access request —

Note: Click the © icon to access time settings.

REQUEST AM ACCESS TO:
Service now
270601 11:53 ]
< JUNE 2017 »

S0 MD TU WE TH FR SA
M 20 3 I “ 2 3

4 5 b 7 B a
M 12 13 14 15 6 17
1 19 0 W B I OM
% 2% 7 0
3 4

ﬂ Define access time
—

Related topics:
o Configuration

e Granting access
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18.3 Granting access

To grant access based on a ServiceNow ticket, proceed as follows.
1. Select Management > Users.

2. Find and click user requesting access.

Note: Users with pending access requests are marked with ‘? icon.

3. In the Safes field, find and click the object that the user requests to access.

4. Deselect Blocked option and define access time period.

5. Click Accept.

;5 time interva

Enabés timss policy Ravanl password

Note: Safe access management options can be also accessed from within the safe edit form.

Related topics:

o Configuration
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e Requesting access to safe
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Client applications

19.1 PuTTY

1. Download and launch PuTTY.
2. In the Host Name (or IP address) field, enter IP address defined in the listener.

Connection

MIICOTGCAbmgAWIBAGLIAKThlewxHLMgMAOGCSqGSIb3DOEBBQUAMBOXEJAQBGNY
BAMMCXNzaFSwemB4eTAgF wixNzExMigxMTMSMzFaGABYMDY 3MTEyODExMzkzMVow
FDESMBAGA1UEAWWE3NaX3Byb3hsMIBIANBgKahkiGIWIBAQEFAADGAQBAMIB
CgKCAQEACKNSOKL 1 NaQftyxISkWorWs3gpEbTOIqUUC3e333fuDJHCM3EWAFRxXM
+5cXGBWAWNVN1 Bty Yirwp6a2/AoUOH+8FMGhVBj4+B109zahwlVADXTpH+MULK
AYCBSGAIIGLSTZ1 ALWKOZOwWwWWFICNW/ 3w/ HHjIAK. g1 XbG03LBRO colUjNKoBe
51SHUCKIY0Z/b+00wAKIVQARyheNGhExrONUedtkdOCVIUH2ZZVOELYMNAPBhIGE
ZLIGWRRAL4G4eSIRokOfeRjqeD+i0gla+13b5ePMpHT 2GBAUXKTMBCDG/MZ + kowi
PLA2WI P GdrhikRY ScUSLudDubiCQIDAQABoyQwi ATBgNVHSLUED DAKBggrBgEF

T T T A s e

ssh_praxy Common Name

B2:54:T74:7:27-d5:a8cba:22:b3:e0:8b:A7c8:50:44:13:24:d1:9a

SHA1

aw

#

3. In the Port number field, enter port number defined in the listener.
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Connection

Mode  proxy Fudo listening port number

Local address 10.0,150.151

TLS certificate  -—-- BEGIN GERTIFIGATE-----
MICOTCCAbmgAw BAgLIAKTblewxHLMgMADGCSqGSIb3DOEBBOUAMBOXEJAQBgNY
BAMMCXNzaFSwoemOdeTAGF wixNzEXMigxMTMSMzFaGABYMD Y IMTEYODExMzkzMVow
FDESMBAGA1UEAwWwWc3NoX3Byb3hsMIIBIjANBgkghkiGEwIBAQEFAADCADEAMIB
CgKCAQEACKNSOKL1 NaQfXyxI8kWoris3gpEbTOIquuC3e3 33 fuOJHCm3GwWAFRxM
+5cxGBWIwWnVN1 Bty Ytréwp6a2/AcU0H+0F MGHhVE|4-+B109zahwlVADHTpH-+MULK
AYCBESGdI3GLST2 1 ALWKD 0w wwFICHNW 3w/ HHlAK. g 1 XbE 0ALcBRO cBU|NKoBe
51SHUGCKY0Z/b+00wAK IvQARyheNGBxrONusdtkd DCVDUHZ 2v0EL YMMN4PBhIGZ
zLIGWRRAL4G4eSIRokOfeRjgel+iQgla+f3bSePMpHT2GEALXKTMBcDrg/ME + kowk
PLn2WIP/GdrhikAY ScUBLudDubiCQIDAQABoyQOwl ATBgNVHS UEDDAKBggrBgEF

—— i 8 s ¢

ssh_proxy Common Name

B2:54:74:f7:27-d5:a8cba:22:b3:e0:8b:A7-c5:50:4d:13:24:d1:9a SHA1

4. Select the SSH connection type.

rﬁ PuTTY Configuration @

Category:

= Sgssinn | Basic options for your PuT T session |
+ Logging Specify the destination you want to connect to
=)~ Teminal
Host Mame (or IP address) Port
- Keyboard
- Bell 10.0.150.157 ol
- Features Connection type:
= Window ™ Raw ) Telnet ) Rlogin @ 55H ) Serial
?;EEEFHCE Load, save or delete a stored session
- Behaviour
- Tranelation Saved Sessions
- Selection
- Colours "
Default Settings
[=)- Connection e
- Data Save
D
o Telnet Delete
- Rlogin
- 55H
- Senal Clozse window on exit:
() Mways () Never @ Only on clean exit
Aot ||  Hebp | Open || Canesl

5. Click Open.

6. Enter username.
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10.0150152 - PuTTY = || =] E3

login as: "n::'.-'.:'._srr.'_t.'.-'.D

7. Enter password.
Related topics:

o SSH

e (C'reating an SSH server

e Creating an SSH listener

19.2 Microsoft Remote Desktop

1. Launch Microsoft Remote Desktop.
2. Enter connection name.

3. Provide destination host IP address and RDP service port number in the PC name field
as defined in the listener object.
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® Edit Remote Desktops -

|EI:IE‘7

General Session Redirection

Connection name RDP connection

PC name 10.0.150.151:1234

Gateway = No gateway configured [ <]
Credentials
User name |Domain\user

Password |Password

Resolution | Native

Colors  True Color (24 bit)

Full screen mode = OS ¥ native

(ofoff o

Start session in full screen
Scale content
Use all monitors

3. Enter user login and password and press the [Enter| keyboard key.

‘esoe 10.0.150.151

Fudo

Note: Wheel Fudo PAM enables using custom login, no access and session termination screens
for RDP and VNC connections. For more information on user defined images for graphical
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remote sessions, refer to the Resources topic.

[ IR ) 10.0.150.151

% msj komputer

Related topics:
e RDP
e (Creating an RDP server

e Creating an RDP listener

19.3 VNC Viewer

1. Launch VNC Viewer.

2. Enter IP address in the server address field as defined in the listener object.
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[ JON ] VNC Viewer

10.0.150.151 & sionin...-

3. Enter username and password and press the enter key.
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r g

Control Panel

Metwork

140
10.11.20M7 El

A ¥ dg POL

Related topics:
o VNC
e (reating a VNC server

o Creating a VNC listener

19.4 SQL Server Management Studio

1. Start SQL Server Management Studio.
Enter IP address as defined in the listener object.
From the Authentication drop-down list, select SQL Server Authentication.

Enter user login and password.

Click Connect.

AT ol B
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of Connectto Server >

SQL Server

Database Engine

Server name: | 10.0.150.150 - |

Authentication: SQL Server Authentication -
Login: |iu::uhn_5m'rth - |
Paszsword: | """ | |

[] Remember password

Cancel Help Qptions =3

L4¢ Microsoft SOL Server Management Studio Quick Launch (Ctrl+0) A - B x
File Edit View Debug Tools Window Help

[~ 0 200 | Brewowey 8§ F R E -¢ - @\ Generic Debugger - |2
Object Explorer
Connect~ ¥ ¥ (V'S

=2 Databases
System Databases
Database Snapshots
W ReportServerSFUDO
8 ReportServerSFUDOTempDB
Security
Server Objects

= =)

Replication

(= =]

PolyBase

®

Management

Related topics:
o MS SQL
o Creating a MS SQL server
e (Creating a MS SQL listener
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4-Eyes authentication proxy service

4-Eyes proxy service facilitates communication between Wheel Fudo PAM and Fudo Mobile
application enabling system administrators to accept/decline pending access requests.

20.1 Installing proxy service

1. Install FreeBSD version 10.

2. Add the following to the /boot/loader.conf file:
pf_load="YES"

3. Run command:

kldload pf

Note: Alternatively, recompile the operating system with pf support.

4. Upload whlproxy package and run:
pkg add /path/to/whlproxy.txz

20.2 Initializing configuration using whlproxyinit

1. Run whlproxyinit.

2. Enter hostname.

3. Define network interface for communication with Wheel Fudo PAM.
4. Enter IP address along with the network mask, e.g. 10.0.8.201/16.
5

. Define network interface with access to the internet.
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. Enter IP address used for communication with the internet.

6
7. Enter port number for communication with Wheel Fudo PAM’s API.
8. Enter default routing path.
9. Enter cluster’s name.
10. Provide description.

11. Enter node’s serial number.

12. Provide node’s SSH key.

Note: Serial numbers and SSH keys can be found in the Fudo administration panel, in the
Settings > Network Configuration view, Proxy tab, Fudo SSH keys section.

13. Enter Y, to add another cluster node.
14. Enter n, to finish proxy service configuration.

Exemplary configuration process’ console output:

System configuration.
You can modify configuration files after initialization.

Hostname: whlproxyl

Interface with an access to Fudo: emO

Internal IP address and netmask for emO: 10.0.8.201/16
Interface with an access to the Internet: emO

Public IP address and netmask for emO: 10.0.8.201/16
Public API port for 10.0.8.201: 44300

Default route: 10.0.0.1

TLS certificate for the proxy.
Now you will be asked to provide your Fudo cluster configuration.

Enter cluster details.

Name (only digits and uppercase letters): TEST
Description: Test

Enter nodes' details.

Serial: 12345678

Key: AAAAE2VjZHNhLXNoYTItbmlzdHAyNTYAAAA...
Add another node? [Y/n]: n

Your Fudo cluster configuration was successfully created.
In order to manage your clusters in the future run whlproxyctl tool.

Restarting services...

Wheel Systems Proxy is ready to use.
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20.3 Managing clusters using whlproxyctl

20.3.1 Adding a cluster

To add a cluster, run the following command:

whlproxyctl cluster add <cluster_name> <cluster_description>

Note: The name of the cluster must start with F character and can contain only uppercase
letters or digits, e.g. FIJMSBNDOO7.

Example:

whlproxyctl cluster add FOO7 "Optional description"

20.3.2 Deleting a cluster

To delete a cluster, run the following command:
whlproxyctl cluster del <cluster_name>
Example:

whlproxyctl cluster del FOO7

20.3.3 Displaying cluster’s details

To display cluster’s details, run the following command:
whlproxyctl cluster show <cluster_name>

Example:

root@whlproxyl:™ # whlprozyctl cluster show F007

Name: FOO07

GID: 1009

Description: Optional description
Token:

Nodes: F23456789

20.3.4 Listing clusters

To list clusters, run the following command:
whlproxyctl cluster list

Example:

root@whlproxyl:™ # whlproxzyctl cluster list
FO07

FKW

FTEST
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20.4 Managing nodes using whlproxyctl

20.4.1 Adding a node to a cluster

To add a node to a cluster, run the following command:

whlproxyctl node add <node_name> <cluster_name> <ssh_key>

Note:
e Node’s name must start with F followed by the serial number, e.g. F23456789.

e Serial numbers and SSH keys can be found in the Fudo administration panel, in the Settings
> Network Configuration view, Prozy tab, Fudo SSH keys section.

Example:

whlproxyctl node add F23456789 FO07 AAAAE2VjZHNhLXNoYTItbmlzdHAyNTYAAA...

20.4.2 Deleting a node

To delete a node, run the following command:
whlproxyctl node del <node_name>

Example:

whlproxyctl node del FOO7

20.4.3 Displaying node's details

To display detailed information on given node, run the following command:
whlproxyctl node show name

Example:

root@whlproxyl:~™ # whlprozyctl node show F12345678

Name: F12345678

UID: 1007

Cluster: FTEST

Key: ecdsa-sha2-nistp256 AAAAE2VjZHNhLXNoYTItbmlzdHAyNTYAAA. ..
Rules:

20.4.4 Listing nodes

To list nodes, run the following command:
whlproxyctl node list

Example:
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root@whlproxyl:™ # whlprozyctl node list
F00000005
F12345678
F23456789

Related topics:
e Adding a mobile device
o Removing paired mobile device

e Proxy servers configuration
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Troubleshooting

21.1 Booting up

Problem Symptoms and solution
Wheel Fudo PAM does not
boot up e Make sure that both power supplies are connected to po-

wer outlets. Not connecting both power supplies will re-
sult in sound alarm.

e Make sure that encryption key is properly connected.

e In case the problem is a result of unsuccessful system
update, wait a few minutes. During that time, Wheel
Fudo PAM will detect the problem and will restore pre-
vious system revision.
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21.2 Connecting to servers

Problem Symptoms and solution
Cannot connect to server Symptoms:
e User cannot log in.
e Events log entry: Authentication failed: Invalid username
kowalski or password.

Solution:

e Verify that user definition exists in Wheel Fudo PAM da-
tabase.

e Make the login credentials are correct.

e Make sure that the client software does not have outdated
credentials stored.

e If there are two users with the same login, one of which
has the domain configured the same as the default domain,
and the other does not have the domain defined, Wheel
Fudo PAM will report authentication problem as it cannot
determine which user is trying to connect.

Symptoms: events log entry: Unable to establish connection
to server zbigniew (10.0.35.53:3399).
Cause: incorrect server configuration.
Solution:
e Verify that the server in question is properly configured
(IP address, port number).
e Check if the server is reachable from Wheel Fudo PAM:
1. Log in to Wheel Fudo PAM administration panel.
2. Select Settings > System, Diagnostics tab.
3. Enter server address in the Ping section and execute com-
mand and test host’s availability.
e Check if the server is reachable on given port number:
1. Log in to Wheel Fudo PAM administration panel.
2. Select Settings > System, Diagnostics tab.
3. Enter server address along with the port number in the
Netcat section and execute command.
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Problem

Symptoms and solution

When logging in not all
of the users see the Wheel
Fudo PAM logon screen.

Cause:

e Credentials stored in RDP client result in users being au-
tomatically logged in to remote host.

e Credentials stored in RDP client, user is successfully au-
thenticated against credentials stored so the Wheel Fudo
PAM logon screen is not displayed. Next, Wheel Fudo
PAM forwards user credentials to target server but they
are no longer valid which results in Windows gina being
displayed.

Symptoms:
e Client software message: Connection closed by remote
host.
e Events log entry: Fuiled to authenticate against the server
as user root using password.

Cause: incorrect login credentials.

Solution: provide correct login credentials in server configura-
tion.

Symptoms:
e RDP client message: Connection refused.
e SSH client message: ssh: connect to host 10.0.1.111 port
10011: Connection refused

Cause: server has been blocked.

Solution: log in to Wheel Fudo PAM administration panel and
unblock the server.

21.2. Connecting to servers
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Problem

Symptoms and solution

Connection is terminated

Symptoms:

e User tries to log in to server monitored by Wheel Fudo
PAM, after entering username and password session is
immediately terminated.

e Events log entry: TLS certificate verification failed.

Solution:

Download new target host certificate in the Target host section.

Destination host

Server public key ssh-rsa
AAAABBNzaC1yc2 EAAAADAQABAAABAQDTYBVIONSMYUIOCRcZ/30E
WHKF+bBEWW 1 XKRUBUGROXZNMEPNpyScRIZDbpmWESNN4iM7yosy3gAgD
S16TEMBUKVKO]YKIHF4Qqp+8d20hgKBHIWMXZF4QFyQmMUbA4MNL/CC
LTnOJc2du1512cX5xFdh05LUaBBEXbVONDXLSIQLQUP+AJAS3Q05IXI9M 1WK
bJKofQSAQV7pdsKTUIB0BGBO0ID0Z3IpPLTKAN/AhNBilfpmHSbIPTrgPas09
C/IhL2PVFiBequvwi67 CKgWeUrhHPPLqUHayAOYuIVTjveBumg/CpQozat7u
OUsZ2M22ezQwxPAvbIBY

Address 10.0.35.1 Ped
Click to download server certificate E

08:de:23:81:72:c1:7:c7:12:9a:df:6¢c:chicd:ad:d6:f4:50:ac:c0 SHA1
Symptoms:
e After entering username and password the connection is
terminated.

e Events log entry: RDP connection error.

Solution: check if in the General tab in TCP-Rdp properties,
the Encryption level option is not set to FIPS Compliant.

Cannot connect to server

Symptoms:
e Cannot log in to server with error message User user( not
allowed to connect to server.
e Events log entry: Authentication failed: User user0 not
allowed to connect to server.

Cause: user is not assigned to proper connection.

Solution: add user to appropriate connection object.

21.2. Connecting to servers
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Problem

Symptoms and solution

Symptoms:
e After entering username and password, the screen freezes.
e Events log entry Terminating session: User wuser(

(1d=848388532111147010) is blocked.

Cause: user is blocked.

Solution: log in to Wheel Fudo PAM administration panel and
unblock the user in question.

User has to provide login
credentials twice

Symptoms: user connecting over RDP protocol enters login
credentials and immediately afterwards is asked again for the
same login information.

Cause: server is a part of an infrastructure managed by con-
nections broker which has detected an active user’s session on
another server.

Symptoms: user connecting over SSH protocol enters login
credentials and immediately afterwards is asked again for login
information.

Cause: in connection object options for login and password
substitution are enabled but the input fields are left blank which
results in two fold authentication - first time against Wheel
Fudo PAM and second time against the target host.

Cannot connect to server
over RDP protocol

Symptoms:
e User connecting over RDP is disconnected a moment after
establishing connection.
e Events log entry: RDP server 10.0.0.:33890 has to listen
on the default RDP port in order to redirect sessions.

Cause: connection is redirected to a host which does not listen
on port number 3389.

Solution: configure server in question so it accepts user con-
nections on port number 3389.

Symptoms:
e Events log entry: User user0 has no access to host
192.168.0.1:3389

Cause: connections broker determines an existing user session
on another server and redirects user to that host but it is not
configured on Wheel Fudo PAM or the user does not have suf-
ficient access rights to connect to given server.

Solution:
e Make sure that the server object exists.
e Add user to proper safe object.

21.2. Connecting to servers
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Problem Symptoms and solution

Cannot connect to Tel- Symptoms: cannot establish connection to target host.
net5250 server  using

PC5250  klient revision

20091005 S/20111019 S

Cause: in case of aforementioned client applications, Wheel
Fudo PAM requires setting up additional objects to enable TCP
traffic on ports number 449, 8470 and 8476.
Soluiton:
e Add Telnet TN5250 server with default port number.
e Add three server objects with TCP protocol and following
port numbers 449, 8470 and 8476.
e Add TN5250 listener, in Proxy mode with default port
number.
e Add three TCP listener objects, in Proxy mode, with port
numbers 449, 8470 and 8476.
e Add regular account, define authentication parameters
and assign it to the main TN5250 server definition.
e Add three anonymous accounts and assign each to one of

supporting servers.
e Add safe and assign account with corresponding listeners.

21.3 Logging to administration panel

Problem Symptoms and solution
Cannot log in to admini-
stration panel

e Make sure that Wheel Fudo PAM IP address is correct.

e Set Wheel Fudo PAM IP address from the console as de-
scribed in the Wheel Fudo PAM System documentation in
the Network interfaces configuration topic.

e Make sure that the IP address in question has the mana-

gement access option enabled.

Management G &adminv ?

Name & DNS

Interfaces Routing

S net0 os0027.40:38:58

FUDO administration panel accessible through selected IP address

10.0.40.80

10.0.40.81 /16 v x

10.0.40.82 ! 16 & x
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21.4 Session playback

Problem

Symptoms and solution

Cannot playback exported
video

Cause: required video codecs are missing.

Solution: install correct video codecs.

Administrator user does
not see sessions

Symptoms: session list does not contain expected entries.

Cause: insufficient access rights.

Solution: grant access rights to specific user, server and con-
nection objects.

Cannot playback session in
session player

Symptoms: message: Could not find session data.

Cause: recording has been disabled in connection properties
when given session transpired.

Solution: enable session recording to be able to playback ses-
sion material in future.

21.5 Cluster configuration

Problem

Symptoms and solution

Data model objects are not
replicated to other nodes

Symptoms: Objects created on a node are not copied to other
cluster nodes.
Solution: Contact technical support department.

21.4. Session playback

449



Fudo PAM 3.10 - System Documentation, Release is not supported

21.6 Trusted timestamping

Problem

Symptoms and solution

Session are not timestam-
ped

Symptoms:
e System log entry: Timestamping service communication
error.

Reason: Time-stamping host is not reachable by Fudo.

Solution: Make sure that firewall settings allow traffic to the
time-stamping service server.
e PWPW time-stamping service IP address: 193.178.164.
5
e KIR time-stamping service IP address: http://www.ts.
kir.com.pl/HttpTspServer

Symptoms:
e System log entry: Unable to timestamp session.
e No session timestamp icon @ on sessions list.

Reason: Time-stamping service misconfiguration.

Solution: Make sure that time-stamping service has been con-
figured properly.

21.7 Support mode

Support mode is enabled via terminal and it allows for remote accessing Fudo in case it does

not boot up properly.
Enabling support mode

1. During the boot up, enter 1 and press the Enter key to confirm.

21.6. Trusted timestamping
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F = omm omm = -

Wheel Systems

[STupport Mode On
Serial [Clonsole off

2. Select network interface.

Note: In support mode, network interfaces are named res* instead of netx.

GEOM_MIRROR: Cancelling unmapped because of gpt-rsystem@-0.
Device mirrorssystem@ launched (1-1).
Cancelling unmapped because of gpt-systeml-0,
Device mirrorrssysteml launched (1-1).
Cancelling unmapped because of gpt/system2-0.
Device mirrorssystemZ launched (1-1).
Cancelling unmapped because of gptr/swap0.

B Device mirror/swap® launched (1-1).

rying to mount root from ufs:rsdev mirror-/systeml [1...

arning: no time-of-day clock registered, system time will not be set accurately

tarting support mode.

Gtarting watchdogd.

watchdog_patpat failed: Operation not supported

atchdogd: patting the dog: Operation wnot supported

etcs/rc.d watchdogd: WARNING: failed to start watchdogd

em@: changing name to 'res®’

eml: changing name to ’resl’

vailable network interfaces:

res0: link state changed to UP
res0 08:00:27:75:7f ba

resl: link state changed to UP
resl OB8:00:27:fd:67:84

hoose 83H interface (res® resl): S}

3. Enter the IP address along with network mask, eg. 10.0.0.8/16.

Note: The IP address is used for establishing remote SSH connection, thus it must be reachable
by the technical support specialist. If possible, the IP address should be the same as before the
system’s malfunction.
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GEOM_MIRROR: Device mirrorssysteml launched (1-1).
Cancelling unmapped because of gpt/system2-0.
Device mirrorrssystemZ launched (1-1).

_ Cancelling unmapped because of gpt/swap0.

GEOM_MIRROR: Device mirrorrsswap® launched (1-1).

rying to mount root from ufs:-sdev mirror-systeml [1...

arning: no time-of-day clock registered, system time will not be set accurately

[Gtarting support mode.

Starting watchdogd.

atchdogd: watchdog_patpat failed: Operation not supported

atchdogd: patting the dog: Operation wnot supported

etcsrc.d/watchdogd: WARNING: failed to start watchdogd

em@: changing name to 'res®’

eml: changing name to 'resl’

Aivailable network interfaces:

res0: link state changed to UP
res0 08:00:27:75:7f :ba

resl: link state changed to UP
resl OB:00:27:fd:67:84

hoose S3H interface (res® resl): Sres@

Invalid interface, please choose one from the list.

hoose 53H interface (res® resl): res@

Enter IP address and netmask for res® (eg. 192.168.1.1.24): |Jj

4. Enter the gateway’s IP address.

GEOM_MIRROR: Cancelling wunmapped because of gptr/system2-0.
GEOM_MIRROR: Device mirrorrssystemZ launched (1-1).
GEOM_MIRROR: Cancelling unmapped because of gpt-sswap0O.
GEOM_MIRROR: Device mirrorsswap® launched (1-1).

rying to mount root from ufs:rsdev/mirrorssysteml [1...
arning: no time-of-day clock registered, system time will not be set accurately
[Starting support mode.

Starting watchdogd.

atchdogd: watchdog_patpat failed: Operation not supported
atchdogd: patting the dog: Operation not supported
etcsroc.dswatchdogd: WARNING: failed to start watchdogd
em@: changing name to ’resQ’

eml: changing name to 'resl’
Available network interfaces:

res0: link state changed to UP
res0 08:00:27:75:7f :ba

resl: link state changed to UP
resl OB:00:27:fd:67:84

hoose 33H interface (res0 resl): Sres0

Invalid interface, please choose one from the list.

hoose S5H interface (res0 resl): res0

Enter IF address and netmask for res@ (eg. 192.168.1.1-24): 10.0.150.155-16
Enter default gateway IP address:

Note:

e Fingerprint allows for verifying that the connection has been established with the correct
remote host.
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arning: no time-of-day clock registered, system time will not be set accurately
[Starting support mode.

Gtarting watchdogd.

atchdogd: watchdog_patpat failed: Operation not supported

atchdogd: patting the dog: Operation wot supported

etcsrc.dswatchdogd: WARNING: failed to start watchdogd

em@: changing name to ’res@’

eml: changing name to 'resl’

vailable network interfaces:

res0: link state changed to UP
res0 08:00:27:75:7f :bha

resl: link state changed to UP
resl 08:00:27:fd:67:84

hoose 55H interface (res® resl): Sres0

Invalid interface, please choose one from the list.

hoose S3H interface (res0 resl): res®

Enter IP address and netmask for res® (eg. 192.168.1.1-24): 10.0,150.155-16
Enter default gateway IP address: 10.0.0.1
res0: link state changed to DOWN

dd net default: gateway 10.0.0.1
[33H Fingerprint: SHAZ56:dguZEcBdeFWPZkIxJKk6EVIloggum+0RXERsW+2ZPBSY
res@: link state changed to UP

e Use a combination of [Ctrl] + C keys to reset the network interface settings.

resl O8:00:27:fd:67:84

hoose 55H interface (res® resl): Sres0

Invalid interface, please choose one from the list.

hoose S3H interface (res0 resl): res®

Enter IP address and netmask for res® (eg. 192.168.1.1-24): 10.0,.150.155-16
Enter default gateway IP address: 10.0.0.1

res0: link state changed to DOWN

dd net default: gateway 10.0.0.1
[33H Fingerprint: SHAZ56:dguZEcBdeFWPZkIxJK6EVIloggum+ORXERsW+ZPBSY

link state changed to UP

Chec 21 13:31:56 init: single user shell terminated, restarting
[Gtarting support mode.

Starting watchdogd.
watchdog_patpat failed: Operation not supported
atchdogd: patting the dog: Operation wnot supported
etcsrc.d/watchdogd: WARNING: failed to start watchdogd
ioct]l SIOCSIFNAME (set name): File exists
ioct]l SIO0CSIFNAME (set name): File exists
Available network interfaces:

res@ O08:00:27:75:7f :ba
resl 08:00:27:fd:67:84

hoose S3H interface (res® resl):

Related topics:
e Network interfaces configuration

e System maintenance
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Frequently asked questions

. How many user sessions can be stored on Wheel Fudo PAM at once?
. How Wheel Fudo PAM supports sessions archiving?
. How to calculate storage space required for archiving sessions?

1
2
3
4. How users can hide their activities on servers which they access through Wheel Fudo PAM?
5. How to determine unauthorized access attempts to supervised servers?

6

Is it possible to hide the Wheel Fudo PAM login screen when connecting over the RDP
protocol?

7. Why the users list in the connection’s properties is incomplete?
8. Why is a user removed from the LDAP/AD server still present on Wheel Fudo PAM?
9. How frequently are users’ definitions synchronized with an LDAP/AD server?

10. I see * instead of the keystrokes in the session player. Is it possible to see the actual keyboard
input?

11. Can I deactivate a session URL?
12. What should I do before returning a demonstration unit after testing?
1. How many user sessions can be stored on Wheel Fudo PAM at once?

Wheel Fudo PAM F1000 series is delivered with 24 TB of RAW hard drive space (18.2 TB
usable) while the F3000 series appliances come with 96 TB of RAW storage space (71.8 TB
usable) dedicated for storing users sessions.

Size of the stored session is determined by user’s activity. An hour of recorded connection takes
on average:

RDP 218 MB active user session (no activity generates almost no data). Definite session
size depends on the screen resolution, color depth and actual user activity.
SSH 41.5 MB active session.
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Given that assumptions, internal storage space enables recording of:

RDP SSH
F1000 28.6 years 150.2 years
F3000 112.8 years 592.5 years

Note:

e Disk usage figures include space taken up by the filesystem’s redundancy mechanism. The
filesystem reserves a portion of available storage, which results in some of the storage space
being reported as used on a newly initiated system.

e Wheel Fudo PAM allows specifying how long sessions data should be stored, and will
automatically delete session data after a certain time, determined by retention parameter,
elapses.

2. How Wheel Fudo PAM supports sessions archiving?

All sessions are stored on Wheel Fudo PAM internal storage space. In addition to that, Wheel
Fudo PAM allows exporting sessions in native format or a video record.

3. How to calculate storage space required for archiving sessions?

File size of sessions in native format are the same as in question 1. In case of video record, file
size depends on the codec and resolution settings.

4. How users can hide their activities on servers which they access through Wheel
Fudo PAM?

In case of the SSH protocol, Wheel Fudo PAM supports SCP channel and monitors all transferred
files, including scripts. This allows auditing given session searching for malicious code embedded
in software sent to the server.

Protection of other communication channels (e.g. web browser or other applications) are task
for different kind of solutions. There is no solution similar to Wheel Fudo PAM which are able to
monitor such channels, thus it is important to create proper server configuration by the system
administrator.

5. How to determine unauthorized access attempts to supervised servers?

Unauthorized access and DoS attacks attempts, can be determined by analyzing event log entries.
Each ERROR or WARNING severity entries should be closely examined. Cases of login timeout
errors can be potential DoS attack attempts.

6. Is it possible to hide the Wheel Fudo PAM login screen when connecting over
the RDP protocol?

Hiding the Wheel Fudo PAM login screen requires using the Enhanced RDP Security (TLS) +
NLA security mode.

7. Why the users list in the connection’s properties is incomplete?

The users list in the connection’s properties does not contain users synchronized with the LDAP
service. To assign a connection to an LDAP synchronized user, define a group mapping in the
LDAP synchronization properties or disable the synchronization option for the given user.
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8. Why is a user removed from the LDAP/AD server still present on Wheel Fudo
PAM?

Deleting a user object from an AD or an LDAP server requires performing the full synchroniza-
tion to reflect those changes on Wheel Fudo PAM. The full synchronization process is triggered
automatically once a day at 00:00, or can be triggered manually in the LDAP synchronization
settings view.

9. How frequently are users’ definitions synchronized with an LDAP/AD server?

New users definitions and changes in existing objects are imported from the directory service
periodically every 5 minutes. The full synchronization process is triggered automatically once a
day at 00:00.

10. I see * instead of the keystrokes in the session player. Is it possible to see the
actual keyboard input?

Presenting keyboard input qualifies as a sensitive feature and it is disabled by default. Enabling
displaying keystorkes in the session player requires a consent from two superadmin users. Refer
to the Sensitive features topic for the details on enabling this functionality.

11. Can I deactivate a session URL?

Active session URL can be deactivated anytime. URL revoking procedure is described in the
Sessions sharing topic.

12. What should I do before returning a demonstration unit after testing?

After testing Fudo, you should delete all session and configuration data by resetting configuration
to default settings and erase the flash drive with the encryption key.
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Glossary

ARP Address Resolution Protocol - protocol used for mapping Internet layer addresses (IP
addresses) to the physical - link layer addresses (MAC addresses).

DNS Domain Name Server - name server service which maps IP addresses to hosts names which
are easier to remember.

SSH Secure Shell - networking protocol for secure communication with remote systems.

Syslog Events logging standard in computer systems. Syslog server collects and stores log data
from networked devices, which can be later used for analysis and reporting.

Fingerprint Characters string being a result of a hash function on input data, allowing to
determine if the input data has been altered.

RDP Remote Desktop Protocol - remote access protocol to computer systems running Microsoft
operating system.

VINC Remote access protocol to graphical user interfaces.

RADIUS Remote Authentication Dial In User Service - networking protocol used to control
access to different services within IT infrastructure.

Static password Basic user authorization method which uses login and password combination
to determine users’s identity.

Public key Authentication method which uses a pair of keys - private (held only by the user)
and public (publicly available) to determine user’s identity.

CERB Complete user authentication and authorization solution, supporting different authen-
tication methods i.e., mobile token (mobile phone application), static password, SMS one-
time passwords, etc.

LDAP Lightweight Directory Access Protocol - distributed catalog services management and
access protocol in IP networks.

Active Directory Users authorization and authentication in Windows domain.

AD Active Directory - users authorization and authentication in Windows domain.
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CIDR Short notation of network addressing, in which the IP address is written according to
the IPv4 standard, and the subnet mask is provided as a number of 1 in the subnet mask
in binary system (192.168.1.1 - 255.255.255.0; 192.168.1.1/24).

heartbeat Network packet used for informing other cluster nodes about machine’s current
state. If a cluster node does not receive a heartbeat packet in a given timeframe, it will
take over the master node role and will start processing users’ requests.

anonymous safe An anonymous safe has at least one anonymous account assigned to it and
it can only have that type of accounts assigned. You cannot assign users to anonymous
safes.

AAPM AAPM (Application to Application Password Manager) module enables secure pas-
sword exchange between applications.

Efficiency Analyzer Efficiency Analyzer module delivers statistical information on users’ ac-
tivity.

PSM (Privileged Session Management) PSM module is used for recording remote access
sessions.

server

servers Server is a definition of the IT infrastructure resource, which can be accessed over one
of the specified protocols.

listener Listener determines server connection mode (proxy, gateway, transparent, bastion) as
well as its specifics.

user User defines a subject entitled to connect to servers within monitored IT infrastructure.
Detailed object definition (i.e. unique login and domain combination, full name, email
address etc.) enables precise accountability of user actions when login and password are
substituted with a shared account login credentials.

account Account defines the privileged account existing on the monitored server. It specifies
the actual login credentials, user authentication mode: anonymous (without user authen-
tication), regular (with login credentials substitution) or forward (with login and password
forwarding); password changing policy as well as the password changer itself.

safe Safe directly regulates user access to monitored servers. It specifies available protocols’
features, policies and other details concerning users and servers relations.

hot-swap Hot-swap mechanism enables replacing hardware components without the necessity
to turn the system off.

time policy Time policy mechanism enables defining time periods during which users are al-
lowed to connect to monitored hosts.

password changer Tool which enables facilitating automated password changing on a server.

policy Mechanism which enables defining patterns which in case of being detected will trigger
defined actions.

shared session User session which was joined by another user.

fudopv AAPM module script, installed on the server, which enables secure password exchange
between applications.

SSH access Service access to Fudo PAM over SSH protocol.

VLAN Virtual networks mechanism, enabling separation of broadcast domains.
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DHCP Mechanism for dynamic IP addressing management i LAN networks.

timestamp Session data hash value, which enables verifying that the data has not been modi-
fied.

external authentication server Server storing user data used for verification of user login
credentials when connecting to Fudo PAM or the monitored server.

passwords repository Passwords repository manages password to privileged accounts on mo-
nitored hosts.

data retention Data retention mechanism automatically deletes session data after define time
period transpires.

redundancy group Defined group of IP addresses, which in case of a system failure, will be
seamlessly carried over to another cluster node to maintain the availability of the services.

RDP connections broker Remote sessions management mechanism for server farms.

PSM PSM (Privileged Session Monitoring) module enables monitoring and recording remote
access sessions.

WWN World Wide Name - unique object identifier in external storage solutions.

OCR Optical Character Recognition - image processing for identifying and indexing text.
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